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Abstract 

Open source software (OSS) is gaining relevance for companies of all sizes and 

industries. They do not only passively use OSS, but also act as contributors to OSS 

communities. Active collaboration with OSS communities comes along with certain 

challenges for companies resulting from diverging interests and ideologies. Thus, 

companies need to set appropriate policies and incentives that manage their employees’ 

interaction with OSS communities. Yet, when introducing internal governance processes, 

companies face a significant trade-off. They need to ensure a compliant behavior towards 

the OSS communities, while enabling their organizational units to manage the specific 

contributions to OSS communities with a certain degree of flexibility.  

The first study in this dissertation picks up this issue and analyzes how companies 

design mechanisms to govern contributions to OSS communities, while taking this trade-

off into account. Results of the multiple case study at Siemens AG show that the extent 

of adoption of the centralized OSS contribution process and the resulting degree of 

flexibility depends on the level of closeness to core intellectual property of the 

organizational unit and the intensity of involvement in OSS communities. Further, more 

experienced developers have several options to shorten the process. 

Governance, especially the compliance with OSS license terms, is also crucial 

when companies use OSS internally or implement it into own products and services. The 

ISO 5230 standard for OSS compliance and the related self- and third-party certification 

approaches should help companies in credibly demonstrating their OSS compliance to 

their customers and other stakeholders. The three remaining studies are dedicated to the 

recent phenomenon of OSS compliance certification. 

The multiple case study in chapter 3 identifies several drivers, motives, and 

deterrents regarding OSS compliance certification from the perspective of self-certified 

and third-party certified companies and third-party certification bodies. The discrete 

choice-based conjoint experiment in chapter 4 reveals OSS compliance certification as 

decision-relevant criterion for selecting a software supplier. Third-party certified 

suppliers are chosen about 2.5 times more likely than self-certified suppliers. Awareness 

of the ISO 5230 standard and the perceived risk of OSS procurement are critical 

moderating factors. The cluster analysis in chapter 5 uncovers four distinct decision 

maker groups: Experience and OSS compliance certification-focused, experience and 

collaboration-focused, experience-focused, and OSS compliance certification-focused 

decision makers. In addition, it identifies several factors that can predict cluster affiliation.  
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Zusammenfassung 

Open Source Software (OSS) gewinnt für Unternehmen aller Größen und Branchen 

zunehmend an Bedeutung. Sie nutzen OSS nicht nur, sondern leisten auch einen aktiven 

Beitrag zu Communities. Die Zusammenarbeit mit OSS Communities ist für 

Unternehmen mit gewissen Herausforderungen verbunden, die sich aus divergierenden 

Interessen und Ideologien ergeben. Daher müssen Unternehmen geeignete Maßnahmen 

und Anreize definieren, um das Engagement ihrer Mitarbeiter in OSS Communities zu 

steuern. Bei der Einführung interner Governance-Prozesse sind die Unternehmen jedoch 

einem Zielkonflikt ausgesetzt. Sie müssen ein konformes Verhalten gegenüber OSS 

Communities sicherstellen und gleichzeitig ihre Abteilungen in die Lage versetzen, ihre 

Beiträge zu den Communities mit einem gewissen Maß an Flexibilität steuern zu können.  

 Die erste Studie dieser Dissertation greift dieses Thema auf. Sie analysiert, wie 

Unternehmen Mechanismen zur Steuerung von Beiträgen zu OSS Communities gestalten 

und dabei diesen Zielkonflikt berücksichtigen. Die Ergebnisse der Multiple Case Study 

in der Siemens AG zeigen, dass es von der Nähe zu zentraler IP und der Intensität der 

Zusammenarbeit mit OSS Communities abhängt, inwiefern Abteilungen den Siemens-

weiten OSS Contribution-Prozess übernehmen und anpassen. Erfahrenere Entwickler 

haben zudem mehrere Möglichkeiten, den Prozess abzukürzen. 

 Governance, insbesondere die Einhaltung von OSS-Lizenzbedingungen, ist auch 

dann von entscheidender Bedeutung, wenn Unternehmen OSS intern nutzen oder in 

eigene Produkte und Dienste implementieren. Die ISO-Norm 5230 für OSS Compliance 

und die damit verbundene Selbst- und Fremdzertifizierung sollen Unternehmen dabei 

helfen, ihren Kunden und anderen Stakeholdern die Einhaltung von OSS-

Lizenzbestimmungen glaubhaft zu demonstrieren. Die drei verbleibenden Studien 

widmen sich diesem neuen Phänomen der OSS-Compliance-Zertifizierung.  

 Die Multiple Case Study in Kapitel 3 identifiziert verschiedene Treiber, Motive 

und Hindernisse in Bezug auf die OSS-Compliance-Zertifizierung aus der Perspektive 

von selbst- und fremdzertifizierten Unternehmen sowie von Zertifizierern. Das diskrete 

Entscheidungsexperiment in Kapitel 4 identifiziert die OSS-Compliance-Zertifizierung 

als entscheidungsrelevantes Kriterium für die Auswahl von Softwareanbietern. 

Softwareanbieter mit Fremdzertifizierung werden etwa 2,5-mal häufiger gewählt als 

selbstzertifizierte Anbieter. Die Bekanntheit der ISO-Norm 5230 und das empfundene 

Risiko der OSS-Beschaffung sind entscheidende Moderationsfaktoren. Die 

Clusteranalyse in Kapitel 5 differenziert vier Gruppen von Entscheidungsträgern: 
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Entscheider mit Fokus auf Erfahrung und OSS-Compliance-Zertifizierung, Entscheider 

mit Fokus auf Erfahrung und vorherige Zusammenarbeit, Entscheider mit Fokus auf 

Erfahrung und Entscheider mit Fokus auf OSS-Compliance-Zertifizierung. Darüber 

hinaus werden mehrere Faktoren identifiziert, die die Cluster-Zugehörigkeit vorhersagen 

können. 
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1 Introduction 

1.1 Motivation 

Over the last years, open source software (OSS) has evolved into an intensely studied 

phenomenon of open innovation with substantial relevance for theory and practice 

(Chesbrough, 2003; Dahlander & Magnusson, 2008; West & Gallagher, 2006). OSS is 

rooted in the principles of crowd-based knowledge creation and decentralized 

collaboration (Blohm et al., 2011; Leimeister et al., 2009; Zaggl et al., 2023) and thus 

represents a paradigm shift regarding how organizations can leverage and exploit 

innovation (Feller et al., 2008; Forte & Lampe, 2013). At its core, OSS involves the 

voluntary contribution of source code, associated documentation, and other resources 

from individuals or organizations to public repositories that are freely accessible and 

modifiable by a global developer and user community. This collaborative environment 

facilitates a collective problem-solving approach and fosters the exchange of diverse 

perspectives and skill sets. The openness of the source code encourages continuous 

validation and improvement through the community  (S. Daniel, Midha, et al., 2018; 

Howison & Crowston, 2014; J. Lee et al., 2022).  

 Apart from these opportunities that stem from the unique nature of OSS 

communities as decentralized and voluntary ecosystems, it also comes along with certain 

challenges. One challenge is related to community governance and decision-making. The 

absence of a centralized control body can impede coordination, conflict resolution, and 

the definition of the project vision. Hence, the establishment of certain governance 

structures and decision-making mechanisms in OSS communities is crucial (Lindberg et 

al., 2016; O'Mahony, 2007; O'Mahony & Ferraro, 2007). Further, the success of OSS 

projects largely depends on constant community engagement. Motivating steady 

contributions from volunteers and attracting new developers are essential for community 

vitality (S. Daniel, Midha, et al., 2018; Ke & Zhang, 2010; Krogh et al., 2012; Krogh et 

al., 2003; Shah, 2006; Spaeth et al., 2015).  

 Companies across all industries have realized the potential of OSS. They do not 

only passively use OSS, but also act as active contributors. If companies manage to 

leverage the potential of OSS, it can help to accelerate software development, reduce 

time-to-market for new products and services, and improve cost effectiveness 

(Chengalur-Smith et al., 2010; West & Gallagher, 2006). Active participation in OSS 

communities can increase a company’s reputation by showing commitment to knowledge 

sharing and collaboration. In addition, companies can spread their standards and influence 
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the project direction to a certain extent (Ågerfalk & Fitzgerald, 2008; Macredie & 

Mijinyawa, 2011; Rolandsson et al., 2011).  

 Yet, the engagement of companies in OSS communities also leads to certain 

challenges. Communities need to ensure that all participating parties comply with their 

requirements and contribute to the community objectives, whereas companies have to 

minimize the risk of inappropriate knowledge spillovers, protect company reputation, 

which may be hurt by low-quality contributions, and avoid violation of intellectual 

property (IP) rights. Thus, both parties demonstrate diverging interests and ideologies that 

somehow need to be balanced to enable collaboration (O'Mahony & Bechky, 2008). The 

interaction requires governance of community as well as company activities (Dahlander 

& Magnusson, 2008). Companies, for example, need to set appropriate policies and 

incentives that manage their employees’ interaction with OSS communities (S. Daniel, 

Maruping, et al., 2018; Mehra et al., 2011).   

 Governance is not only required when companies interact actively with OSS 

communities, but also when they use OSS internally or implement it into own products 

and services. When doing so, companies need to ensure that they comply with OSS 

principles (Morgan et al., 2013). OSS compliance refers to OSS users, integrators, and 

developers respecting copyright notices and abiding by obligations that come along with 

the different OSS licenses (Haddad, 2016). Companies insufficiently managing their OSS 

compliance risk violating license terms, which can result in litigations, leading to 

significant financial and reputational losses for companies (Harutyunyan, 2020). A 

prominent example is the lawsuit CoKinetic Systems filed against Panasonic Avionics in 

2017, seeking damages of over $100 million. CoKinetic Systems, an in-flight 

entertainment software manufacturer, claimed that Panasonic Avionics breached the GPL 

license terms by intentionally refusing to reveal the source code for its open source Linux-

based operating system1. Although the case ultimately has been dismissed, it caused 

undesirable publicity for Panasonic Avionics. Another example is the lawsuit that was 

initiated by the Free Software Foundation against Cisco Systems in 2008, involving 

several cases of GPL license terms violation. In 2009, a settlement could be reached. 

Cisco had to appoint a director with the responsibility to ensure compliance with OSS 

licenses for Linksys products. Further, Cisco made an undisclosed financial contribution 

to the Free Software Foundation2. 

 
1 https://www.mend.io/blog/the-100-million-case-for-open-source-license-compliance/, retrieved August 

8, 2023 
2 https://www.fsf.org/news/2009-05-cisco-settlement.html, retrieved August 8, 2023 

https://www.mend.io/blog/the-100-million-case-for-open-source-license-compliance/
https://www.fsf.org/news/2009-05-cisco-settlement.html
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 To avoid such conflicts, companies increasingly realize the importance of the 

topic OSS compliance. Yet, managing compliance is complex, especially when 

companies acquire software that contains OSS components from external software 

suppliers. In 2016, a new standard has been developed by the OpenChain Project3 to 

facilitate OSS compliance. Since 2020, this standard is also an official ISO standard 

(ISO/IEC 5230). It defines the core measures for OSS compliance and makes it possible 

to ensure compliance. Based on this standard, companies can achieve a self-certification 

or third-party certification (The Linux Foundation, 2022). For self-certification, 

companies can fill in an online questionnaire and upload documentation as evidence for 

fulfilling the essential criteria for being OSS compliant. Alternatively, companies also 

have the option to be certified by different third-party certification bodies. In the software 

supply chain, this certification is supposed to help software suppliers in credibly 

demonstrating their OSS compliance to their customers and other stakeholders. 

 The growing importance of OSS compliance for companies and the newly 

evolving phenomenon of a corresponding certification provide numerous research 

opportunities and set the playing field for this dissertation. Research is needed to 

understand how companies govern their contributions to OSS communities. Moreover, 

the question arises what motivates companies to achieve OSS compliance certification. 

Finally, it is worth investigating which role such a certification plays in the software 

supplier selection process. In the following chapter, the research objectives and designs 

are outlined in more detail. 

1.2 Research objectives 

The core themes of this dissertation are OSS contribution governance and OSS 

compliance. OSS contribution governance thereby refers to the processes companies 

implement to govern their employees’ engagement in OSS communities. In contrast, OSS 

compliance refers to OSS users, integrators, and developers respecting copyright notices 

and abiding by obligations that come along with the different OSS licenses (Haddad, 

2016).  

The research projects described in the four chapters of this dissertation can be 

sorted into Dahlander and Gann’s (2010) taxonomy of open innovation processes, which 

consists of two dimensions (see Figure 1-1). The first dimension is divided into inbound 

and outbound innovation. Inbound innovation refers to “how firms source and acquire 

expertise”, outbound innovation to how companies bring “their ideas and resources to the 

 
3 https://www.openchainproject.org/, retrieved August 8, 2023 

https://www.openchainproject.org/
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marketplace” (Dahlander & Gann, 2010, p. 700). The second dimension describes 

whether pecuniary or non-pecuniary interactions are involved. This leads to the four open 

innovation process categories of revealing, selling, sourcing, and acquiring. According to 

the authors, revealing is defined as “reveal[ing] internal resources without immediate 

financial rewards, seeking indirect benefits to the focal firm” (Dahlander & Gann, 2010, 

p. 703). Selling refers to “how firms commercialize their inventions and technologies 

through selling or licensing out resources developed in other organizations” (Dahlander 

& Gann, 2010, p. 704). Sourcing describes “how firms can use external sources of 

innovation” (Dahlander & Gann, 2010, p. 704). Acquiring is defined as “acquiring input 

to the innovation process through the marketplace” (Dahlander & Gann, 2010, p. 705).  

 As described in chapter 1, a successful collaboration between OSS communities 

and firms requires governance of community as well as company activities. Prior 

literature addresses this phenomenon mainly by focusing exclusively on OSS governance 

from the community perspective (O'Mahony & Ferraro, 2007). From the company 

perspective, researches have acknowledged the need for formalized instruments and 

processes on the company side to mitigate the risks associated with collaboration across 

companies and OSS communities (Germonprez et al., 2012). Yet, when introducing 

certain internal governance processes, companies face a significant trade-off. They need 

to ensure a compliant behavior towards the OSS communities, while enabling their 

organizational units to manage the specific contributions to OSS communities with a 

certain degree of flexibility. We lack insights into how companies design mechanisms to 

govern contributions to OSS communities, while taking this trade-off into account. This 

leads to the following research objective:  

Research objective 1: Develop an understanding of how companies manage the 

trade-off between controlling their employees and granting them a certain degree of 

flexibility in their community engagement when designing certain OSS contribution 

governance mechanisms.  

This research objective is covered in chapter 2. It is related to the open innovation 

process type “revealing” in Dahlander and Gann’s taxonomy (see Figure 1-1). It deals 

with contributions from companies to OSS communities and thus looks at outbound, non-

pecuniary interactions. Addressing this research objective is valuable, as it provides 

further insights into how companies manage the interaction with OSS communities and 

how they do justice to the fact that their different organizational units have specific needs 

regarding their OSS community engagement. The insights enhance the literature on 

company-involved OSS development (Ågerfalk & Fitzgerald, 2008; S. Y. Ho & Rai, 
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2017; Macredie & Mijinyawa, 2011; Rolandsson et al., 2011). More concretely, they 

contribute to the literature on  OSS contribution governance (Germonprez et al., 2017; 

Germonprez et al., 2012; O'Mahony & Ferraro, 2007). Further, addressing this research 

objective can provide valuable recommendations for practitioners on how to 

accommodate organizational unit-specific requirements when designing OSS 

contribution governance processes to allow for the greatest possible profit from the OSS 

community involvement.  

 

Figure 1-1: Chapters sorted into Dahlander and Gann's (2010) taxonomy of open innovation processes 

The recent phenomenon of OSS compliance certification opens several research 

opportunities. While in the past the OSS ecosystem strongly based on trust and personal 

connections inside the community, the question arises why companies see the need for an 

ISO standard regarding OSS compliance and a related certification. In addition, the rather 

unique characteristic of this certification to offer not only a third-party but also a self-

certification approach is a factor worth being investigated. The two differing certification 

approaches point at potentially differing motives and deterrents. 

While literature has already examined motives and deterrents regarding several 

established ISO standards (e.g., ISO 9000) (Anderson et al., 1999; Quirós & Justino, 

2013), ISO 5230 is a relatively new standard. Hence, the second research objective arises: 

Research objective 2: Identify drivers for OSS compliance certification and 

develop an understanding of what motivates or prevents companies from attaining self- 

or third-party certification. 

Chapter 3 deals with this research objective. When looking at Dahlander and 

Gann’s taxonomy, the objective relates to three of the open innovation processes: 
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Sourcing, acquiring, and selling (see Figure 1-1). The study in chapter 3 considers the 

motives for and deterrents to OSS compliance certification from the perspectives of 

companies that use OSS internally (sourcing), that integrate OSS into own products and 

services (selling), and that purchase software or hardware that contains OSS components 

from suppliers (acquiring).  

Insights from this study are valuable for theory and practice. It contributes to the 

literature on ISO certification (Anderson et al., 1999; T. Y. Lee, 1998; Quirós & Justino, 

2013) by enhancing the knowledge about internal certification drivers. Further, the study 

adds the new perspective of distinguishing between self- and third-party certification. 

From a practical perspective, it offers insights into potential advantages and downsides 

for companies that consider achieving certification according to the ISO 5230 standard. 

The study might support companies in their decision whether to strive for self- or third-

party certification. Organizations maintaining ISO standards gain knowledge about what 

motivates companies to aim at ISO certification and what prevents them from doing so. 

In the software supply chain, the role of OSS is increasing steadily and with it the 

topic OSS compliance (Morgan et al., 2013). Companies that do not fulfill the OSS 

license obligations face a significant risk of lawsuits against them, ultimately leading to 

substantial financial and reputational losses. Thus, the awareness of the necessity to 

adequately manage OSS compliance is growing constantly. Not only do companies 

increasingly care for their own OSS compliance, but also expect it from their suppliers. 

The topic is gaining relevance in supplier negotiations with customers asking for specific 

OSS compliance elements. However, there is not yet a common understanding across 

industries of what OSS compliance means and which measures need to be in place. 

Hence, managing OSS compliance when acquiring software with OSS components from 

external suppliers is especially challenging.  

The recent ISO 5230 standard for OSS compliance and the respective certification 

should support software suppliers in credibly signaling their OSS compliance to their 

customers and other stakeholders. The question arises which role such a certification 

(self- vs third-party certification) plays for customer firms that select software suppliers 

compared to other selection criteria. Moreover, it is of interest whether potential decision-

making patterns exist when selecting software suppliers to gain a more differentiated 

picture about the relevance of the different selection criteria for customer firms, including 

OSS compliance certification. These facts result in the following research objectives: 
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Research objective 3: Analyze the importance of OSS compliance certification 

(self- vs third-party certification) for customer firms in the software supplier selection 

process. 

Research objective 4: Identify and characterize decision maker groups in the 

software supplier selection process and reveal factors that can predict group affiliation.  

Research objective 3 is addressed in chapter 4, objective 4 in chapter 5. Both 

objectives fit to the open innovation process type “acquiring” in Dahlander and Gann’s 

taxonomy, as they take on the perspective of customer firms that select software suppliers.  

The studies contribute to our theoretical understanding of the integration of OSS 

in commercial activities of companies. The literature on OSS certification is so far 

focused on certifying OSS itself, reflecting a strong product-focus (Feuser & Peleska, 

2010; Kakarontzas et al., 2010). The approach examined in the studies in chapter 4 and 5 

aims at certifying underlying OSS compliance processes instead, adding a new 

perspective to this literature stream. In IS research, the effect of software certifications 

has been investigated primarily in the B2C sector (Kaplan & Nieschwietz, 2003; 

Nöteberg et al., 2003). Research objectives 3 and 4 address the concept of compliance 

certification in the software supply chain and thus transfer the issue of certification to the 

B2B sector, more specifically to the OSS context. The studies also provide relevant 

implications for practitioners. They help software suppliers to decide whether OSS 

compliance certification is a signal they want to provide to their potential customers. 

Further, they provide support in the decision whether to strive for self- or third-party 

certification.  

1.3 Research methods and designs 

The research projects in this dissertation apply several different research methods, both 

qualitative and quantitative. In chapters 2 and 3, a multiple case study approach is adopted 

(Yin, 2009). This approach is considered most suitable to investigate recent phenomena, 

uncover relevant constructs and their relationships, and identify rationales and processes 

(Flick, 2022; Yin, 2009). Thus, this approach has been chosen to address research 

objectives 1 and 2. For chapter 2, several organizational units at Siemens AG serve as 

units of analysis to understand how companies accommodate organizational unit-specific 

requirements when designing OSS contribution governance processes. In chapter 3, the 

interview partners are grouped into self-certified companies, third-party certified 

companies, and third-party certification bodies to analyze differences in drivers, motives, 

and deterrents regarding OSS compliance certification. In both studies, interpretation of 
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the data followed the thematic coding approach suggested by Flick (2022). In this 

approach, a deep analysis of each single case results in a system of categories that is 

elaborated further by applying open coding and selective coding (comparable to Strauss 

(1987)). A cross-check of the constructed categories leads to a thematic structure which 

serves as basis for the analysis and comparison of further cases.  

In turn, for the research objectives 3 and 4, quantitative methods are applied. More 

specifically, for research objective 3, a discrete choice-based conjoint experiment is 

conducted (Louviere & Woodworth, 1983) to understand the relative importance of OSS 

compliance certification compared to other signals in the supplier selection process and 

to identify possible trade-offs. In the experiment, real-world software purchasing experts 

are asked to choose between offers from different software suppliers that all contain OSS 

components. The design of the conjoint experiment, specifically the selection of the 

decision criteria, is based on interviews with experts regularly involved in the selection 

of software suppliers. Compared to post hoc methods (e.g., interviews, surveys), conjoint 

experiments present certain advantages when investigating decision behavior. Post hoc 

methods rely on information from the past and thus might have to bear recall and 

rationalization biases (Zacharakis & Meyer, 2000). In contrast, conjoint experiments 

collect real-time information while decisions are made. Therefore, this method mimics 

the actual behavior of decision makers more accurately. 

To address research objective 4, a two-stage cluster analysis, including 

hierarchical and non-hierarchical clustering approaches, appears to be the most suitable 

method. The sample consists of the decision makers participating in the conjoint 

experiment from chapter 4. The active clustering variables are the average utilities at the 

individual level of the supplier-related decision criteria from the previous conjoint 

experiment. The study first uses the single-linkage approach (to identify and eliminate 

outliers) and the Ward’s minimum variance approach (to define the final number of 

clusters) as hierarchical clustering methods. In the second stage, K-means clustering is 

performed, which belongs to the non-hierarchical clustering methods, leading to the final 

cluster solution. The core benefit of this two-stage approach is the increase in validity of 

the final cluster solution, as it balances the downsides and biases of each single method 

(Everitt et al., 2011).  

Subsequently, the relationship between the detected clusters and several 

individual, firm, and business until-level variables (passive variables) are analyzed in 

detail to identify factors that can predict cluster affiliation. Concretely, one-way analyses 

of variance (ANOVA) and post-hoc Tukey-Kramer tests are applied to examine whether 
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the clusters depict statistically significant differences in the means of the passive variables 

of interest. 

1.4 Structure of the dissertation 

This dissertation comprises four studies. In the following, I briefly outline the structure 

of each chapter. Chapter 2 is titled “How companies govern their open source software 

contributions”. After introducing the study in chapter 2.1, the background section (chapter 

2.2) relates the research objective to the IT governance literature and the literature on 

OSS governance from a community and company perspective. Chapter 2.3 gives detailed 

insights into the research context and explains the study design, data collection, and data 

analysis. Section 2.4 focuses on the results and describes how companies manage the 

trade-off between controlling their employees and granting them a certain degree of 

flexibility in their community engagement when designing certain OSS contribution 

governance mechanisms. The results are subsequently discussed under section 2.5. The 

chapter concludes by outlining implications for theory and practice (2.6) and by 

discussing limitations and possible areas for future research (2.7). 

 The title of chapter 3 is “Drivers and motives for open source software compliance 

certification in the software supply chain”. Following the introduction in section 3.1, 

chapter 3.2 defines OSS compliance and gives an overview of corresponding literature. 

Moreover, the OpenChain Project and the international standard for OSS compliance are 

introduced and motives for and deterrents to ISO certification already identified in 

literature are outlined. Chapter 3.3 focuses on the research method, describing the 

research design, sampling, data collection and analysis. The identified drivers, motives, 

and deterrents regarding OSS compliance certification are explained in detail under 

section 3.4. The findings are discussed in chapter 3.5, followed by practical and 

theoretical implications (3.6), limitations, and avenues for future research (3.7).  

 The study “The role of open source software compliance certification in the 

software supply chain – Insights from a conjoint experiment” is described in chapter 4. 

The chapter starts with an introduction (4.1) and subsequently reviews the literature on 

OSS certification and signaling theory (4.2). Section 4.3 focuses on the hypothesis 

development. The following chapter is dedicated to the research method, describing the 

research design, sampling, data collection, and potential biases related to data collection. 

The results are highlighted in section 4.5, followed by a thorough discussion (4.6). Again, 

the chapter concludes by mentioning implications (4.7), limitations, and avenues for 

future research (4.8).  
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 Chapter 5 is closely related to the previous one, as it builds on the same sample. 

It is titled “Decision-making patterns in the selection of software suppliers”. Section 5.1 

introduces the study, followed by the explanation of the clustering process and the 

subsequent analyses in the method section (5.2). The results, more specifically, the 

description of the final cluster solution, characterization of the different decision maker 

groups, and the identified predicting factors for group affiliation can be found in chapter 

5.3. The study is complemented by a thorough discussion of the findings (5.4).  

The final chapter 6 of this dissertation provides a summary of the results of the 

four studies. Further, it outlines the core theoretical contributions and points out the most 

relevant managerial implications.  
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2 How companies govern their open source software 

contributions4 

2.1 Introduction 

OSS has become increasingly important among companies (Ågerfalk & Fitzgerald, 2008; 

S. Y. Ho & Rai, 2017; Macredie & Mijinyawa, 2011; Rolandsson et al., 2011). Companies 

do not only passively use OSS, but they also need to actively contribute to it in order to 

implement specific functionalities and spread their standards. The active participation 

brings companies and OSS communities closer together and the interests of both parties 

must be met. Communities want to make sure that all participating parties comply with 

their requirements, whereas companies have to minimize the risk of inappropriate 

knowledge spillovers, protect company reputation, which may be hurt by low-quality 

contributions, and avoid violation of IP rights. Hence, the interaction requires governance 

of community as well as company activities. The existing literature addresses this 

phenomenon mainly by focusing exclusively on OSS governance from the community 

perspective (O'Mahony & Ferraro, 2007).  This perspective has proved to be theoretically 

very insightful by showing how certain governance structures emerge in OSS 

communities and how they affect community members and outside parties.  

From the company perspective, prior research has acknowledged the need for 

formalized instruments and processes on the company side to mitigate the risks associated 

with collaboration across companies and OSS communities (Germonprez et al., 2012). 

Yet, when introducing certain internal governance processes, companies face a significant 

trade-off. They need to ensure a compliant behavior towards the OSS communities and 

their environment in general, while enabling the organizational units, or more concretely 

their employees, to manage the specific contributions to OSS communities with a certain 

degree of flexibility.  

Until now, the OSS contribution governance literature has paid little attention to 

this trade-off, which companies face when governing their employees who participate in 

OSS communities. The IT governance literature has already examined similar trade-offs 

 
4 This chapter is based on a paper co-authored by Michael A. Zaggl and Aron Lindberg. It won the “Student 

Paper Award for Best Industry Studies Paper” at the 53rd Hawaii International Conference on System 

Sciences (2020): Wissel, J., Zaggl, M., & Lindberg, A. (2020). Control vs Freedom: How Companies 

Manage Knowledge Sharing with Open Source Software Communities. Proceedings of the 53rd Hawaii 

International Conference on System Sciences. 

Further, it has been presented at the International Conference on Information Systems (2019): Wissel, J., 

Zaggl, M., and Lindberg, A. (2019). How Companies Govern Their Open Source Software Contributions: 

A Case Study. ICIS 2019 Proceedings. 
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regarding the design of governance mechanisms. Yet, the focus strongly lies on 

companies’ efforts to govern contributions from external parties to their own co-creation 

ecosystems (e.g., platform ecosystems) (Ghazawneh & Henfridsson, 2013; Svahn et al., 

2017). Governing contributions from outside the company to own co-creation ecosystems 

can be described as outside-in perspective. It is highly relevant for companies that manage 

their own OSS projects. Yet, we lack insights into the mechanisms companies introduce 

to govern contributions from inside the company to OSS communities, which reflects the 

inside-out perspective. 

Therefore, in this study, I aim at developing a new understanding of how 

companies design these mechanisms. More specifically, I want to find out how companies 

manage to control their employees while granting them a certain degree of flexibility in 

their community engagement. Hence, I ask the following research question: How do 

companies negotiate the trade-off between control and flexibility regarding their 

employees’ OSS community interaction?  

I approach this research question in a multiple case study (Yin, 2009) at Siemens 

AG with different organizational units as units of analysis. Siemens has recently set up a 

template OSS contribution process which the organizational units can adapt to their 

specific needs. Analyzing how the units adopt the template process and thereby define 

the flexibility for the developers offers the opportunity to find out how companies 

negotiate the tensions between control and flexibility by means of governance 

mechanisms. 

Based on interviews with employees who work on OSS-related topics (e.g., 

software developers, experts for third party software, and managers) and archival data, I 

found that the extent to which the template process is implemented depends on the 

following characteristics of the organizational units: the level of closeness to core IP of 

the unit and the intensity of the involvement in OSS communities (i.e., number and type 

of contributions, number of OSS communities the unit is involved in). Moreover, I show 

that trust in the employees’ technical skills and their OSS experience is essential for 

granting a certain flexibility for their engagement in OSS communities. Finally, in 

isolated cases where contributions happen very rarely and the closeness to core IP is low, 

developers set up a workaround instead of establishing a formal process. 

This research contributes to the literature on company-involved OSS development 

(Ågerfalk & Fitzgerald, 2008; S. Y. Ho & Rai, 2017; Rolandsson et al., 2011), to the IT 

governance literature (Eaton et al., 2015; Ghazawneh & Henfridsson, 2013; Svahn et al., 

2017; Wareham et al., 2014), and more concretely to the OSS contribution governance 
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literature (Germonprez et al., 2017; Germonprez et al., 2012; O'Mahony & Ferraro, 2007) 

by showing how companies manage their employees’ community interaction by means 

of governance mechanisms.  

2.2 Background 

2.2.1 IT governance 

I draw on the definition of IT governance proposed by Gregory et al. (2018, p. 1227): “IT 

governance is defined as the decision rights and accountability framework deployed 

through a mix of structural, processual, and relational mechanisms and used to ensure the 

alignment of IT-related activities with the organization’s strategy and objectives.” This 

definition suits my research context very well, as it highlights the importance of 

processual mechanisms which are reflected in the template process introduced by 

Siemens. 

Looking at the trade-off between control and flexibility, relevant studies in this 

literature stream have analyzed similar trade-offs that occur when implementing 

mechanisms to govern external parties’ access to and participation in company-managed 

co-creation ecosystems (Eaton et al., 2015; Ghazawneh & Henfridsson, 2013; Svahn et 

al., 2017; Wareham et al., 2014). By doing so, companies maintain control over their 

ecosystems while at the same time allowing certain external contributions to develop 

them further. 

Wareham et al. (2014), for example, examine a trade-off between control and 

autonomy in the context of technology ecosystems, which make use of many 

heterogeneous actors who engage out of self-interest in innovative activities. The authors 

find that the owners of technology ecosystems have to implement mechanisms to reduce 

variance to control low complement quality and to secure professional business conduct. 

At the same time, they have to make use of variance increasing mechanisms to guarantee 

a large high-quality portfolio of complements to stimulate user adoption (Wareham et al., 

2014). Thus, companies must “establish governance mechanisms that appropriately 

bound participant behavior without excessively constraining the desired level of 

generativity” (Wareham et al., 2014, pp. 1195f.). 

In addition, Svahn et al. (2017) analyze how incumbent companies can tackle 

competing concerns when driving forward their digital innovation efforts. One of the 

identified competing concerns for the Volvo Cars’ Connected Car Initiative was control 

versus flexibility when it comes to innovation governance. When setting up a platform 

portfolio, Volvo Cars realized that they had to grant flexible access to in-car resources to 
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foster external innovation. On the other hand, they had to implement certain control 

mechanisms to prevent unauthorized access from external parties (Svahn et al., 2017). 

These two examples show that existing studies focus on the trade-off between 

control and flexibility companies face when setting up mechanisms to govern external 

access or contribution to own co-creation ecosystems. This outside-in perspective can be 

transferred to the OSS context as well, as an OSS community can be described as a co-

creation ecosystem. Yet, it rather reflects the standpoint of OSS communities which 

introduce certain governance mechanisms to manage external contributions from their 

community members (also referred to as OSS governance). Literature has not yet dealt 

with the trade-off from an inside-out perspective, meaning the governance efforts 

companies take to manage their employees’ contributions to OSS communities. 

Therefore, there is a need for developing an understanding of company governance 

mechanisms native to the company-OSS interface. 

In this context, control through formal processes is necessary to secure high-

quality contributions and prevent the violation from IP rights. At the same time, 

employees have to be granted a certain flexibility in their actions to stimulate the 

engagement with OSS communities, so that companies can influence to some extent the 

development of the corresponding OSS projects according to their needs.  

2.2.2 OSS governance from the OSS community perspective 

Each OSS project, regardless if it is collectively organized or managed by a company, 

relies on its specific community. In general, these OSS communities have two main 

groups of actors (Capra et al., 2009). The first group can be referred to as volunteers. 

They usually do not get any financial compensation for their contributions to OSS 

projects. Their motivation comes, for example, from the desire to improve their 

programming skills or to create a specific functionality in the code needed for their non-

work life (Lakhani & Wolf, 2003). Companies that pursue various technical and business 

interests through their participation in OSS projects build the second group of actors. 

Many developers are employed by a company and paid for their engagement with specific 

OSS communities. Possible ways of engaging are the development of concrete software 

components according to their company’s requirements, the removal of bugs, or creating 

documentation (Capra et al., 2009). In this study, I mainly talk about OSS communities, 

as I focus on the actors behind the OSS project rather than the technical project itself. 

The interaction of companies and OSS communities requires governance 

mechanisms from both parties to secure their interests. The definition of OSS governance 
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as “the means of achieving the direction, control, and coordination of wholly or partially 

autonomous individuals and organizations on behalf of an OSS development project to 

which they jointly contribute” by Markus (2007, p. 152) refers to governance mechanisms 

coming from the side of the OSS community. In this research stream, which focuses on 

the community perspective, scholars examined different aspects related to OSS 

governance. Some examples are structures  of  roles  and  responsibilities (Mockus et al., 

2002), formal  and  informal  rules inside communities (e.g., verifying developer identity, 

according developer status to new members) (Krogh et al., 2003; O'Mahony & Ferraro, 

2007), and the relationships  between  companies  and  OSS  communities (Dahlander & 

Magnusson, 2005). 

2.2.3 OSS governance from the company perspective  

From the company perspective, the existing literature provides insights into how 

companies react to market decisions, intertwined ideologies, and distributed connections 

among OSS community members (Germonprez et al., 2017; Germonprez et al., 2012). 

As an example, Germonprez et al. (2017) developed the theory of responsive design as a 

special form of corporate software design. This approach extends the traditional corporate 

software design approach. Instead of relying on a team of internal developers solving a 

specific problem, company-involved OSS development is characterized by a dynamic 

variety of activities and intensive interaction with the OSS communities.  

Further, prior research has shown the relevance of formal governance processes 

introduced by companies to govern their employees’ contributions to OSS communities 

(Germonprez et al., 2012). Apart from software scanning and exchanging open source 

data between companies, governance processes set up by internal open source program 

offices to secure the protection of IP and license compliance are seen as the primary risk 

mitigation options. Thereby, the processes help to mitigate the risks which accompany 

the interaction with these communities (Germonprez et al., 2017; Germonprez et al., 

2012). Yet, so far it has not been examined how companies design these processes to 

negotiate the tensions between controlling their employees and granting a certain degree 

of flexibility in their interaction with OSS communities.  

To clearly differentiate the governance processes set up inside companies from 

those related to the governance of OSS communities (according to the definition of OSS 

governance), I introduce the term OSS contribution governance. This term refers to the 

processes companies implement to govern their employees’ engagement in OSS 

communities. 
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2.3 Method 

2.3.1 Research context and design 

To address the research question, I adopt a multiple case study approach with different 

organizational units as units of analysis (Yin, 2009). I consider this approach as most 

suitable for this research, as the aim is to analyze how each unit manages the trade-off 

between control and flexibility regarding their employees’ OSS community interaction. 

My research context is Siemens AG, a German multinational conglomerate 

company with headquarters in Munich and Berlin. With about 379,000 employees 

worldwide and a revenue of €83.0 billion in 2018, Siemens is one of the largest producers 

of industrial technologies. The company is a leading supplier of power generation and 

transmission systems and medical diagnosis as well as infrastructure and industry 

solutions. This portfolio reflects a large diversity of B2B products, systems, and solutions. 

In almost all of the areas Siemens is active in software is of paramount importance. Below 

the Group level, there are three Operating Companies and three Strategic Companies 

reflecting the core businesses. Each of the Operating and Strategic Companies is divided 

into different business units. They are supported by the corporate units from Corporate 

Development and the Service Companies, which all provide cross-divisional functions 

across whole Siemens.  

Siemens is suitable for this study for two reasons. First, OSS is a highly relevant 

topic in many Siemens units. The quantity of OSS components used in Siemens products 

is increasing steadily and the awareness for an active engagement with OSS communities 

is rising among Siemens employees. The number of commits on GitHub by Siemens 

employees increased from 345 commits in 2011 to over 21,000 commits in 2018. Second, 

the organizational units of Siemens possess a large degree of autonomy. They use OSS 

to varying extents and for different purposes. Hence, different requirements regarding the 

governance mechanisms apply within the company. 

Siemens has recently set up a template OSS contribution process to govern their 

employees who interact with OSS communities. It secures that the employees in the 

organizational units comply with external regulations as well as community norms, which 

is essential for a positive perception of Siemens as a whole, from the perspective of its 

stakeholders. The template process, in its original version, is quite complex, which results 

in a low degree of flexibility for the developers in their interaction with OSS communities. 

Each organizational unit can decide to adopt the whole process or a modified version of 

the process or to stick to the already existing procedures, as “dictating a process is always 
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difficult” (ETPS1). Analyzing how the organizational units adapt the process to their 

specific needs and thereby define the flexibility for the developers opens up the 

opportunity to find out how companies negotiate the trade-off between control and 

flexibility by means of governance mechanisms.  

2.3.1.1 Development of the template OSS contribution process  

In the second half of 2017, the need for a Siemens-wide template OSS contribution 

process came up in the Open Source Task Force. This task force aims at connecting all 

organizational units at Siemens, which deal with OSS, to give them the opportunity to 

discuss OSS-related topics and exchange experiences:  

“This was a topic which popped up after all other topics were handled slowly but surely. How is 

the clearing to be done, how is everything archived, how is the delivery to be done, etc.”5 

(ETPS2) 

Besides representatives from the legal and the IP department, strategic 

procurement, and internal IT, the experts for third party software of each organizational 

unit are members of the task force. Each organizational unit has a designated expert for 

third party software, who secures that an adequate product clearing is performed to 

guarantee that third party software components, including OSS, are used according to the 

license terms. The main reasons for setting up a Siemens-wide template OSS contribution 

process were: (1) to protect employees as well as Siemens’ business interests and 

reputation, (2) to comply with legal and internal regulations, (3) to provide transparency 

to decision makers regarding the effect of the contribution on Siemens’ code and IP, and 

(4) to adhere to the rules and customs of the OSS ecosystem. 

The template OSS contribution process was derived from an already existing tool-

supported approval process for publications (e.g., conference papers and journal 

publications). Corporate unit 1, more specifically the team responsible for Siemens-wide 

OSS-related topics, took the leading role in the development of the template process, as 

they had already designed a contribution process for their specific unit based on the 

publication approval process:  

“[In our unit,] we already have an OSS contribution process for a long time and we brought it 

into the discussion with the task force as it was already tool-supported. […] We took the 

opportunity to say, okay, let’s sit together and design a process that can be used as template 

process.”5 (ETPS1) 

 
5 Quote translated from German to English by the author.  
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The tool support facilitates identification of persons responsible to be involved in 

the respective process and documentation of process outcomes. The already existing 

process for publication approval was adapted to the requirements of OSS contributions.  

2.3.1.2 Description of the template OSS contribution process 

Figure 2-1 represents the Siemens-internal visualization of the central template OSS 

contribution process. The process is split into two parts. The first part is development-

related, the second one refers to the different actors necessary for approval. The 

development-related part represents the steps of the process with active engagement of 

the developer (i.e., Siemens contributor). 

As a first step, the contributor needs to ensure that the source code is clean and 

ready for contribution. This includes a review of the code by an experienced peer 

developer. Subsequently, the contributor has to provide the following information via the 

publication approval tool: (1) Name and URL of the OSS project, (2) license of the 

project, (3) contribution policy of the project (e.g., possible contributor license agreement 

(CLA) or developer certificate of origin (DCO)), (4) context in which the code was 

developed, and (5) cleaned source code.  

In a next step, the expert for third party software of the corresponding 

organizational unit and the technical manager (i.e., usually the line manager) are informed 

automatically via the tool that their participation is required in the new workflow. The 

technical manager has to confirm that he obtained the permission to contribute from the 

budget owner of the project in which the code has been developed. If the contribution 

aims at a crypto library, the technical manager also has to consult the department for 

export control and customs. In case of unclear license terms of the OSS project or the 

requirement of an unknown CLA or DCO, the expert for third party software involves 

the legal department. The IP department is consulted by default to ensure that no IP is 

affected by the contribution. In general, two forms of company expertise are involved in 

the process: legal expertise and technical expertise. If all parties involved give their 

permission, the approver (i.e., a person with the power to sign in the name of Siemens) 

gives the final permission to contribute and signs the CLA, if necessary. If one of the 

required permissions is not given, the contribution request is rejected. In its original 

version, the template process is mandatory for every planned contribution to OSS 

communities.  
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Figure 2-1: Siemens-wide template OSS contribution process 



20 
 

 

2.3.2 Data collection 

To get a deeper understanding of the phenomenon and related real-life practices, I 

collected qualitative data. To achieve triangulation (Yin, 2009), I collected data from 

various sources: semi-structured interviews, internal documentation, and direct 

observations during OSS-related meetings and a company visit. Internal documentation 

included wiki entries, process descriptions and visualizations, and checklists. I conducted 

twelve interviews over a six-month period with software developers and architects 

dealing with OSS, experts for third party software, and managers involved in OSS-related 

decision-making. The interviewees represent two business units and one corporate unit. 

Table 2-1 summarizes the interviewee profiles. 

The interviews were guided by a semi-structured protocol, which was designed 

prior to data collection according to the research question. It was adapted to the 

characteristics of the interviewees and insights from previous interviews. The protocol 

consisted of three parts, which I defined in advance to ensure comparability of the 

responses (Flick, 2022). As an introduction, the interviewees were asked for a description 

of their organizational unit, their personal role, and main responsibilities. The second part 

dealt with the role of OSS for the respective unit (e.g., attitude towards OSS, ways of 

using OSS, engagement with OSS communities). The last part covered questions about 

how OSS contributions are managed (e.g., description and assessment of processes, 

reasons for chosen process design). All interviews were audio-recorded with the 

permission of the respondents and transcribed verbatim. Each interview lasted between 

30 and 70 minutes, resulting in about 10.5 hours of recording. The interviews were 

conducted in English and German. Quotes from interviews conducted in German were 

translated into English by me and are marked accordingly. 

Table 2-1: Summary of interviewee profiles 

Organizational 

Unit 

Description Interviewees 

Corporate Unit 1 

(CU1) 

Central research and develop-

ment unit which provides 

cross-divisional services a-

long the entire value chain to 

the business units 

Expert for third party 

software (ETPS1) 

Research scientist OSS 

(RS1) 

Open source expert (OSE1) 

Open source expert (OSE2) 

Software developer (SD1) 

Software developer (SD2) 

Business Unit 1 

(BU1) 

Provides products, systems, 

and solutions for a reliable 

transmission and distribution 

of electrical energy 

Expert for third party 

software (ETPS2) 

Software architect (SA1) 

Software developer (SD3) 
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Organizational 

Unit 

Description Interviewees 

Business Unit 2 

(BU2) 

Provides motion control 

systems and solutions for 

production and tooling ma-

chines 

Expert for third party 

software (ETPS3) 

Software developer (SD4) 

Software developer (SD5) 

 

2.3.3 Data analysis 

First, I developed a deep understanding of the template process, mainly based on internal 

documentation and narratives. During a company visit, two company representatives 

from the team responsible for Siemens-wide OSS-related topics, which is located in CU1, 

gave a detailed description of the template process, especially its evolution and 

characteristics. Moreover, they provided internal documentation related to the template 

process (e.g., presentations, guidelines, wiki entries). This was an essential step to be able 

to analyze subsequently to what extent this process has been adopted in different 

organizational units and which specific characteristics influence the process design and 

thus the degree of flexibility for the developers.  

The prevailing data source in the main step of the analysis were the interviews 

with employees from different organizational units. I analyzed the data using MAXQDA, 

a software for qualitative data and text analysis. The coding process followed a thematic 

coding approach (Flick, 2022). This approach has been developed to investigate the 

spread of perspectives on a phenomenon or a process. It fits the aim of this research, as I 

want to find out how different organizational units negotiate the trade-off between control 

and flexibility regarding their employees’ OSS community interaction by means of 

governance mechanisms. In a first step, I looked at each unit separately and developed 

detailed case descriptions. The focus lay on the relation with and handling of OSS, the 

OSS contribution process, and the reasons why the unit chose the specific process design. 

As a result of this step, a system of thematic domains and categories evolved for each 

single case by applying open and selective coding (Flick, 2022; Strauss, 1987). 

Subsequently, a thematic structure was developed which was constantly adjusted when 

new factors emerged during the analysis of the different cases. Finally, the thematic 

structure was used to compare the different organizational units (Flick, 2022). 

2.4 Findings 

In my analysis, I identified two key dimensions which influence the decision to what 

extent the template process is implemented and thus the resulting degree of flexibility for 

the developers. Both dimensions represent specific characteristics of the organizational 
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units. First, it plays a role how close the unit is to core IP. If the unit deals with highly 

sensitive IP-related topics, the risk of revealing confidential information is higher. Hence, 

the process tends to be stricter, resulting in a low degree of flexibility.  

The second dimension is the intensity of the unit’s involvement in OSS 

communities (i.e., number and type of contributions, number of OSS communities the 

unit is involved in). For a low intensity of involvement, I observe two possible effects: 

First, it can lead to a stricter process and thus a higher flexibility, as checking only few 

OSS contributions is still easily manageable with the available resources. The second 

possibility is that units do not recognize the need for formal processes due to the low 

number of contributions. With an increasing intensity of involvement, I find that trust in 

the developers’ technical skills and the experience in the interaction with OSS 

communities gains importance. As soon as the number of contributions exceeds the 

process capacity, units have to find solutions to increase the developers’ flexibility.  

In the following, I describe the various process adoption approaches across the 

investigated corporate and business units, reflecting different degrees of flexibility for the 

developers. Table 2-2 summarizes the different approaches. 

Table 2-2: Comparison of process adoption approaches 

 Intensity of involvement in OSS communities of the 

organizational unit 

Low High 

L
ev

el
 o

f 
cl

o
se

n
es

s 
to

 c
o
re

 I
P

 

o
f 

th
e 

o
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an
iz

at
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n
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n

it
 

Low 

No adoption of the template 

process (workaround 

established) 

Adoption of the template 

process with modifications 

No adoption of the template 

process (rely on existing 

process) 

High 
Full adoption of the 

template process 
- 

In the case of a strong closeness to core IP of the organizational unit and a low 

intensity of involvement in OSS communities, the template process was fully adopted. 

One example is BU1. Before the process implementation, BU1 was not contributing back 

to OSS communities and there was little experience in the company-community 

interaction. It was only when two developers with the intention to contribute actively 

approached the respective expert for third party software that the need for a process arose: 

“I pushed [the development of the template process] actively, as we had two colleagues who 

desperately wanted to [contribute code].”5 (ETPS2) 
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BU1 deals with critical infrastructure for energy supply and thus is close to core 

IP. Developments in this area have to be protected and hence are not intended to be made 

open source:  

“When it comes to functionalities, you always have to discuss. IP is always an issue. […] We 

always have to consider what is core know-how and has to be protected.”5 (SA1) 

Since the process implementation, employees only made two contributions in the 

form of bug fixes to two different OSS projects, indicating a low intensity of involvement 

in OSS communities. BU1 fully adopted the template process, resulting in a low 

flexibility for the developers, as each contribution has to undergo the process:  

“In principle, every change needs to go through [the process]. […] Should something appear 

again, same developer, same component, then we might think about shortening it a bit.”5 

(ETPS2) 

For organizational units characterized by a low level of closeness to core IP and a 

high intensity of involvement in OSS communities, I find two possible outcomes. First, 

the template process was adopted with certain modifications. One example is CU1. In this 

unit, many developers are actively involved in several different OSS projects. 

Contributions comprise different types, including feature enhancements. These facts 

underline a high intensity of involvement in OSS communities. Employees consider the 

risk to reveal IP relevant information to OSS communities as comparably low. CU1 

decided to largely adopt the template OSS contribution process. Yet, not every single 

contribution can undergo the process, as its capacity is limited and the highly dynamic 

OSS environment oftentimes requires rapid actions. Thus, developers are granted certain 

facilitations, which range up to general approvals for specific OSS projects. This means 

that the developers have to undergo the process only once when asking for approval to 

engage actively in a certain OSS project under specified conditions (e.g., under a specific 

license). This facilitation reduces the effort not only for the developers but also for all 

other persons involved in the contribution process:  

“If you are seriously dealing with OSS, […] you have to find a way which is legally and 

practically feasible. This means enabling the daily work without leaving the legal framework.” 

(SD1) 

Further, more flexibility for the developers in their interaction with OSS 

communities is achieved. These general approvals require a certain amount of trust in the 

developers that they do not leave the set scope of action:  

“[The process] comes along with the trust that you as a developer stay in this framework.” 

(SD1) 
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Hence, it is only granted to senior developers who have already demonstrated both 

their technical skills and their ability to interact with the target OSS communities 

according to their rules and practices. 

The second outcome for this configuration is that the respective organizational 

unit sticks to an already existing process instead of adopting the template process. One 

example is BU2. In this unit, an established OSS contribution process exists, yet not tool-

supported. This process is embedded in the product lifecycle management process of 

BU2. If developers want to make a contribution, they have to fill out the publication 

request for OSS. This document comprises information about the development context, 

the OSS itself, and a checklist with the main concerns developers have to consider when 

planning a contribution. The completed form has to be signed by the expert for third party 

software and a person with the power to sign in the name of Siemens to get the permission 

to contribute. The permission can also be granted on project level, similar to the 

facilitation introduced by CU1. Apart from the missing tool support, the process shows 

many similarities with the template process. However, it seems to be less complex due to 

the smaller number of persons involved. The reduced effort and resulting flexibility are 

highly appreciated by those teams of the unit who make several contributions per day 

during critical development phases, ranging from bug fixes to feature enhancements:  

“[The general approval] was very important for me. If I do several patches a day in a critical 

development phase, I don’t want to pass multiple hierarchy levels each time to get a permission 

from someone who most likely cannot evaluate technically what is going on.” (SD4) 

The fact that the above-mentioned form was only filled out three times in the last 

seven years reflects a generally low willingness to contribute in BU2. However, it cannot 

be completely ruled out that contributions are made without adhering to the process. A 

team with a low intensity of involvement in OSS communities in the same organizational 

unit established a workaround. An agreement was made between the superiors and the 

developers which allows them to contribute bug fixes under the personal identity and not 

on behalf of Siemens, resulting in a high flexibility for the developers. This procedure 

was established about 12 years ago when there was no experience with OSS contributions 

yet to avoid the need to establish a formal process:  

“At that time, there were definitely reservations [about OSS], we didn’t know how we 

would do [contributions]. We agreed that if [the contribution] really does important things, I 

can do it under my private name instead of contributing it officially in the name of Siemens. In 

those days, this was the easiest resort without having to set up formal processes.” (SD5) 
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The effort to create an OSS contribution process was considered as too high 

compared to the benefit of the contributions. This agreement is still valid today and there 

are no endeavors to change the procedure so that a small number of contributions stays 

under the radar.  

2.5 Discussion 

The analysis of the OSS contribution processes in different organizational units at 

Siemens has shown that two key dimensions determine the decision to what extent the 

template process is implemented. The resulting process ultimately also defines the degree 

of flexibility for the employees who interact with OSS communities. The first dimension 

is the closeness to core IP of the organizational unit. Scholars have recognized the 

protection of IP as one of the main concerns companies have to deal with when interacting 

with OSS communities (Germonprez et al., 2012). Companies face the risk of 

unintentionally releasing IP to OSS communities because of licensing requirements 

(McGhee, 2007). Hence, my finding that the closeness to core IP is a decisive factor for 

how companies design mechanisms to govern their employees’ engagement with OSS 

communities is supported by the existing literature.  

The second dimension I find is the unit’s intensity of involvement in OSS 

communities. Prior research has shown that the degree of participation in OSS 

communities is decisive for understanding how companies make use of the work of OSS 

communities (Dahlander, 2007). Companies use to become engaged with communities 

which they consider as highly relevant software modules for their products. I observe that 

a low involvement in OSS communities can lead to two extreme outcomes regarding the 

OSS contribution process design: the implementation of a very strict process (resulting in 

low flexibility) or no formal process at all (with a workaround instead). When looking for 

an explanation for the different outcomes, the first dimension comes into play. A high 

closeness to core IP combined with little experience in OSS community engagement 

drives units to be more cautious and thus to implement stricter processes with less 

flexibility for the developers. In contrast, for units which are not dealing with IP-related 

issues, the need for formal processes to manage their low OSS community involvement 

does not become apparent.  

With an increasing intensity of involvement, one might also expect a stricter 

process to ensure that the multitude of contributions complies with internal regulations 

and is of high quality. Yet, I find that as soon as the number of contributions is not 

manageable anymore via a strict process, units have to find solutions to increase the 
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developers’ flexibility. Thus, trust in the developers’ technical skills and the experience 

in the interaction with OSS communities becomes increasingly important. 

To summarize, in this study I find that the two above-mentioned key dimensions 

are decisive for how companies design their OSS contribution processes and thereby 

manage the trade-off between control and flexibility when governing their employees in 

their interaction with OSS communities.  

2.6 Implications for theory and practice 

The study contributes to several literature streams. First, it contributes to the literature on 

company-involved OSS development (Ågerfalk & Fitzgerald, 2008; S. Y. Ho & Rai, 

2017; Macredie & Mijinyawa, 2011; Rolandsson et al., 2011). This multiple case study 

provides new insights into how companies manage their interaction with OSS 

communities and how they do justice to the fact that their different organizational units 

have specific needs regarding their OSS community engagement. In addition, it 

contributes to the IT governance literature (Eaton et al., 2015; Ghazawneh & Henfridsson, 

2013; Svahn et al., 2017; Wareham et al., 2014) and more concretely to literature on  OSS 

contribution governance (Germonprez et al., 2017; Germonprez et al., 2012; O'Mahony 

& Ferraro, 2007). So far, scholars have mainly focused on the trade-off between control 

and flexibility that occur when implementing mechanisms to govern external parties’ 

access to and participation in own co-creation ecosystems (outside-in perspective). I add 

the inside-out perspective and provide insights into how companies manage this trade-off 

when governing their employees’ OSS community engagement. 

The insights from my study also provide valuable recommendations for 

practitioners. First, providing flexibility to the organizational units in adopting 

contribution processes to accommodate their specifics is essential for companies. Simply 

dictating a process might decrease the employees’ willingness and ability to engage with 

OSS communities. Hence, companies might profit less from the involvement, as they are 

not able to keep up with the fast OSS environment anymore. Second, granting developers 

particular facilitations based on technical skills and the experience in interacting with 

OSS communities is a suitable way to provide each of them individually with a certain 

degree of flexibility in their community engagement. 

2.7 Limitations and avenues for future research 

I have specifically chosen various organizational units at Siemens for my multiple case 

study, as OSS plays a significant role for the company as a whole, whereas each unit deals 
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with it differently. However, the fact that I focused on units in one single company 

challenges the validity of the findings. Therefore, the topic should be investigated in 

further companies with differing characteristics (e.g., size, industry, location). This would 

also help to strengthen the finding of this study that the two key dimensions are really the 

most important factors when companies decide about the governance processes related to 

their employees’ OSS community engagement. Although one could think of further 

aspects influencing a company’s decision between control and flexibility with regard to 

the OSS contribution process design (e.g., business model, maturity of the software), they 

did not become apparent in my multiple case study at Siemens. 

Moreover, the insights from this study are highly context-specific, meaning that 

they apply for companies that interact with OSS communities. Thus, it would be worth 

looking at contexts which involve other co-creation ecosystems (e.g., platform 

ecosystems) to find out if the findings match.  

Finally, investigating further organizational units, especially those with a high 

level of closeness to core IP and high intensity of involvement in OSS communities, 

would help to get an even broader view on the process adoption approaches. I am lacking 

observations for this specific configuration. One reason could be that only few (or even 

no) organizational units exist that have a strong closeness to core IP and are still highly 

involved with OSS communities, as the fear of unintendedly disclosing core IP prevails.  
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3 Drivers and motives for open source software compliance 

certification in the software supply chain 

3.1 Introduction 

The increasing importance of OSS for companies leads to significant entanglement of 

OSS communities, companies, and providers of OSS (Ågerfalk & Fitzgerald, 2008; S. L. 

Daniel et al., 2018; Macredie & Mijinyawa, 2011; Medappa & Srivastava, 2020; Stewart 

et al., 2006). This development makes the compliance of companies with OSS principles 

an increasingly relevant topic (Morgan et al., 2013). Compliance refers to OSS users, 

integrators, and developers respecting copyright notices and abiding by obligations that 

come along with the different OSS licenses (Haddad, 2016). Companies insufficiently 

managing their OSS compliance risk violating license terms, which can result in 

litigations, leading to significant financial and reputational losses for companies 

(Harutyunyan, 2020). Managing compliance is especially difficult when companies 

acquire OSS components from external software suppliers. 

In 2020, a new ISO standard (ISO/IEC 5230) has been published to facilitate OSS 

compliance. It defines the core measures for OSS compliance and makes it possible to 

ensure compliance. Based on this standard, companies can achieve a self-certification or 

third-party certification (The Linux Foundation, 2022). For self-certification, companies 

can fill in an online questionnaire and upload documentation as evidence for fulfilling the 

essential criteria for being OSS compliant. Alternatively, companies also have the option 

to be certified by different third-party certification bodies. In the software supply chain, 

this certification is supposed to help software suppliers in credibly demonstrating their 

OSS compliance to their customers and other stakeholders.  

While literature has already examined motives and deterrents regarding several 

established ISO standards (e.g., ISO 9000) (Anderson et al., 1999; Quirós & Justino, 

2013), ISO 5230 is a relatively new standard. Moreover, it has the rather unique 

characteristic that apart from third-party certification, also self-certification can be 

pursued. This fact points at potentially differing motives and deterrents for the two 

certification approaches. Hence, this study aims at answering the following research 

questions: Which drivers for OSS compliance certification exist? What motivates or 

prevents companies from attaining OSS compliance certification (self-certification or 

third-party certification)? 

I conduct a multiple case study based on the thematic coding procedure introduced 

by Flick (2022). In total, 17 semi-structured interviews were conducted with 
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representatives from companies that were either self-certified or certified by a third party 

and with representatives from third-party certification bodies that offer OSS compliance 

certification.  

Results show that customers appear to be the largest external driver for self-

certified and third-party certified companies. Certification bodies regard regulation as 

most relevant driver. From an internal perspective, the increasing relevance of OSS for 

companies is the most decisive driver for all three groups. Regarding general motives for 

OSS compliance certification, all three groups name the ability to use it as evidence for 

OSS compliance in negotiations as most decisive factor. Self- and third-party certified 

companies thereby mostly refer to negotiations with customers, whereas certification 

bodies focus on acquisition scenarios. When it comes to specific motives for self-

certification, using the ISO standard as benchmark was mentioned most frequently, 

mostly to cross-check existing OSS compliance processes, but also to design processes 

from scratch. The most relevant motive for third-party certification across all three groups 

is the unbiased assessment of OSS compliance by an independent third party. Finally, the 

generic nature of the ISO standard is not only perceived as advantage, but also as 

downside. Due to the general formulation, firms sometimes struggle to translate the 

standard into working processes and certifiers lack guidance regarding which processes 

to consider as certifiable. 

 With this study, I contribute to the literature on ISO certification (Anderson et al., 

1999; T. Y. Lee, 1998; Quirós & Justino, 2013) by adding significant insights on internal 

certification drivers. In the case of ISO 5230 certification, committed employees and the 

increasing relevance of the topic OSS compliance for companies make companies seek 

certification. Further, I add the new perspective of distinguishing between self-

certification and third-party certification. Using the ISO standard as benchmark, the equal 

perception of self- and third-party certification, as well as the availability of the necessary 

competencies inside the company stand out as relevant motives for self-certification. In 

contrast, the assessment of OSS compliance measures by an independent third party is 

the most important factor speaking for third-party certification.  

This study also provides several practical implications. For companies that think 

about achieving certification according to the ISO 5230 standard, it offers insights into 

potential advantages and downsides. The study might support companies in their decision 

whether to strive for self- or third-party certification. Organizations maintaining ISO 

standards gain knowledge about what motivates companies to aim at ISO certification 

and what prevents them from doing so. Moreover, they should take into account the 
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ambiguous perception of the generic nature of most ISO standards and provide companies 

with additional material to allow them to design adequate processes that comply with the 

standard. 

3.2 Background 

3.2.1 OSS compliance 

This study draws on the definition of OSS compliance introduced by Koltun (2011, p. 

95): OSS compliance “refers to the aggregate of policies, processes, training, and tools 

that enables a company to effectively use FOSS (…), while respecting copyrights, 

complying with license obligations, and protecting the company’s IP and that of its 

customers and suppliers”.  

 While the nature of OSS allows the source code to be freely accessed, modified, 

and distributed by anyone, OSS adoption indeed comes along with certain obligations 

that result from specific OSS licenses (Riehle & Harutyunyan, 2019; Välimäki, 2005). So 

far, the Open Source Initiative has approved 117 different OSS licenses, all varying in 

their restrictiveness6. Figure 3-1 illustrates the five most common software license 

categories.  

 

Figure 3-1: Most common software license categories7 

The ignorance concerning licenses, insufficient documentation, and increasingly 

complex IT processes inside companies drive the risk for violating OSS license 

requirements (Gangadharan et al., 2012; Riehle & Harutyunyan, 2019; Yun et al., 2017). 

Violating license requirements can result in litigations, leading to significant financial 

and reputational losses for companies. Thus, defining adequate rules and processes for 

OSS adoption are crucial to mitigate the associated risks. The topic OSS compliance is 

gaining relevance across all industries. However, many companies are still not aware of 

 
6 According to https://opensource.org/licenses/, retrieved June 5, 2023 
7 Based on https://snyk.io/learn/what-is-a-software-license/, retrieved June 28, 2023 

https://opensource.org/licenses/
https://snyk.io/learn/what-is-a-software-license/
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the risks related to lacking OSS compliance and have not yet implemented adequate 

measures to ensure being compliant (German & Di Penta, 2012). 

3.2.2 The OpenChain Project and the international standard for OSS 

compliance 

In 2016, the OpenChain Project was founded with the goal to develop a common 

understanding of OSS compliance. The project is hosted by the Linux Foundation. It aims 

to increase trust in the software supply chain, which increasingly contains OSS 

components. In the OpenChain Project, thousands of companies worldwide collaborate 

to increase the speed and effectiveness of the supply chain by standardizing OSS 

compliance (The Linux Foundation, 2022). Standardizing OSS compliance processes 

helps companies to comply with the obligations and regulations of OSS licenses. Further, 

they support the effective use of OSS components in their own products, the compliance 

with obligations resulting from contracts with software suppliers, and the protection of 

proprietary IP (Haddad, 2016). 

One major achievement of the OpenChain Project is the development and 

maintenance of the international standard for OSS compliance. It is suitable for any type 

of company across all industries, independent of the position in the supply chain. The 

standard defines the core elements of a thorough OSS compliance program, such as a 

documented OSS policy, clearly defined roles and responsibilities regarding OSS 

compliance, and being able to provide a software bill of materials (SBOM) including all 

OSS components. The standard has been approved as the official ISO standard ISO/IEC 

52308 at the end of 2020. 

Based on this standard, two approaches exist for companies to demonstrate OSS 

compliance. First, the OpenChain Project offers a self-certification free of charge. By 

filling in an online questionnaire and providing certain verification material, companies 

can show that they fulfill the criteria set for being OSS compliant. Alternatively, 

companies have the option to be certified by third-party certification bodies (The Linux 

Foundation, 2022), which involves significant costs. In Germany, this certification is 

offered, for example, by PricewaterhouseCoopers GmbH and TÜV Süd AG.  

 
8 Current version of the ISO/IEC 5230 standard: 

https://standards.iso.org/ittf/PubliclyAvailableStandards/c081039_ISO_IEC_5230_2020(E).zip  

https://standards.iso.org/ittf/PubliclyAvailableStandards/c081039_ISO_IEC_5230_2020(E).zip
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3.2.3 Motives for and deterrents to ISO certification 

To gain a comprehensive picture on drivers and motives for ISO certification, it is worth 

looking into further literature streams beyond the software context. Literature so far has 

identified several internal and external motivational factors for ISO certification, 

especially for ISO 9000, a set of five quality management systems standards that support 

companies in meeting their stakeholders’ needs within legal and regulatory requirements 

linked to a product or service. Yet, results are oftentimes inconclusive (Corbett & Kirsch, 

2001). Anderson et al. (1999) summarized reasons for companies to (not) pursue an ISO 

9000 certification. They found the fulfillment of regulation and customer requirements 

and the prospect of a competitive advantage to be important external motivational factors. 

As customers tend to associate ISO certification with high quality, many companies see 

the potential to create a positive public image and to increase their stakeholders’ trust 

(Boiral, 2012; Pekovic, 2010). This results in the risk of firms seeking ISO 9000 

certification only for marketing reasons, not to achieve actual product or process 

improvements (van der Pijl et al., 1997). Finally, the potential to increase sales or market 

share has been identified as important external certification motive. For companies, ISO 

9000 certification can facilitate the expansion to new markets,  the access to further 

customer segments, or the sales increase in existing markets (Anderson et al., 1999; 

Quirós & Justino, 2013; Terziovski et al., 1997). 

From an internal perspective, seeking process and quality improvements, cost 

reductions, and an increase in transparency were identified as relevant factors (Anderson 

et al., 1999). A study by T. Y. Lee (1998) on ISO 9000 certified companies in Hong Kong 

found similar results, highlighting that motivations differ across industries and firm sizes. 

Brown et al. (1998) discovered that internal motivational factors (e.g., cost reductions, 

quality improvements) were less important than external ones (e.g., customer 

requirements). In contrast, a survey among certified companies in the U.S. revealed that 

quality improvements and customer requirements were mentioned equally often as most 

decisive motive for ISO 9000 certification. 95.2% of the respondents observed internal 

benefits resulting from the certification, compared to 85.4% who observed external 

benefits (Irwin, 1996). Due to these inconclusive results, drawing conclusions about the 

relative importance of the different factors is difficult.  

Anderson et al. (1999) also disclosed several deterrents to ISO 9000 certification. 

One is the existence of better (and less costly) alternatives to comply with regulations and 

procurement standards and to disclose quality information. In addition, the cost of 
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certification plays a significant role, especially for smaller firms and those with a low 

level of maturity of their initial quality control measures. Finally, a potential competitive 

disadvantage through a premature technology lock-in might prevent companies from 

seeking ISO 9000 certification, in particular in highly agile environments (Anderson et 

al., 1999).  

3.3 Method  

3.3.1 Research design, sampling, and data collection  

This study applies the comparative case study approach by Flick (2022). It is based on 

the comparative case study approach by Strauss (1987), with the difference that the 

groups to be studied are defined in advance instead of resulting from the state of 

interpretation. The underlying assumption in Flick’s approach is that different groups 

have different views on the phenomenon under study. Aim of the approach is to develop 

a deep understanding of the opinions and experiences of each group under study and to 

compare them. Sampling should focus on those groups that are expected to deliver the 

most informative insights to answer the research questions (Flick, 2022). This procedure 

matches well the phenomenon examined in this study. The view on OSS compliance 

certification is expected to differ for self-certified and third-party certified companies, as 

well as for third-party certification bodies. Thus, these three groups need to be looked at 

separately. In each group, theoretical sampling was conducted to select the specific cases 

to be studied. 

First, companies had to be identified that fit one of the three groups under study. 

The main source was the homepage of the OpenChain Project, on which many companies 

announced their certification according to the ISO 5230 standard. Possible interview 

partners in suitable companies were then identified via a manual LinkedIn search for 

experts in the area of OSS compliance or third-party software license management. In 

addition, personal contacts to OpenChain representatives and a call for participation via 

the OpenChain mailing list were used to attract interview partners. Table 3-1 gives an 

overview of the interviewees.  

The focus of data collection should lie on ensuring data comparability by defining 

topics in advance, while keeping an open mind towards differing views related to the 

topics (Flick, 2022). To achieve this, semi-structured interviews were conducted. The 

interview guide consisted of open questions, theory-driven questions, and confrontational 

questions. 
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Table 3-1: Overview of interviewees 

Interviewee 

identifier  

Position of 

interviewee 

Company 

location 

Industry Company size 

(employees) 

Group under 

study 

I1 Legal director USA Software 500 - 1,000 Self-certified  

I2 Senior 

consultant 

France Consulting Up to 10 Self-certified  

I3 Third-party 

software license 

manager 

Germany Multi-technology 

corporation 

10,000+ Self-certified  

I4 Senior manager 

OSS 

Germany Multi-technology 

corporation 

10,000+ Self-certified 

I5 Director third-

party IT 

United 

Kingdom 

Software/ 

Semiconductors 

5,000 – 10,000 Self-certified 

I6 Assistant general 

counsel 

USA Hard- and 

software 

10,000+ Self-certified 

I7 Head of OSS 

competence 

center 

Germany Multi-technology 

corporation 

10,000+ Self-certified 

I8 OSS compliance 

manager 

Japan IT service 

provider 

10,000+ Self-certified 

I9 OSS compliance 

expert 

India Consulting Up to 10 Self-certified 

I10 OSS program 

office 

Germany Software 10,000+ Self-certified 

I11 Software asset 

and license 

manager 

Germany IT service 

provider/Banking 

1,000 – 5,000 Self-certified 

(in progress) 

I12 OSS manager South 

Korea 

Software 1,000 – 5,000 Self-certified 

(in progress) 

I13 Head of OSS Germany Software 5,000 – 10,000 Not certified 

I14 Co-founder and 

CTO 

United 

Kingdom 

Software/ 

Healthcare 

Up to 10 Third-party 

certified 

I15 Director OSS 

services & IT 

sourcing 

Germany Consulting 10,000+ Third-party 

certification 

body 

I16 Founder and 

CEO 

Netherlands Consulting Up to 10 Third-party 

certification 

body 

I17 CEO United 

Kingdom 

Consulting Up to 10 Third-party 

certification 

body 
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Open questions are directed at the knowledge interviewees can provide 

immediately. The second type of questions results from the researcher's assumptions 

drawn from prior literature and serves to reveal the interviewees' implicit knowledge. 

Finally, confrontational questions give interviewees the chance to critically reassess their 

statements given so far, while taking into account competing alternatives (Flick, 2022). 

It started with general questions about the interviewee’s company and position, followed 

by questions about the OSS compliance certification process itself, the motivation for the 

specific certification approach, and advantages and disadvantages of the certification. 

 In total, 17 interviews were conducted by me and two Master students from TUM 

School of Management between October 8, 2021 and July 6, 2022. The interviewees gave 

their consent to audio-record the conversation. All interviews were conducted virtually 

via Zoom or Microsoft Teams and lasted between 21 and 76 minutes, resulting in a total 

of 780 minutes of recording. Most interviews were conducted in English, some in 

German. For this study, quotes from interviews conducted in German were translated by 

me and are marked accordingly.  

3.3.2 Data analysis 

The recordings of the interviews were transcribed verbatim as preparation for the data 

analysis. Interpretation of the data followed the thematic coding approach suggested by 

Flick (2022). In this approach, a deep analysis of each single case results in a system of 

categories that is elaborated further by applying open coding and selective coding 

(comparable to Strauss (1987)). A cross-check of the constructed categories leads to a 

thematic structure which serves as basis for the analysis and comparison of further cases 

(Flick, 2022). Coding was performed with MAXQDA, a software for qualitative data and 

text analysis. To enhance the validity of the findings and to mitigate the presence of any 

research biases, I aimed for triangulation (Yin, 2009) by also letting two Master students 

at TUM School of Management perform the same coding approach with the data. Our 

outcomes matched well, underlining the credibility of the results.  

3.4 Findings 

3.4.1 Drivers for OSS compliance certification 

Based on the interviews, several drivers for OSS compliance certification could be 

identified. They were grouped into external and internal drivers. Figure 3-2 represents an 

overview. The following subchapters explain the drivers in more detail. 
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Figure 3-2: Drivers for OSS compliance certification 

3.4.1.1 External drivers 

The most important external driver for OSS compliance certification appears to be the 

customers. Although OSS compliance certification is nowhere near being part of every 

negotiation, there is a rising tendency of client firms asking for it (or at least specific 

aspects of the OSS compliance standard) (e.g., I14, October 20, 2021). Customers care 

for security issues that are closely entangled with OSS compliance. Especially the ability 

of suppliers to provide a SBOM, in which all third-party software components, including 

OSS, and the applicable licenses are listed, appears to be relevant (e.g., I5, November 16, 

2021). Client firms demanding OSS compliance can even serve as an instrument for 

engaged employees to convince superiors of the need for certification, especially when 

“millions of dollars deals” are at stake (I5, November 16, 2021). Apparently, there are 

still huge industry differences when it comes to the relevance of the OSS compliance 

certification. One industry in which the positive trend is especially prominent is the 

automotive industry:  

“(…) It was a big automotive manufacturer. They themselves are not OpenChain certified, I 

believe. They demanded that all their suppliers, no matter which tier, were OpenChain certified. 

And this, of course, had some kind of viral effect that many, many companies which were 

suppliers [of this automotive manufacturer] aimed for the OpenChain certification.”9 (I11, 

November 3, 2021) 

 
9 Quote translated from German to English by the author. 
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The push from the customer side most probably will increase even further since 

the OSS compliance standard has become an official ISO standard (e.g., I4, October 27, 

2021). Having a formal ISO standard helped to raise the awareness for OSS compliance 

significantly, as it is perceived as an “even more trustworthy, reliable instrument”9 (I15, 

June 1, 2022). Due to the ISO standard, it is even expected that the OSS compliance 

certification will become part and parcel of the software procurement process as essential 

element of the purchasing conditions (e.g., I15, June 1, 2022). 

 Not only customers can serve as drivers for OSS compliance certification, but also 

other stakeholders. One example are suppliers that call their customers’ attention to the 

topic and encourage them to seek certification themselves (I7, July 1, 2022). Moreover, 

engaged individuals, especially from the OpenChain community, spread the knowledge 

about the OSS compliance standard and thus serve as powerful drivers for the 

certification. They educate about the OpenChain Project and the certification on 

conferences and use every opportunity to raise awareness for OSS compliance (e.g., I5, 

November 16, 2021).   

 Finally, increasing regulation is expected to drive OSS compliance certification. 

One example is the “Executive Order 14028 on Improving the Nation's Cybersecurity”10 

issued by Joe Biden, the President of the United States of America, on May 12, 2021. It 

aims at improving cybersecurity through several initiatives with regard to the security and 

integrity of the software supply chain. One of the initiatives requires all suppliers that sell 

software and hardware to US agencies to be able to provide a SBOM, which is also one 

of the elements of the OSS compliance standard (I15, June 1, 2022). In general, the topic 

OSS compliance and thus the awareness for the related certification is more prominent in 

highly regulated industries with a large need for security, such as the automotive, defense, 

medical/pharmaceutical, chemical, or banking industry (e.g., I13, December 28, 2021). 

3.4.1.2 Internal drivers 

First and foremost, the increasing relevance of OSS for companies is a crucial internal 

driver to deal with the topic OSS compliance and ultimately to achieve OSS compliance 

certification. Most of the interviewees’ companies were intensive OSS users, some of 

them were even aiming at using OSS in as many use cases as possible (e.g., I2, October 

14, 2021). This does not only entail using OSS in daily work life, but also implementing 

OSS into own products and services (e.g., I5, November 16, 2021). Several companies 

 
10 https://www.whitehouse.gov/briefing-room/presidential-actions/2021/05/12/executive-order-on-

improving-the-nations-cybersecurity/, retrieved August 11, 2023 

https://www.whitehouse.gov/briefing-room/presidential-actions/2021/05/12/executive-order-on-improving-the-nations-cybersecurity/
https://www.whitehouse.gov/briefing-room/presidential-actions/2021/05/12/executive-order-on-improving-the-nations-cybersecurity/
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experienced a change of attitude towards OSS over the last years. They moved from 

seeing OSS as a threat towards embracing the huge potential of OSS (e.g., I6, October 

31, 2021). Apart from using OSS, for several companies, contributing to OSS 

communities is also essential, including maintaining own OSS projects. Two companies 

even claimed to be “open by default” (I14, October 20, 2021). This was reflected, for 

example, in the decision to open source all code created inside the company. One firm 

even started as OSS project (I1, October 8, 2021).  Due to the growing importance of OSS 

for companies, the topic OSS compliance is gaining relevance as well. All interviewees 

agreed that OSS compliance is essential, not only for the sake of risk management, but 

also to make sure “to play by the rules and maintain a healthy relationship with OSS 

communities” (I2, October 14, 2021).  

 In many companies, engaged individuals were the driving force for OSS 

compliance certification. Employees learned about the OpenChain Project and the 

certification either by stumbling over the homepage by coincidence, through their own 

engagement in the project, or through the exchange with peers and decide to drive the 

topic forward also in their own company (e.g., I11, November 3, 2021). They developed 

a personal ambition to achieve certification in their company and to show that their OSS 

compliance processes are best-in-class within their industry:  

“We were determined to prove that what we do is state-of-the-art. Nothing else. Just like a 

marathon runner who says: ‘Now I want to finish in less than four hours.’”9 (I7, July 1, 2022) 

Finally, supportive superiors help to drive OSS compliance certification. They 

either support the ambitions of their employees or give themselves the order to achieve 

OSS compliance certification (e.g., I7, July 1, 2022). 

3.4.2 Motives for OSS compliance certification 

Figure 3-3 summarizes the identified motives for OSS compliance certification. Several 

motives relate to the certification itself; others are directed at a specific certification 

approach (self-certification or third-party certification). The following subchapters give 

more details about the different motives. 
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Figure 3-3: Motives for OSS compliance certification (general, self-, and third-party certification) 

3.4.2.1 General motives 

The most important motive for OSS compliance certification is to build a common ground 

regarding OSS compliance. The understanding of what OSS compliance is and what it 

comprises varies greatly. This becomes especially apparent in negotiations with 

customers and suppliers (e.g., I6, October 31, 2021). Every company has its own policies, 

processes, and delivery formats which makes it difficult to find a common ground in 

discussions. Hence, creating standards around OSS compliance is crucial (e.g., I13, 

December 28, 2021). In this context, OSS compliance certification serves as a huge 

facilitator: 

“The advantage is basically that if I talk to someone and I know [the company] is OpenChain 

certified, I have a starting point. Some sort of vocabulary that I can use. We don’t need to start 

with defining what is a distribution, what does a release mean. All of this is defined in this 

standard. So we have a common language. This is extremely important.“ (I7, July 1, 2022) 

Related to building a common understanding of OSS compliance is creating 

awareness for the topic, not only among a company’s stakeholders but also internally. 

Having an official ISO standard for OSS compliance serves as catalyst in internal 

discussions to underline the importance of the topic and the risks related to insufficient 
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OSS compliance (e.g., I11, November 3, 2021). Consequently, OSS compliance 

certification can also help to increase trust in OSS. Many companies are still skeptical 

towards OSS, as they fear that “if anyone is contributing code, there is no quality [review] 

process” (I14, October 20, 2021). This uncertainty and doubt towards OSS mainly result 

from a lack of understanding. OSS compliance certification can help to mitigate this 

uncertainty (e.g., I6, October 31, 2021).  

 Another essential motive for OSS compliance certification is to signal 

commitment to OSS compliance internally and externally. Certification signals 

competence in OSS compliance, especially since the standard has become an official ISO 

standard (I5, November 16, 2021). Customers can be sure that a certified supplier follows 

rigorous processes, understands the obligations that come along with OSS licenses, and 

can provide a comprehensive list of OSS components implemented in their products. This 

leads to a higher level of transparency, credibility, and trust (e.g., I10, June 15, 2022). 

Consequently, certification can serve as a differentiating factor and help to stand out from 

competitors (I17, July 6, 2022). This effect can be enhanced by communicating the 

certification actively towards stakeholders (e.g., via press releases or presentations at 

conferences), although not many companies make use of this approach yet. The 

companies that chose active communication stressed certain aspects related to their 

certification, for example that they were the first to achieve certification in their industry 

or that they achieved it for the whole company and not only for certain business areas 

(e.g., I5, November 16, 2021). Yet, most companies only present their certification if 

stakeholders, especially customers, ask for it (e.g., I1, October 8, 2021). When it comes 

to internal communication, most companies announced the OSS compliance certification 

to their employees via their internal communication tools or at internal topic-related 

summits (e.g., I5, November 16, 2021). 

 In addition, certification serves as evidence for OSS compliance in negotiations 

and lawsuits. In the future, OSS compliance certification is expected to be sufficient proof 

for OSS compliance, reducing the negotiation effort significantly (I6, October 31, 2021). 

However, this status is by far not yet reached. Customers still tend to spend a large amount 

of time on reviewing OSS compliance-related quality control documents from suppliers 

(e.g., I11, November 3, 2021). Further, certification helps to increase confidence in the 

OSS compliance of targets in acquisition scenarios:  

“We know that across the ecosystem, there are varying degrees of OSS compliance. And we see 

it especially when we acquire companies that some companies are very good and some are an 

absolute mess. And so interestingly enough, if OpenChain conformance was important across 
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the industry, it would probably help us just as much with our acquisitions as it would with 

actually just procuring software. (…) It will give us more confidence that they're doing it right. 

And will give us less mess to clean up.” (I6, October 31, 2021) 

OSS compliance certification can also be used as additional piece of evidence in 

case of a lawsuit to demonstrate compliance with regulatory obligations. It shows that a 

company adheres to the official ISO standard and has implemented all procedures claimed 

to be necessary to ensure OSS compliance. Yet, of course, being certified does not prevent 

being sued per se (e.g., I6, October 31, 2021).    

Finally, the generic nature of the ISO standards motivates companies to achieve 

OSS compliance certification. It allows the application across all company sizes and 

industries, as it defines which measures need to be in place to be OSS compliant, rather 

than concrete ways how to implement them:  

“Imagine that you had a standard for bus driver safety training. So let's say I am 

operating a bus company in the middle of the desert in Africa and then you are operating a bus 

company in Northern Alaska. It would be silly for a standard to say you must know how to put 

snow chains on your bus. Because I don't need that in Africa in my desert, but I very much need 

it in Alaska. (…) Instead, [a standard] would say you need to describe the system you have in 

place for appropriate safety training given your anticipated conditions. (…) So you need to have 

it flexible enough to allow smart people to actually apply the appropriate requirements and 

training in this case for the situations that they're going to encounter and not for things they 

don't.” (I6, October 31, 2021) 

This example also illustrates that the standard setting organization by far cannot 

be aware of all industry- or even company-specific requirements. Thus, the decision about 

how to implement OSS compliance measures should lie with the experts themselves. An 

overly complex standard would not be adopted by companies (I2, October 14, 2021).  

3.4.2.2 Motives for self-certification 

Apart from general motives for OSS compliance certification, several motives 

specifically related to self-certification were identified. First and foremost, self-

certification based on the ISO 5230 standard serves as a benchmark. Companies use the 

OSS compliance standard to cross-check already existing compliance processes to gain 

confidence that they are adequate and meet the most recent requirements (e.g., I8, 

December 28, 2021). Another aim is to confirm that engineers understand the existing 

OSS compliance processes and adhere to them (e.g., through an internal audit) (I5, 

November 16, 2021). If gaps in the compliance processes or a lack of adherence are 

discovered, usually a significant time investment is necessary to fix them. One company 

mentioned, for example, that they needed almost two years to convert their OSS 
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compliance training into an online format to be able to meet the requirement of at least 

85% of the workforce being trained regarding OSS compliance (I5, November 16, 2021). 

Another example was a company that used the ISO 5230 standard even for a complete 

redesign of existing compliance processes after having been acquired by other firms (I13, 

December 28, 2021). In further cases, the standard was used as benchmark to set up OSS 

compliance processes from scratch: 

“The whole topic OpenChain for me was simply a great blueprint or sort of a checklist. In the 

process creation, I could say ok, go through it, these are the things you definitely need to 

consider. And based on the minimum requirements from the OpenChain specification we could 

see how we position ourselves internally. So [finding the OpenChain Project] was really a lucky 

strike.”9 (I11, November 3, 2021) 

The OpenChain Project provides an extensive amount of material to support 

companies in designing the processes. Moreover, the community is very supportive and 

provides personal guidance (I11, November 3, 2021).  

 For those companies that are active in the OpenChain Project and even co-

developed the standard, it is especially important to be a role model for OSS compliance 

through self-certification. Following the motto “eat your own dog food”, they are of the 

opinion that as co-creators of the standard they should also exemplify it (I7, July 1, 2022). 

They perceive themselves as multipliers for the OSS compliance standard and aim at 

spreading awareness for the topic.  

 Another relevant motive for self-certification is the lower certification effort. 

Compared to third-party certification, self-certification is commonly associated with a 

lower time and financial investment, as there is no need for commissioning an external 

certification body (e.g., I4, October 27, 2021). Hence, self-certification is also suitable 

for companies with insufficient resources. Related to the lower certification effort is the 

higher flexibility in the certification process. For self-certification, it is possible to 

flexibly choose the timeframe and the composition of the team involved in the process. 

In contrast, for the third-party certification process the certification body mostly dictates 

the timeframe and the team composition (e.g., I4, October 27, 2021).  

 Additionally, having the necessary competencies available inside the company is 

a motive and prerequisite for self-certification at the same time. As the company itself is 

responsible for cross-checking the conformity with the OSS compliance standard in this 

certification approach, it must possess the relevant competencies. According to many 

interviewees, they see the competencies necessary to assess OSS compliance rather with 

the companies than the certification bodies:  
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“Am I ever going to get [third-party] certified? No. Why the heck would I? Because I know the 

topic better than any of the others since I've been there since the beginning. And I know a hell 

of a lot more than most auditors.” (I13, December 28, 2021) 

The internal knowledge about company-specific demands regarding OSS 

compliance is more profound. Certifiers might know the ISO standard but are oftentimes 

not able to transfer its requirements to a specific product development process (I4, 

October 27, 2021).  

 Lastly, the rather equal perception of self- and third-party certification in the OSS 

compliance context speaks for the first-mentioned approach. The equal perception is 

driven by the fact that companies that wrongfully claim self-certification regarding OSS 

compliance face large reputational and ultimately financial damage in case of exposure 

(e.g., through negative publicity or lawsuits) (e.g., I5, November 16, 2021). Stakeholders, 

especially customers, always have the right to ask for proof of OSS compliance. Thus, 

cheaters would be uncovered as soon as details are requested, but cannot be delivered 

(e.g., I1, October 8, 2021). So far, most of the companies does not feel sufficient pressure 

to pursue third-party certification. As reliable enterprise partner, they have already 

established trust with their customers, which makes the need for formal certification 

obsolete (e.g., I6, October 31, 2021). Yet, if the return on investment is large enough (e.g., 

if large customers demand third-party certification), this stance might change. In general, 

the demand for third-party certification with respect to OSS compliance is expected to 

grow especially in highly regulated industries (I4, October 27, 2021). Another reason for 

the rather equal perception of self- and third-party certification is the large variety in 

expertise and credibility of the certifiers. So far, there is no official accreditation for 

certifiers yet when it comes to the ISO 5230 standard (e.g., from DAkkS, the national 

accreditation body of Germany) (I17, July 6, 2022). Some certifiers do not have an official 

accreditation as certification body at all (I15, June 1, 2022). Hence, prices and procedures 

related to the ISO 5230 certification vary greatly and companies cannot rely on an official 

proof of diligence yet when selecting a certifier.  

3.4.2.3 Motives for third-party certification 

When it comes to third-party certification, the main motive is to receive the confirmation 

of adequate OSS compliance measures from an independent third party. The unbiased 

view of the certification body and the external proof of OSS compliance is perceived as 

differentiator in pre-sales, especially when the certificate was issued by a renowned 

certifier (e.g., I15, June 1, 2022). This is the biggest difference to the self-certification 

approach, where there is always the option to “just click yes” in the online questionnaire 



44 
 

 

and stakeholders need to rely on the honest self-assessment of companies (I14, October 

20, 2021). Wrongful statements about OSS compliance in the self-certification process 

might happen “out of malice, a lack of honesty and management, or maybe as well a lack 

of competence” (I15, June 1, 2022). Further, for third-party certification, recertification 

is obligatory after a certain time (partial reassessment after one year, full reassessment 

after three years). Thus, it requires a certain long-term commitment from companies. If 

companies are not willing to undergo recertification, the certificate can be withdrawn 

again (I15, June 1, 2022). The final advantage of third-party certification are possible 

liability claims companies have against the certification body. The issuing organization 

to some extent bears liability for damages that are directly related to the certification 

outcome (I15, June 1, 2022).  

In summary, third-party certification is the best possible proof of OSS compliance. 

It provides evidence for “internal process and management excellence”9 and attests 

companies to be “best-in-class”9 (I15, June 1, 2022). It serves, for example, as highest 

official proof in lawsuits or towards stakeholders that the board members have taken 

sufficient measures regarding OSS compliance to avert possible risks from a company 

(according to §93 AktG): 

“If in lawsuits the question appears whether the management has implemented adequate [OSS 

compliance] measures (…) related to this risk and you can say: ‘I don’t have anything here, I 

don’t consider open source at all.’ Then this is bad. If you can say: ‘Well, I am OpenChain self-

certified and I think we have it under control.’ Then this is already better. Yet, ideally you 

would be able to say: ‘We are officially externally audited and certified.’ There is nothing more 

you can do. If something happens now, we have fulfilled our duty.”9 (I15, June 1, 2022) 

 

3.4.3 Deterrents to OSS compliance certification 

Besides motives for OSS compliance certification, the interviews also revealed several 

deterrents. Figure 3-4 provides a summary.  

 

Figure 3-4: Deterrents to OSS compliance certification 
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First, the certification effort and requirements prevent companies from seeking 

OSS compliance certification. Especially small companies do not have the capacity to 

fulfill all standard requirements. Usually, they do not have the manpower to cover all 

roles and responsibilities regarding OSS compliance (I3, October 15, 2021). Yet, a clear 

definition and assignment of roles and responsibilities is a prerequisite of the standard. 

For example, the appointment of a contact person internal and external stakeholders can 

approach in case of questions regarding OSS compliance is obligatory (I2, October 14, 

2021). Companies need to make sure that the responsible employees have sufficient time 

to fulfill the respective roles or even need to hire new staff to take over the related tasks. 

Hence, the certification effort might outweigh the advantages for companies, especially 

when they still feel isolated regarding OSS compliance and do not see any benefit for the 

software supply chain (I2, October 14, 2021). Besides the certification effort, companies 

might not agree with certain requirements of the standard. One interviewee criticized the 

obligatory training of employees regarding OSS compliance:  

“(…) I don’t give training to my engineers on open source. And so here is where OpenChain 

and we differ. (…) So OpenChain requires us to train all developers once a year. We decided 

not to. (…) You might ask why the heck are you not doing this? Very simple. Most of these 

trainings are going in to one ear and going out the other ear. (…) They don’t give the developers 

the tools that are actually applicable to their work, (…) It’s completely utterly useless for most 

developers.” (I13, December 28, 2021) 

Another example are the requirements regarding the format in which documents 

need to be provided. The standard requires the written form, whereas some companies 

might prefer different formats. One firm, for example, provides their OSS policy as code. 

Their reasoning is that developers would not read a policy consisting of dozens of pages 

anyway. Instead, they provide a computable policy which engineers can directly use to 

scan their projects and find possible flaws (I13, December 28, 2021). Approaching topics 

differently than required by the standard thus might lead to the decision not to strive for 

OSS compliance certification.  

 A further reason that speaks against OSS compliance certification is the fact that 

process certification is no guarantee for flawless products. It may still well happen that a 

product contains flaws regarding OSS compliance, although it went through the certified 

processes. The main reason is that processes usually involve people and people make 

mistakes (e.g., I4, October 27, 2021). 

„So OpenChain might help ensure that the processes you have in place make sense and are 

good, but it doesn't mean you're actually conforming. It's possible that I have a process that 
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misses things. And in fact, I can guarantee if anyone tells you they're not missing anything, 

they're either lying to you or they don't understand how this works.” (I6, October 31, 2021) 

Thus, OSS compliance certification should focus on assessing “operating 

effectiveness”, rather than solely “design effectiveness”. This means that it should not 

only be considered how processes are set up and documented, but also how they are put 

into practice in the daily business. Processes might appear plausible on paper, but 

employees do not implement them properly (I15, June 1, 2022). 

 Finally, the generic nature of the ISO standard is not only perceived as motive for 

OSS compliance certification, but also as deterrent. As the standard is formulated rather 

generally and does not define how certain measures need to be implemented, companies 

struggle to translate it into working processes (e.g., I13, December 28, 2021). Following 

the standard might even add an administrative burden and complexity to a firm (I17, July 

6, 2022). Moreover, the generic nature creates a certain leeway for companies and 

certifiers with respect to the thresholds they set to consider requirements of the standard 

as fulfilled. Some companies or certifiers might accept a manually created SBOM, others 

require a tool-generated one (I15, June 1, 2022). This adds to the large diversity of 

processes falling under the certification, making it difficult for stakeholders to assess its 

rigor.  

3.5 Discussion 

This study sheds light on the factors that drive or hinder companies to achieve OSS 

compliance certification. Looking at potential external drivers, customers appear to be 

the most relevant one for self-certified and third-party certified companies. They were 

mentioned in 58.33% of the interviews in the first group and in 100% of the second group 

(see Table 3-2). Certification bodies consider regulation as most relevant driver 

(mentioned in 66.67% of the interviews). The fact that the OSS compliance standard has 

recently been recognized as official ISO standard is another relevant factor for self-

certified companies (appears in 50% of the interviews). From an internal perspective, the 

increasing relevance of OSS for companies is the most decisive driver for all three groups. 

41.67% of the self-certified companies also consider the commitment of individual 

employees as significant.  
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Table 3-2: Relevance of drivers for OSS compliance certification across groups 

 

Regarding general motives for OSS compliance certification, the ability to use it 

as evidence for OSS compliance in negotiations is the most decisive factor across all three 

groups (see Table 3-3). Self- and third-party certified companies thereby stress 

negotiations with customers, whereas certification bodies emphasize negotiations in the 

acquisition context. For self-certified companies, signaling commitment to OSS 

compliance is an equally important motive for seeking certification (mentioned in 58.33% 

of the interviews), followed by building a common ground regarding OSS compliance 

(41.67%). These two general motives are also relevant for third-party certified companies 

and certification bodies.  

 When it comes to specific motives for self-certification, the most 

prominent one mentioned by 66.67% of the self-certified companies is to use the ISO 

standard as benchmark, mostly to cross-check existing OSS compliance processes, but 

also to set up processes from scratch. The fact that self- and third-party certification are 

perceived equally so far also speaks for the self-certification approach (appears in 58.33% 

of the interviews). Two-thirds of the interviewed certification bodies also support this 

perception. Finally, 41.67% of the self-certified companies consider having the necessary 

competencies available inside the company as further motive for self-certification.  

The most relevant motive for third-party certification across all three groups is the 

involvement of an independent third party that impartially assesses OSS compliance. All 

interviewed third-party certified companies and certification bodies mentioned this 

motive. Even 16.67% of the self-certified companies mentioned this factor as advantage 

of third-party certification. 33.33% of the certifiers consider third-party certification the 

best possible proof of OSS compliance for companies. 
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Table 3-3: Relevance of motives for OSS compliance certification across groups 

 

 Lastly, this study also reveals several deterrents to OSS compliance certification. 

The generic nature of the ISO standard is not only perceived as advantage, but also as 

downside. 66.66% of the certification bodies and 16.67% of the self-certified companies 

criticized that due to the general formulation, firms struggle to translate the standard into 

working processes and certifiers lack guidance regarding which processes to consider as 

certifiable (see Table 3-4). These two groups also agree that a process certification does 

not guarantee flawless products. Finally, 16.67% of the interviewed self-certified 

companies are of the opinion that the certification effort and its requirements prevent 

firms from seeking OSS compliance certification.  

Table 3-4: Relevance of deterrents to OSS compliance certification across groups 
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3.6 Implications for theory and practice 

With this study, I contribute to the literature on ISO certification (Anderson et al., 1999; 

T. Y. Lee, 1998; Quirós & Justino, 2013) by adding several factors to the motives and 

deterrents researchers already identified. While I could confirm the relevance of most of 

the external certification drivers (e.g., customers, regulation), I was able to add significant 

insights on internal factors. In the case of ISO 5230 certification, the commitment of 

individual employees and the increasing relevance of the topic OSS compliance for 

companies push firms towards seeking certification. Moreover, I add the new perspective 

of distinguishing between self-certification and third-party certification. Most relevant 

motives for self-certification appear to be the usage of the ISO standard as benchmark to 

cross-check existing processes or design new ones, the equal perception of self- and third-

party certification, as well as the availability of the necessary competencies inside the 

company to achieve certification. In contrast, the assessment of OSS compliance 

measures by an independent third party is the most important factor that speaks for third-

party certification. Another important insight from this study is the ambiguous perception 

of the generic nature of ISO standards. On the one hand, it allows the application in 

varying industries and across different company sizes according to the specific company 

requirements. On the other hand, it does not provide companies with sufficient guidance 

on how to set up adequate processes, sometimes resulting in processes that do not work 

in practice. Further, certifiers face a significant leeway with respect to the thresholds they 

set to consider requirements of the standard as fulfilled. Hence, some certification bodies 

might certify certain processes that others regard as insufficient. Of course, this 

circumstance is quite specific to the ISO 5230 standard, as it was introduced only recently 

and no official accreditation for certifiers is available yet.  

 From a practical perspective, this study also provides several implications. For 

companies that think about seeking certification according to a certain ISO standard, it 

provides insights into potential advantages and downsides. So far, to my best knowledge, 

ISO 5230 is the only standard for which the two different approaches (self- and third-

party certification) exist. Yet, the study might support companies in their decision 

whether to strive for the one approach or the other. Through this study, organizations 

maintaining ISO standards gain knowledge about what motivates companies to achieve 

ISO certification and what hinders them. In addition, they should take into account the 

ambiguous perception of the generic nature of most ISO standards and provide companies 
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with further material to enable them to translate the standards into processes that fulfill 

the standard requirements and fit to the company environment. 

3.7 Limitations and avenues for future research  

The results of this study are based on the 17 conducted interviews. While I could reach 

twelve companies that are self-certified or are currently in the self-certification process, I 

was only able to speak to one representative from a single third-party certified company, 

which makes it difficult to gain comprehensive insights for this group. Identification of 

third-party certified companies was difficult, as all ISO 5230 conformant firms are 

mentioned together on the OpenChain website, regardless of the certification approach. 

Moreover, the interviewed certification bodies were not able or not allowed to provide 

information on companies that they certified as a third party. Thus, gathering additional 

data from third-party certified firms would lead to a more balanced picture of the results 

and increase their generalizability. The same is valid for certifiers, although for this group, 

I was already able to speak to three of the eleven organizations that currently offer third-

party certification regarding OSS compliance.  

 Further, when interpreting the results, it should be taken into account that the 

majority of the interviewees in the group of self-certified companies were highly involved 

in the OpenChain Project and thus very committed to the topic OSS compliance. Some 

of them were even founding members and supported the development of the standard and 

the self-certification approach. Therefore, it is very likely that these interviewees per se 

have a more positive attitude towards OSS compliance certification in general and more 

specifically, towards self-certification. Companies that have a more skeptical view on this 

approach or have undergone non-diligent self-certification are probably not willing to 

participate in an interview (or are at least not willing to admit it). 

Finally, as the ISO 5230 standard has only been introduced by the end of 2020 

and thus is not yet well-established, future research should examine the drivers and 

motives for certification several years later to find out whether they change over time. 

Especially when it comes to the perception of self- and third-party certification, a 

significant difference is expected in the future. With the standard becoming more popular 

across different industries, the demand for third-party certification from stakeholders 

(e.g., customers) will probably increase, especially in highly regulated industries.  
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4 The role of open source software compliance certification 

in the software supply chain – Insights from a conjoint 

experiment11 

4.1 Introduction 

In the software supply chain, the role of OSS is increasing steadily and with it the topic 

OSS compliance (see chapter 3.2.1) (Morgan et al., 2013). Companies that do not fulfill 

the OSS license obligations face a significant risk of lawsuits against them, ultimately 

leading to substantial financial and reputational losses. Hence, the awareness of the 

necessity to adequately manage OSS compliance is growing constantly. Not only do 

companies increasingly care for their own OSS compliance, but also expect it from their 

suppliers. The topic is gaining relevance in supplier negotiations with customers asking 

for specific OSS compliance elements (e.g., SBOM). However, there is not yet a common 

understanding across industries of what OSS compliance means and which measures need 

to be in place. Thus, managing OSS compliance when acquiring software with OSS 

components from external suppliers is especially challenging.  

Many companies have realized this issue and developed the OSS compliance 

standard (ISO/IEC 5230) to facilitate OSS compliance (see chapter 3.2.2). Based on this 

standard, companies can achieve a self-certification or third-party certification (The 

Linux Foundation, 2022). The aim of the standard is to create a common understanding 

of OSS compliance and create a software supply chain in which OSS is procured with 

consistent compliance information. The corresponding certification should support 

software suppliers in credibly signaling their OSS compliance to their customers and 

other stakeholders. 

My study investigates the question of how this certification is perceived by firms 

when selecting software suppliers. I investigate the importance of certification as a 

criterion in the decision to select a software supplier and distinguish between no 

certification, self-certification, and third-party certification. Answering this question 

provides valuable insights into the role of OSS compliance certification in the software 

supply chain and helps software suppliers to decide whether it might be worth pursuing 

such certification. Moreover, it contributes to our theoretical understanding of the 

integration of OSS in commercial activities of companies.  

 
11 This chapter is based on a paper co-authored by Michael A. Zaggl and Jörn Block. It has been submitted 

to the European Journal of Information Systems. 



52 
 

 

I build on signaling theory to theorize how OSS compliance certification can help 

to overcome information asymmetries between the supplier and acquirer of software. 

Taking on the signal receiver’s perspective (i.e., the perspective of the company that 

wants to acquire software), I formulate hypotheses on the role of a software supplier’s 

OSS compliance certification relative to other selection criteria known to be effective 

signals for supplier quality (i.e., previous collaboration with the software supplier, 

supplier’s experience in the respective areas, supplier’s received recommendations from 

its customers, and total cost of ownership of the software). I also hypothesize different 

perceptions of self-certification vs third-party certification as well as moderating factors 

that might explain potential differences in perception. 

Empirically, this study builds on a discrete choice-based conjoint experiment 

(Louviere & Woodworth, 1983), in which real-world software purchasing experts were 

asked to choose between offers from different software suppliers that all contain OSS 

components. The design of the conjoint experiment, specifically the selection of the 

decision criteria, was based on interviews with experts regularly involved in the selection 

of software suppliers.  

My results show that OSS compliance certification is a decision-relevant criterion 

for selecting a software supplier. Its relative importance in the sourcing decision is 

comparable to first-hand experience with suppliers through previous collaboration. A 

comparison of self- with third-party certification shows that software suppliers with third-

party certification are chosen about 2.5 times more likely than self-certified suppliers. 

Awareness of the regulatory standard ISO 5230 and the perceived risk of OSS 

procurement are critical moderating factors. Being aware of the ISO 5230 standard 

significantly increases the positive effect of self-certification, resulting in a reduced gap 

between the two forms of certification. The perceived risk of OSS procurement increases 

the positive effect of third-party certification. It has, however, no influence on the effect 

of self-certification.  

My findings offer relevant implications for theory. First and foremost, I identify 

OSS compliance certification as a new and relevant phenomenon in the entanglement of 

OSS and companies. The literature on OSS certification is so far focused on certifying 

OSS itself, reflecting a strong product-focus (Feuser & Peleska, 2010; Kakarontzas et al., 

2010). The approach examined in this study aims at certifying underlying OSS 

compliance processes instead. Hence, I add a new perspective to this literature stream. In 

IS research, the effect of software certifications has been investigated in the B2C sector 

(Kaplan & Nieschwietz, 2003; Nöteberg et al., 2003). The study examines the concept of 
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compliance certification in the software supply chain and thus transfers the issue of 

certification to the B2B sector, more specifically to the OSS context. Second, beyond my 

main contribution to the literature on company-involved OSS development, I also 

contribute to the signaling and certification literature (Connelly et al., 2011; 

Kalliamvakou et al., 2016; Lins & Sunyaev, 2017). I add ISO 5230 awareness and 

perceived risk of OSS procurement as boundary conditions of signal receivers that 

influence how receivers interpret certain signals. Moreover, to the best of my knowledge, 

I am the first to distinguish between self-certification and third-party certification in this 

literature stream. 

The results also have relevant implications for practitioners. For software 

suppliers, one relevant implication is that certification for OSS compliance is an 

important signal they should provide to their potential customers. Organizations that 

maintain standards can significantly increase the credibility of rather uncommon 

certification approaches such as self-certification by spreading the knowledge about 

certain standards and the different certification approaches. Hence, software suppliers 

may consider not spending large amounts of money on third-party certification and 

focusing on a thorough self-certification instead.  

4.2 Background 

4.2.1 OSS certification 

OSS certification is a recent development in the literature (Kalliamvakou et al., 2016). 

One main research area in this literature compares the certification of OSS with 

proprietary software, highlighting differences among stakeholder groups and in the 

development and testing process (Fabbrini et al., 2013; Fusani & Marchetti, 2010; 

Morasca et al., 2009). A major insight is that for OSS, a product-focused certification 

appears to be more suitable than a process-focused certification due to the less closely 

monitored development process and the unrestricted accessibility of the source code 

(Feuser & Peleska, 2010; Kakarontzas et al., 2010). Due to the openness of OSS, research 

suggests a certification approach based on peer reviewing, but also acknowledges that it 

would be challenging to manage such a community-driven certification process (Feuser 

& Peleska, 2010). As a first step, it had been suggested to become part of the education 

of software engineering trainees to raise awareness for this certification approach 

(Khoroshilov, 2009). 
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Another research area deals with the economic challenges related to OSS 

certification. The certification of safety critical software is costly and requires several 

steps. After the certification, changes in the system are usually not allowed anymore to 

avoid recertification. This approach is not suitable for OSS, as it is subject to regular 

changes. Thus, researchers suggest a continuous certification approach, making systems 

certifiable at any point in time (Comar et al., 2009). Further, researchers introduced 

different OSS development approaches that support the aim of producing certifiable and 

reusable OSS (e.g., OPEN-SME) (Kakarontzas et al., 2010).  

Finally, research focuses on the certification of OSS safety and security. The 

security certification approach typically applied for closed source solutions is mostly 

based on a checklist. This approach is not suitable for OSS security certification. Several 

researchers showed this by detecting security vulnerabilities in OSS that traditional 

certification programs could not find (Helms & Williams, 2011; King et al., 2012; Smith 

et al., 2010). One way to overcome this issue would be to improve existing test scripts by 

including implementation level vulnerabilities. 

All these findings underline the clear product orientation in OSS certification. The 

OSS compliance certification approach investigated in this study displays a strong 

process orientation instead, adding a new perspective to this literature stream. Rather than 

certifying OSS itself, the procedure aims at certifying company processes to secure 

compliance with the obligations that go along with OSS licenses. 

4.2.2 Signaling theory 

This study builds on signaling theory (Connelly et al., 2011; Spence, 1973). More 

concretely, it builds on literature about signals that convey information about 

unobservable supplier quality (Biong, 2013; Kirmani & Rao, 2000). Figure 4-1 illustrates 

the signaling timeline.  

 

Figure 4-1: Signaling timeline (based on Connelly et al. (2011)) 
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Signaling theory focuses on reducing information asymmetries that occur between 

two parties by initiating measures to convey positive, unobservable qualities of a signal 

sender (Spence, 2002). Such information asymmetries also exist between a buying 

company and a software supplier. When selecting a supplier, the company cannot fully 

judge the capabilities and quality of the different providers of software. In other words, 

the suppliers possess certain information about their quality that is not available for 

potential customers, but that could be useful for them. Thus, it might be beneficial for the 

suppliers to transmit various signals to communicate this information. The potential 

customers receive the signals, give meaning to them, and draw conclusions. In case of 

successful signaling, the supplier as signal sender benefits through the resulting actions 

from the buying company (i.e., being selected as software supplier). Hence, the signaling 

theory is adequate to explain how OSS compliance certification can help to overcome 

information asymmetry regarding OSS compliance between the software supplier and 

acquirer compared to other proven quality signals. 

Main elements of the signaling theory are the two involved parties (i.e., the signal 

sender and the signal receiver), the signal itself, and the signal environment (i.e., 

institutional environment, competitive environment) (Connelly et al., 2011; Lins & 

Sunyaev, 2017). For a signal to be effective, it has to fulfill certain requirements. First, it 

has to be observable. This criterion is related to the extent to which signal receivers are 

able to become aware of the signal (Connelly et al., 2011). Second, it has to be costly. 

Signals are normally associated with significant costs for the signaler, making it difficult 

to imitate the signal. If the sender cannot provide the quality transmitted by the signal, it 

probably leads to a significant reputation loss, resulting in a potential loss of future profits 

(Connelly et al., 2011; Riley, 2001). Taking this into account, the signal receiver 

rationally should consider signals about the sender’s unobservable quality to be credible 

because false claims would result in financially unattractive outcomes (Rao & Monroe, 

1996; Tirole, 1988). Based on this fact, researchers have added a signal category which 

is not associated with a significant up-front investment, but rather with the risk of losing 

future profits (i.e., nondissipative signals) (Bhattacharya, 1980; Rao et al., 1999).  

4.3 Hypothesis development 

4.3.1 Software supplier’s certification for OSS compliance 

According to the International Organization for Standardization (1996), certification is 

defined as “written assurance that a product, process, or service conforms to specified 
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requirements”. This definition fits the third-party certification approach available for the 

ISO 5230 standard. An independent certification body (e.g., TÜV Süd AG, 

PricewaterhouseCoopers GmbH) checks a company’s conformity with the requirements 

of a sound OSS compliance program determined in ISO 5230. In case of a positive 

assessment, a written confirmation is issued. The third-party certification comes along 

with high costs for the company; not only in monetary terms, but also regarding time 

investment, as several own employees are usually involved to support the certification 

process. 

Prior literature acknowledges such third-party certifications as reliable signals. 

They are observable and involve a significant up-front investment. Yet, empirical 

findings about certification effectiveness are not conclusive (Lins & Sunyaev, 2017). 

When looking at the IT sector, several studies, mostly in the B2C sector, have found a 

positive effect on the customer’s willingness to purchase (Kaplan & Nieschwietz, 2003; 

Nöteberg et al., 2003). In contrast, various studies exist that have not found any significant 

effect (Hui et al., 2007; Mauldin & Arunachalam, 2002). In a study by Lang et al. (2018) 

on decisive factors for the selection of cloud service providers, certification reached rank 

8 out of 13 identified relevant criteria.  

Literature on supplier selection in the B2B sector (irrespective of software or not) 

draws a clearer picture. A study by Biong (2013) found a positive effect of a corporate 

social responsibility certification on the tendency to select a supplier’s offer. In addition, 

Goebel et al. (2018) found that purchasing managers are willing to pay a 2.59% price 

premium if the supplier can ensure compliance with certain sustainability standards via 

external accreditation rather than only signing a respective contract (i.e., minimum level 

of assurance). My study draws on these results, leading to the following hypothesis:  

H1a: A software supplier’s certification for OSS compliance (self-certification or third-

party certification) has a positive effect on the likelihood of the supplier being selected.  

In contrast to third-party certification, self-certification appears to be an easier and 

less costly way to show conformity with the key requirements of a sound OSS compliance 

program. Based on the ISO 5230 standard, the OpenChain Project offers a free online 

questionnaire covering all relevant elements. After completing the questionnaire and 

uploading certain verification material, the company receives a badge confirming that all 

essential criteria are met. Companies can display this badge on their homepage or use it 

in the communication with stakeholders. They also can announce their conformity with 

the ISO 5230 standard on the OpenChain homepage (The Linux Foundation, 2022). Thus, 
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the criterion of signal observability is met. Yet, at first glance, self-certification does not 

involve a significant upfront investment and thus does not fulfill the second traditional 

characteristic of a signal (i.e., signal cost). Instead, it is associated with the risk of losing 

future profits, which is in line with the definition of a nondissipative signal. Hence, self-

certification is expected to be a weaker signal compared to third-party certification, 

resulting in the following hypothesis:  

H1b: The effect of self-certification for OSS compliance on being selected is weaker than 

the effect of third-party certification on being selected.  

My interviews with OpenChain representatives and companies which underwent 

self-certification revealed that the self-certification process means a significant 

investment. If done thoroughly, several employees from different departments are 

involved in the process for weeks or even months. Based on the reference material 

provided by the OpenChain Project, existing OSS compliance processes in the company 

need to be questioned and adapted if necessary. If one or several essential criteria of the 

ISO 5230 standard are not met, new processes or policies have to be established. Hence, 

a thorough self-certification does not only mean ticking the boxes in an online 

questionnaire but scrutinizing existing processes and in many cases process adaptation. 

Companies that are aware of the ISO 5230 standard and the intended self-certification 

procedure might be able to better assess the investment associated with a thorough OSS 

compliance self-certification process, increasing its credibility and signal effectiveness.  

These insights lead to the assumption that being aware of the ISO 5230 standard 

increases the positive effect of self-certification on the likelihood of a software supplier 

being selected. I pose a similar assumption for the effect of third-party certification. My 

two hypotheses are as follows:  

H2a: The positive effect of self-certification for OSS compliance on the likelihood of a 

software supplier being selected is stronger if the decision maker is aware of the ISO 

5230 standard. 

H2b: The positive effect of third-party certification for OSS compliance on the likelihood 

of a software supplier being selected is stronger if the decision maker is aware of the ISO 

5230 standard. 

In organizational buying decisions, the importance of perceptions of a supplier 

increases with the perceived risk of a purchase (Johnston & Lewin, 1996; Wu & Gaytán, 
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2013). With growing risk associated with a sourcing situation, factors like product and 

service quality become of utmost importance. Purchasing experts will conduct extensive 

active information search using various information sources. In later stages of the 

purchasing process, personal, non-commercial sources (e.g., external consultants) tend to 

be favored (Johnston & Lewin, 1996). Further, in purchase situations associated with high 

risk, formal decision rules are rather prominent. All these measures serve to support 

managing the perceived risk related to a purchase by creating a sense of credibility 

through in-depth evaluation (Blombäck & Axelsson, 2007). These results indicate that 

the positive perception of third-party certifications might be largely driven by the level of 

risk the buying party associates with the purchase. This assumption is strengthened by 

research in the B2C sector. Angulo and Gil (2007) found that consumers’ perception of 

beef safety is negatively related to the likelihood of paying a price premium for certified 

beef. In addition, Brach et al. (2018) identified perceived risk of sustainable products as 

a mediating variable that positively influences consumers’ purchase intentions toward 

certified sustainable products compared to those without certification. 

Translating these insights to the context of purchasing software containing OSS 

components, it has to be taken into account that buyers may vary in their risk perception 

of OSS procurement. The risks associated with OSS which were mentioned most 

frequently in the survey part of this study were that not complying with OSS licenses 

leads to a significant reputational (64.76% approval) and financial loss (54.29%). Further, 

the concern of OSS adoption making the business unit highly dependent from the 

respective OSS community or the software supplier was mentioned by almost half of the 

respondents (47.62%). Purchasing experts who attribute high risk to OSS procurement 

might value a third-party certification for OSS compliance higher compared to those with 

a lower perceived risk. For self-certification, by contrast, a negative influence of 

perceived risk of OSS procurement is expected. In this certification approach, the 

independent third party is missing which would take care of a neutral assessment and thus 

reduces the risk associated with the purchasing scenario. Hence, I derive the following 

two hypotheses:  

H3a: The positive effect of self-certification for OSS compliance on the likelihood of a 

software supplier being selected is weaker if the decision maker perceives the risk of OSS 

procurement to be high. 
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H3b: The positive effect of third-party certification for OSS compliance on the likelihood 

of a software supplier being selected is stronger if a decision maker perceives the risk of 

OSS procurement to be high. 

Figure 4-2 provides an overview of the hypotheses and the resulting research model. 

 

Figure 4-2: Research model 

4.3.2 Further criteria and quality signals in (software) sourcing decisions  

To conduct a choice-based conjoint experiment, I need to choose further decision criteria 

besides OSS compliance certification. As literature applying signaling theory in the 

software context is scarce, I primarily draw on the supplier choice literature from other 

contexts in which signaling plays a central role to identify decision-relevant attributes for 

my design.  

Software supplier's relevant experience 

Companies care about whether a supplier exhibits knowledge in relevant areas of 

expertise and has realized similar projects before. Michell and Fitzgerald (1997) found 

that IT suppliers who have a track record in the relevant areas are more likely to be chosen. 

According to Spence (1974), from an individual perspective, signals can be reflected in 

human capital itself. Examples are individual characteristics such as education or job 

experience (Spence, 1974). Transferring this perception to an organizational perspective, 

company experience can serve as a signal that can picture the quality of the sender and 
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makes customers perceive the sender as credible (R. Helm & Mark, 2007; Kaas, 1991). 

A study by Ho and Wei (2016) that adopts the signaling theory in the IT outsourcing 

context revealed that past experiences of IT outsourcing service suppliers positively 

influenced perceived service quality. 

Previous collaboration with a software supplier 

When publishing a call for tender, companies usually receive offers from already known, 

but also unfamiliar suppliers. Michell and Fitzgerald (1997) found that most of the 

information technology (IT) supplier selection processes for new contracts are indeed 

open, meaning that both known and unknown suppliers have equal chances to be chosen. 

In contrast, when enhancing or renewing existing contracts, IT suppliers who delivered a 

satisfying performance in prior collaborations have a considerable advantage (Michell & 

Fitzgerald, 1997). However, we know from other contexts in which signaling plays a 

central role that this advantage appears to exist also for new contracts. In the 

manufacturing or market research sector, for example, positive impressions gained 

through the delivery of high-quality products or smooth interactions with key employees 

of the supplier in former joint projects are factors that companies consider relevant in the 

selection process (Blombäck & Axelsson, 2007; Wuyts et al., 2009). A good supplier-

customer relationship built in earlier collaborations increases the likelihood of the 

supplier being chosen in a subsequent procurement decision (Biong, 2013; Blombäck & 

Axelsson, 2007). The investment in high-quality products and services in former 

collaborations and the resulting reputation thereby promise high quality also in future 

periods (Blombäck & Axelsson, 2007; Shapiro, 1982).  

Recommendations from a software supplier's customers 

We learn from research adopting signaling theory in other B2B contexts that 

recommendations from other customers can be a meaningful signal of quality, especially 

when companies cannot rely on their own experiences with the supplier (Boyd et al., 

2022; S. Helm & Salminen, 2010; Kotler & Pfoertsch, 2007; Wuyts et al., 2009). 

References from other customers, especially renowned ones, are central for suppliers in 

the process of creating a credible company brand name (S. Helm & Salminen, 2010; 

Salminen & Möller, 2006). In B2B markets, brands stand for high-quality performance 

and lead to a higher perceived value among customers. Thereby, they help to reduce 

complexity in supplier selection decisions (Kotler & Pfoertsch, 2007).  
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Total cost of ownership of the software 

When selecting IT suppliers, research has found that cost is not decisive, as long as it does 

not lie outside the acceptable range (Michell & Fitzgerald, 1997). In other contexts, 

however, cost is an important factor. Wathne et al. (2001) showed, for example, that 

corporate customers are likely to switch to another commercial bank for cost reasons. 

Even strong interpersonal ties with the former bank cannot avoid this (Wathne et al., 

2001). Biong (2013) also found a negative relationship between a high price offered and 

the likelihood of subcontractors being chosen. These findings are based on the (somewhat 

counterintuitive) assumption that a low price can serve as a signal for high quality. 

According to Kirmani and Rao (2000, p. 69), a low launch price represents a “sale-

contingent, default-independent” signal. In particular, high-quality suppliers might use a 

low price to encourage customers to try out their offering for the first time. If the product 

or service is of high quality, the chance for repeat purchases increases. Thus, high-quality 

suppliers voluntarily forego current profits for a long-term customer relationship with 

future receipts (Kirmani & Rao, 2000). Yet, there also exists a contrary perspective on 

the effect of cost on buying decisions. Companies might be willing to pay more in return 

for receiving high quality, as a low price may be associated with low quality and thus 

makes customers suspicious (Michell & Fitzgerald, 1997; Monroe & Dodds, 1988). 

Based on the interviews with software purchasing experts that I conducted prior 

to my experiment, it became clear that in their context, total cost of ownership is the 

decisive criterion rather than solely the purchasing price. In sourcing situations, the 

experts take into account the overall cost of the software project throughout its life cycle 

(i.e., cost of acquiring, using, managing, and withdrawing). Hence, I chose total cost of 

ownership rather than purchasing price as a decision criterion in this experiment.  

4.4 Method 

4.4.1 Research design 

To shed light on the decision-making of experts involved in software sourcing, to 

understand the relative importance of OSS compliance certification compared to other 

signals in the supplier selection process, and to identify possible trade-offs, I conducted 

a choice-based conjoint experiment (Louviere & Woodworth, 1983). This method was 

first applied in the marketing area to examine the relative importance of product features 

(e.g., Green & Srinivasan (1990)). Since then, it has been used in several studies in the 

area of supplier selection (Biong, 2013; Wathne et al., 2001; Wuyts et al., 2009). 
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Compared to post hoc methods (e.g., interviews, surveys), conjoint experiments present 

certain advantages when investigating decision behavior. Post hoc methods rely on 

information from the past and thus might have to bear recall and rationalization biases 

(Zacharakis & Meyer, 2000). In contrast, conjoint experiments collect real-time 

information while decisions are made. Therefore, this method mimics the actual behavior 

of decision makers more accurately. Every decision for or against a software supplier 

requires making trade-offs between the supplier criteria. This fact can be mapped 

appropriately within a conjoint experiment.  

 I applied a discrete choice-based conjoint experiment. This means that the 

participants had to choose between two hypothetical offers from software suppliers that 

vary in several attributes. Moreover, I added a no-choice option, so that participants could 

also decide not to choose any of the two offers. I chose a choice-based rather than a rating-

based conjoint design, as it is more realistic and better reflects the real-life decision 

scenario. After having evaluated proposals from several potential supplier candidates and 

having conducted extensive rounds of negotiations, experts typically have to decide 

between the offers from the last two remaining suppliers (or choose no supplier at all). 

The attributes were chosen based on a qualitative pre-study (i.e., interviews with 

experienced experts regularly involved in the selection of software suppliers, companies 

with ISO 5230 certification, and representatives of the OpenChain Project) and a literature 

review (see section 4.3), following the procedure suggested by Wathne et al. (2001). Each 

conjoint attribute has three levels (see Table 4-1).  

The overall conditions of the initial situation and the decision scenario were 

explained to the participants on the introductory page to align their viewpoints. 

Participants were asked to think about a typical software sourcing situation for their 

business unit12 with regard to total cost of ownership and sourcing purpose (i.e., use in 

the company or implementation into own products) of the software project. After having 

conducted negotiations with several possible suppliers, two suppliers are left. Both 

suppliers have offers that contain OSS components. Both offers are identical regarding 

technology fit, time-to-market, and contract law (including service and warranty 

agreements). Yet, they might differ in the attributes explained above. When moving the 

mouse over the attributes, more detailed descriptions appeared to ensure a common 

understanding among participants (see descriptions in Table 4-1). 

 
12 The term “business unit” thereby refers to the entity in the company which the participant can make the 

most concrete statements about (e.g., team, business unit, entire company). 
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Table 4-1: Overview of attributes and attribute levels 

Attributes Description of attributes Levels 

Software supplier's 

relevant experience 

The supplier and its key personnel are familiar from 

past joint projects. 

- No experience 

- Little experience 

- Extensive experience 

Previous 

collaboration with a 

software supplier 

The supplier has realized similar projects before. - No collaboration 

- Infrequent 

collaboration 

- Regular collaboration 

Recommendations 

from software 

supplier's prior 

customers 

Other customers recommend this supplier based on 

their prior collaboration experience. 

- No recommendations 

- Few 

recommendations 

- Numerous 

recommendations 

Software supplier is 

ISO certified for 

OSS compliance 

Aim of OSS compliance measures: Ensure to meet 

license requirements and minimize risks when using 

and implementing OSS. 

ISO 5230 certification attests measures to ensure 

compliance with OSS requirements (e.g., written 

OSS policy, process to create bill of materials, etc.); 

achievable through free self-certification (online 

questionnaire plus providing documentation) or by a 

third party. 

- No 

- Yes, through self-

certification 

- Yes, through a third 

party 

Total cost of 

ownership of the 

offered software 

Overall cost of the software project throughout its 

life cycle (including cost of acquiring, using, 

managing, and withdrawing) 

- Below average 

- Average 

- Above average 

I applied a full-profile choice-based conjoint design in which all previously 

mentioned attributes are included to make sure that the decision makers get a holistic 

impression of the hypothetical offers. Based on the attributes and the respective levels, 

200 experimental designs were created. Each design represented a unique choice task 

consisting of two hypothetical software offers with different combinations of attribute 

levels. To not overwhelm the participants with too many choice tasks, I decided for a 

reduced conjoint design (Chrzan & Orme, 2000). Every participant faced 16 decision 

scenarios. 13 of them were randomly assigned and 3 scenarios were held constant across 

all participants. These fixed tasks (“hold-out tasks”) help to estimate the test-retest-

reliability of the participants’ decisions. 

Choice-based conjoint experiments can suffer from various order effects (Chrzan, 

1994). To avoid these effects, I took three measures. First, to counterbalance potential 

biases caused through the order of choice tasks, they were randomly ordered within each 

of the 200 experimental designs. Further, to prevent negative order of options effects, also 

the two software offers were randomly ordered within each choice task. Finally, the order 

in which the attributes appeared was randomized across participants but was held equal 

for each respondent. By doing so, it can be avoided that the attribute which always appears 
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first is subconsciously valued higher than the later ones. The whole study was pre-tested 

by a software sourcing expert and several colleagues to ensure the face validity of the 

design. The test participants checked whether the conjoint tasks were understandable, 

plausible, and not overly complex. Figure 4-3 illustrates an exemplary choice task.  

The conjoint experiment is followed by a questionnaire. This part was primarily 

designed to shed light on business units’ attitude towards OSS and OSS compliance and 

their familiarity with the OpenChain Project and the ISO 5230 standard. Finally, 

questions about the respondents’ position and personal background, the business unit 

itself, and the respective company were posed.  

 

Figure 4-3: Exemplary choice task 

I opted for a multilevel (hierarchical) logistic regression because the data consists 

of two levels (i.e., several decision observations for each respondent). Hence, the levels 

are not independent from each other. A multi-level approach allows to evaluate effects 

on cross-level interactions while the decisions are intricate (Aguinis et al., 2013). The 

individual decisions (choose the offer: “yes” or “no”) reflected the binary dependent 

variable. The attribute levels serve as independent variables. Thus, the following 

regression equation results:  
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log (
𝜑𝑖𝑗

1 − 𝜑𝑖𝑗
) =  𝛽0𝑗 +  𝛽𝑖𝑗𝑥𝑖𝑗 

    with 𝛽𝑖𝑗 =  𝛾𝑖0 +  𝑢𝑖𝑗  

𝜑𝑖𝑗  stands for the probability of a positive decision conditional on 𝛽𝑗 for the choice 

i of respondent j. The independent variables x for the choice i of respondent j are reflected 

by 𝑥𝑖𝑗. The independent variables are the attribute levels; for each attribute, one attribute 

level was used as reference level. 

4.4.2 Measurement of the constructs “ISO 5230 awareness” and “perceived risk 

of OSS procurement” 

To capture “ISO 5230 awareness”, the survey part of the study contained a question on 

whether the respondents were aware of the ISO 5230 standard, the International Standard 

for OSS license compliance. The answer options were “Yes” and “No”. The distribution 

was well balanced with 53.33% of the participants being aware of the ISO 5230 standard 

and 46.67% being not aware. 

“Perceived risk of OSS procurement” was captured by taking the average value 

of three items measured on a 5-point Likert scale (1 = “completely disagree” to 5 = 

“completely agree”). The items were “OSS procurement is associated with a high level 

of risk”, “There is a high level of risk that the expected benefits of procuring OSS will 

not materialize”, and “Overall, I consider the procurement of OSS in my business unit to 

be risky”. The items were adopted from Benlian and Hess (2011) who use them to 

measure the perceived risk of adopting software-as-a-service applications and were 

adapted to the OSS procurement context (Benlian & Hess, 2011; Featherman & Pavlou, 

2003). Cronbach’s alpha was 0.83, indicating a decent reliability (Cronbach, 1951). 

4.4.3 Sampling and data collection 

Participants in the study were experts involved in the selection of software suppliers. 

Main sources to identify suitable participants were mailing lists covering the target group 

(e.g., OpenChain Project, ToDo Group, OSB Alliance, Bitkom Working Group Open 

Source) and a manual search via LinkedIn. The search focused on experts with positions 

in relevant areas, using the keywords “software procurement/sourcing/purchasing” (plus 

respective translations into German), “software asset management”, and “software 

category manager”. The response rate for the participants acquired through LinkedIn was 

11.5% (637 people contacted; 73 participants). The response rate for mailing lists was 

1.9% (1,493 mailing list members; 29 participants). Three further participants were 
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informed by colleagues about the study. In total, 105 respondents completed the 

questionnaire. 

The conjoint experiment and the questionnaire were set up with Lighthouse 

Studio. The link to the study was shared with the potential participants together with a 

short description of the aim of the research project. After one and two weeks, respectively, 

reminders were sent out. Participants were offered access to the study results after 

answering all questions. Moreover, for every completed questionnaire five euros were 

donated to a non-profit organization. 

4.4.4 Examination of potential biases in the data collection 

4.4.4.1 Decision-making patterns and duration per choice task 

Analyzing decision-making patterns and the duration per choice task (i.e., time statistics 

measure) gives insights into the quality of the responses and thus helps to assess whether 

respondents took the participation in the experiment seriously or whether the choice task 

was too trivial.13 In web-based surveys there is the risk of participants clicking through 

without carefully reading the questions. One way to uncover this “clicking-through” 

behavior is to check whether the time to answer a choice task lies significantly below the 

average time per choice task reported in other studies that applied choice-based conjoint 

experiments. Another indicator for this behavior is when a respondent’s choice pattern 

does not show any variation (i.e., always selecting the same alternative in the decision 

scenarios).  

Figure 4-4 illustrates that the median response time per choice task successively 

decreases from 43 to 12 seconds. Prior research has found that participants only need 

about one third of the time to complete later choice tasks compared to the first one 

(Johnson & Orme, 1996). This behavior is largely reflected in this study as well. The 

average time spent to complete a choice task was 46 seconds. This appeared quite high, 

which is why I took a closer look at the averages for each participant. It became apparent 

that one participant spent 25,235 seconds (about seven hours) for one single choice task. 

I assume that this participant left the questionnaire open for such a long time and 

completed the questionnaire later. When I calculated the average time spent to complete 

a choice task without considering this participant, the result was 29 seconds, which is in 

line with prior studies (Johnson & Orme, 1996). Taking these analyses into account, one 

 
13 https://sawtoothsoftware.com/resources/knowledge-base/design-and-methodology-issues/how-to-use-

time-statistics-to-improve-your-results, retrieved June 29, 2023 

https://sawtoothsoftware.com/resources/knowledge-base/design-and-methodology-issues/how-to-use-time-statistics-to-improve-your-results
https://sawtoothsoftware.com/resources/knowledge-base/design-and-methodology-issues/how-to-use-time-statistics-to-improve-your-results
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participant apparently displayed “clicking-through” behavior. This participant always 

selected the first option in the choice tasks and the time spent on each choice task lay 

clearly below the average duration reported in comparable studies. Hence, this participant 

was excluded from the final sample.  

 

Figure 4-4: Median response time per choice task 

4.4.4.2 Test-retest reliability 

Another relevant question is whether the conjoint experiment reflects a suitable predictor 

for real decision scenarios (i.e., reliability) and thus attests the study a certain validity. 

However, actual validity can hardly be tested. Instead, I focus on estimating a proxy for 

the test-retest reliability of the participants’ decisions. This is achieved by analyzing how 

well the 13 random choice tasks are able to predict the outcome for the two hold-out tasks 

(two of the three hold-out tasks were identical; only the two different ones are 

considered). It is a common approach to test predictive ability and to assess conjoint 

validity (Chrzan, 2015). I use a Hierarchical Bayes model (Lenk et al., 1996) to calculate 

the utility estimates for the 13 random choice tasks. Then I entered the utility estimates 

into the market simulator of Lighthouse Studio (provided by Sawtooth Software), a tool 

to conduct conjoint studies, to predict the choices for the two hold-out tasks for the 105 

participants. The outcome is depicted in the confusion matrix in Table 4-2. For this study, 

the test results in an accuracy of 68.1% (24.29% + 16.19% + 27.62%) for the prediction 

of hold-out task choices with the support of the estimated utilities from the random choice 

tasks. This value is comparable to prior studies. For his study, for example, Shepherd 

(1999) found a test-retest reliability of 69%.  
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Table 4-2: Test-retest reliability via hold-out tasks 

 

4.5 Results 

4.5.1 Overview of the sample 

35.2% of the respondents’ business units belonged to the information and communication 

technology industry, followed by 18.1% from manufacturing/logistics and 13.3% from 

engineering. 67.6% of the participants were located in Germany, 12.4% in other European 

countries, 6.7% each in Asia and the USA, and 1.0% each in South America and Africa. 

19.0% of the companies had less than 250 employees. 48.6% of the respondents’ 

companies employed over 10,000 people. 12.4% of the participants stated that their 

company has annual gross revenues of under $1 million, whereas 49.5% mentioned 

revenues of over $1 billion. 11.4% of the respondents’ companies were younger than 10 

years and 61.9% were older than 30 years.  

24.8% of the participants held manager positions, 14.3% were department heads, 

and 14.3% were technical specialists. Main tasks of the participants included legal issues 

(mean = 3.68; 5-point Likert scale), procurement (mean = 3.50), and product development 

activities (mean = 3.10). The experience with software procurement reached a mean value 

of 3.79 on a 5-point Likert scale. No respondent thereby stated to have “no experience” 

with software procurement. This result indicates that the participants belonged to the 

target group of my study.  

4.5.2 Results on the importance of decision criteria  

Model 1 in Table 4-3 represents the results of the main model. The log-odds coefficients 

represent the importance that decision makers assign to each attribute level.  
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Table 4-3: Main regression model and models with interaction effects 

Regression type: multi-level logistic regression with random intercepts and random slopes 

 Decision  

Log-odds 

Attributes and levels Model (1) Model (2) Model (3) 

Experience: extensive 2.604*** 2.613*** 2.609*** 

 (0.234) (0.236) (0.236) 

Experience: little 1.057*** 1.064*** 1.059*** 

 (0.146) (0.146) (0.146) 

(reference: no experience)    

Collaboration: regular 1.403*** 1.403*** 1.408*** 

 (0.155) (0.155) (0.157) 

Collaboration: infrequent 0.596*** 0.588*** 0.602*** 

 (0.140) (0.141) (0.140) 

(reference: no collaboration)    

Recommendations: numerous 0.877*** 0.874*** 0.889*** 

 (0.138) (0.138) (0.139) 

Recommendations: few 0.336* 0.335* 0.341* 

 (0.148) (0.147) (0.149) 

(reference: no recommendations)    

Certification: third-party [H1a; H1b] 1.272*** 1.125*** 0.228 

 (0.165) (0.230) (0.514) 

Certification: self [H1a; H1b] 0.903*** 0.590** 0.727 

 (0.145) (0.192) (0.406) 

(reference: no certification)    

TCO: above average -0.797*** -0.798*** -0.793*** 

 (0.174) (0.172) (0.174) 

TCO: average -0.107 -0.105 -0.108 

 (0.121) (0.121) (0.122) 

(reference: below average TCO)    

dummy_ISOawareness  -0.682*  

  (0.286)  

ISOawareness X Certification: third-party [H2b]  0.303  

  (0.343)  

ISOawareness X Certification: self [H2a]  0.615*  

  (0.289)  

OSSprocurerisk   -0.425* 

   (0.172) 

OSSprocurerisk X Certification: third-party [H3b]   0.415* 

   (0.211) 

OSSprocurerisk X Certification: self [H3a]   0.0714 

   (0.176) 

Constant -3.476*** -3.129*** -2.413*** 
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 (0.283) (0.283) (0.409) 

var(_cons[sys_respnum]) 0.590** 0.566** 0.558** 

 (0.200) (0.186) (0.185) 

Wald test  9.41* 10.42* 

N (decisions) 2,730 2,730 2,730 

N (decision makers) 105 105 105 

Robust standard errors in parentheses; *** p<0.001, ** p<0.01, * p<0.05; TCO = Total Cost of 

Ownership 

I also tested a multinomial logistic regression model, which allowed us to include 

the no-choice option in addition to the two choices presented in each scenario. This model 

shows a negative utility of the no-choice option as opposed to choosing one of the two 

alternatives (no-choice constant = -0.20). This outcome indicates that a sufficient number 

of combinations exist that are perceived better than the no-choice option. 

To enable a more intuitive comparison of the attributes and their perceived 

importance, I estimated the relative importance of each attribute based on the regression 

results. Therefore, I divided each attribute’s part-worth utility range by the sum of all 

attributes’ part-worth utility ranges. The values were normalized (i.e., the sum of all 

relative importance values equals 100). Figure 4-5 shows the relative importance values 

for all attributes. The higher the value is for an attribute, the higher is its impact on the 

supplier selection decision of a decision maker.  

The results show that the software supplier’s experience is the most important 

attribute. It accounts for 37.45% of the total utility of a decision maker involved in 

selecting software suppliers. This attribute is approximately three times as relevant as 

recommendations from prior customers of the supplier (12.62%). Thus, recommendations 

from prior customers of the supplier play a comparably minor role in the decision. 

Previous collaboration and software supplier’s ISO certification for OSS compliance 

appear to be rather important decision attributes (20.23% and 18.22%). Together, the 

three most important factors explain over 75% of the decisions. Hence, the likelihood of 

a software supplier being chosen increases if a supplier reflects high levels in these three 

attributes. In contrast, customers do not seem to put much importance on total cost of 

ownership when selecting software suppliers (11.48%). When looking at the levels of this 

attribute more closely, only total cost of ownership above average has a significant 

negative effect on the decision. On the other hand, decision makers seem to be indifferent 

between average and below average total cost of ownership.  
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Figure 4-5: Relative importance of attributes 

Finally, I calculated the odds ratios of each attribute level based on the coefficients 

of the main model (Model 1 in Table 4-3) to get an even more detailed picture of the 

effect sizes. Figure 4-6 displays the results.  

Software suppliers with an extensive experience in relevant areas demonstrate an 

odds ratio of 13.52. This means they are over 13 times more likely to be chosen compared 

to a software supplier with no respective experience. This underscores the outstanding 

Figure 4-6: Odds ratios of attribute levels 
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importance of this decision attribute. A supplier with which a company has a regular 

collaboration history possesses a four times higher chance for being selected than one 

without former collaboration. Numerous recommendations from customers lead to a 2.4 

times higher likelihood of a supplier to be chosen (compared to having no 

recommendations). 

4.5.3 Hypothesis testing 

Considering all the analyses above, H1a and H1b can be supported. OSS compliance 

certification accounts for 18.22% of the total utility of a decision maker involved in 

selecting software suppliers. Being certified for OSS compliance by a third party leads to 

a three to four times higher likelihood of being chosen compared to having no certification 

at all. Suppliers with a self-certification still get chosen more than twice as often as the 

ones not certified. This is comparable to the effect of a supplier having numerous 

recommendations from previous customers (compared to having no recommendations). 

As expected, the effect of self-certification is weaker than the one of third-party 

certification. Yet, it still exists and should not be underestimated.  

To examine the influence of self- and third-party certification for OSS compliance 

on the likelihood of a software supplier being selected in case of the decision maker’s 

awareness of the ISO 5230 standard (H2a and H2b), I calculated the interaction effect 

between the attribute levels self- and third-party certification and “ISO 5230 awareness”. 

Further, for H3a and H3b, I calculated the interaction effect between the attribute levels 

self- and third-party certification and “Perceived risk of OSS procurement”. Observing 

interaction effects allows for a deeper understanding of possible heterogeneity of software 

purchasing experts with regard to their supplier selection decisions. The results of the two 

logistic regressions are displayed in Table 4-3 (Model 2: interaction with “ISO 5230 

awareness”; Model 3: interaction with “Perceived risk of OSS procurement”). 

Model 2 reveals that H2a can be confirmed. Software purchasing experts who are 

aware of the ISO 5230 standard assign more value to a self-certification for OSS 

compliance (0.615, p < 0.05) compared to those unfamiliar with the standard. In contrast, 

H2b cannot be supported. The interaction between ISO 5230 awareness and third-party 

certification is not significant. Thus, it cannot be concluded that the effect of third-party 

certification increases when the decision maker is aware of ISO 5230. The Wald test 

comparing the base model with the interaction model showed a statistically significant 

improvement for the latter (chi2(3) = 9.41, p < 0.05). Hence, the inclusion of the 

interaction variables seems to increase the model fit. 
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Model 3 shows that H3b can be supported. The higher is the software purchasing 

expert’s perceived risk of OSS procurement the more he or she values a third-party 

certification (0.415, p < 0.05). In contrast, H3a is not supported. The interaction of 

perceived risk of OSS procurement and self-certification is not significant, leading to the 

conclusion that the effect of self-certification is not increased with a higher perceived risk 

of OSS procurement by the decision maker. Again, the respective Wald test showed a 

statistically significant improvement for Model 2 compared to the base model (chi2(3) = 

10.42, p < 0.05), indicating that the inclusion of the interaction increased the model fit. 

Table 4-4 shows a summary of the hypothesis testing results.  

Table 4-4: Summary of hypothesis testing results 

 

 

 

 

4.6 Discussion  

Regarding the effect of certification on (software) supplier selection, this study builds on 

earlier research that has found a positive impact (Biong, 2013; Goebel et al., 2018). Yet, 

prior work focused exclusively on certification by a third party. I additionally consider 

self-certification as a valuable signal. Results show that OSS compliance third-party 

certification is superior to self-certification, which in turn is superior to no certification 

for a software supplier to be selected. The positive effect of self-certification is even 

increased when customers are aware of the respective ISO standard. When it comes to 

third-party certification, the positive effect is largely driven by the software purchasing 

experts’ perceived risk of OSS procurement.  

My analyses indicate that the positive effect of a self-certification should not be 

underestimated. In general, its influence is weaker than the one of a third-party 

certification. Yet, self-certified suppliers still are selected more than twice as often as the 

ones without certification. This effect is comparable to the one of a supplier having 

numerous recommendations from former customers (compared to having no 

recommendations). Hence, self-certification apparently has a large impact on supplier 

selection and should be considered a valuable signal. This effect is even increased when 

Hypothesis Supported/Not supported 

H1a Supported 

H1b Supported 

H2a Supported 

H2b Not supported 

H3a Not supported 

H3b Supported 
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customers are aware of the respective standard. One rationale behind this result could be 

that being aware of the standard implies also being aware of the underlying certification 

procedures and thus increasing their credibility. In the context of this study, this means 

that companies are familiar with the intended self-certification procedure and can assess 

the investment associated with a thorough OSS compliance self-certification process, 

increasing its credibility and signal effectiveness.  

Finally, my results show that the positive effect of third-party certification is 

higher when the software purchasing experts’ perceived risk of OSS procurement is high. 

Apparently, experts with a high perceived risk prefer a third party to independently assess 

a supplier’s OSS compliance measures to reduce the overall perceived risk of the 

purchasing scenario and be able to use the certification as a way to justify their own 

selection decision within their own company in case problems related to a lack of OSS 

compliance occur. 

4.7 Implications 

4.7.1 Implications for theory 

I identify OSS compliance certification as a new and relevant phenomenon in company-

involved OSS development. Researchers in this area have put so far a strong focus on 

certification that targets OSS itself (Feuser & Peleska, 2010; Kakarontzas et al., 2010). 

This study moves away from a product-focus towards a process-focus by investigating a 

certification approach targeting companies’ underlying OSS compliance processes. In the 

IT context, the effect of certifications has mainly been investigated in the B2C sector 

(Kaplan & Nieschwietz, 2003; Nöteberg et al., 2003). By examining the role of an OSS 

compliance certification in the software supply chain, I extend the perspective to the B2B 

sector. I identify OSS compliance certification as a valuable signal for software supplier 

quality showing that it plays a significant role in the selection of software suppliers. In 

addition, self-certification has proven to be a legitimate alternative to a third-party 

certification in the OSS compliance context.  

Beyond my main contribution to the literature on company-involved OSS 

development, I also contribute to the literature on signaling and certification (Connelly et 

al., 2011; Kalliamvakou et al., 2016; Lins & Sunyaev, 2017). To my best knowledge, I 

am the first to distinguish between self- and third-party certification in this literature 

stream. More specifically, I introduce self-certification as an example of a valuable 

nondissipative signal (i.e., a signal that is at first glance not associated with a significant 
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up-front investment but only bears the risk of losing future profits) (Bhattacharya, 1980; 

Rao et al., 1999). Experts being aware of the respective ISO standard recognize that the 

self-certification indeed comes along with an upfront investment. Hence, for this group, 

self-certification even fulfills both traditional requirements of a signal (i.e., signal 

observability and signal cost). This study adds ISO 5230 awareness and perceived risk of 

OSS procurement to the list of characteristics of signal receivers that have an influence 

on how receivers interpret quality signals increasing signal effectiveness (Connelly et al., 

2011; Lins & Sunyaev, 2017).  

4.7.2 Implications for practice 

This study also offers implications for practitioners. First, software suppliers should not 

underestimate the signaling potential of an OSS compliance certification. Thereby, self-

certification is a legitimate alternative to a third-party certification with substantial 

signaling value. If performed thoroughly, it is still associated with a substantial 

investment, as usually several employees from different departments are involved in the 

process. Yet, the overall costs lie below those for a third-party certification, offering a 

significant saving potential. The risk of losing customers and future profits when it is 

uncovered that despite self-certification, key requirements of a sound OSS compliance 

program are in fact not met, should prevent software suppliers from cheating in the self-

certification process.  

For organizations maintaining ISO standards, one interesting insight is that the 

awareness of a standard can increase signal effectiveness also for rather uncommon 

certification approaches (e.g., self-certification). Thus, these organizations should put 

large efforts into spreading knowledge about standards, especially new unestablished 

ones. The results of my study encourage the development of self-certification approaches 

for standards in other areas of software development and procurement, as this study shows 

that they have a value (albeit lower than the one associated with traditional third-party 

certification). 

4.8 Limitations and avenues for future research  

This study is not without limitations. Overall, conjoint experiments have proven to be a 

suitable method to mimic actual selection processes in which decision makers need to 

make trade-offs between certain attributes. However, the results can still be affected by 

the selection of decision makers, the choice of decision-making factors, and construct 

validity, potentially ignoring other relevant criteria beyond those chosen (Shepherd & 
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Zacharakis, 2018). I tackle this issue by thoroughly reviewing the literature on supplier 

selection as well as the signaling theory literature and validating the chosen criteria in 

expert interviews.  

 Further, external validity can be an issue in conjoint experiments, as participants 

face hypothetical decision scenarios. Yet, prior studies have shown that under certain 

conditions external validity is given for conjoint studies (Shepherd & Zacharakis, 2018). 

One prerequisite are tasks that reflect real-life decision scenarios as authentically as 

possible. To ensure this, I performed a pre-test with a software sourcing expert and several 

colleagues. 

The insights from this study are limited to the 105 participants who took part. As 

the handling of OSS and the perception of OSS compliance potentially may differ 

between countries, the importance of certain selection criteria, including an OSS 

compliance certification, might also be subject to geographical differences. Thus, future 

research should be conducted that replicate my study in other geographical contexts.  

Another area for future research lies in the differentiation of early and later phases 

of the supplier selection process. As previous research has shown, the importance of 

specific decision criteria depends on the respective decision stage (i.e., consideration 

stage versus final choice stage) (Blombäck & Axelsson, 2007; Plank & Ferrin, 2002; 

Wuyts et al., 2009). This study focuses on the final decision stage of the software supplier 

selection process. Hence, future research could replicate my study focusing on the initial 

consideration phase to uncover potential differences especially in the perception of an 

OSS compliance certification.  
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5 Decision-making patterns in the selection of software 

suppliers 

5.1 Introduction 

This exploratory chapter is closely related to the study in chapter 4, as it builds on the 

same sample. The aim is to discover potential decision-making patterns in the selection 

of software suppliers and to gain a more differentiated picture about the relevance of the 

different supplier-related decision criteria, including OSS compliance certification. Thus, 

I pose the following exploratory research questions: Based on the decision-making 

preferences observed in chapter 4, which distinct groups of decision makers can be 

identified and how can they be characterized? Which individual, firm, and business unit-

level factors can predict cluster affiliation? 

 To address the first research question (RQ1), I conduct a cluster analysis including 

hierarchical and non-hierarchical methods with the participants from the study described 

in chapter 4 to determine different decision maker groups. Subsequently, the relationship 

between the detected clusters and several individual, firm, and business until-level 

variables (passive variables) are analyzed in detail to answer the second research question 

(RQ2). 

The cluster analysis reveals four distinct decision maker groups: Experience and 

OSS compliance certification-focused decision makers, experience and collaboration-

focused decision makers, experience-focused decision makers, and OSS compliance 

certification-focused decision makers.  

One-way ANOVA and post-hoc Tukey-Kramer tests are applied to examine 

whether the clusters depict statistically significant differences in the means of the passive 

variables of interest. The analyses show that the identified clusters exhibit similarities in 

several individual-level characteristics. For all clusters, the decision makers’ main tasks 

include legal issues (means ranging from 3.39 to 4.00) and procurement activities (means 

ranging from 3.36 to 3.94). They demonstrate experience with OSS (means ranging from 

3.45 to 4.00) and OSS compliance (means ranging from 3.41 to 3.59). In contrast, on 

average, they appear to be less experienced with OSS compliance certification (means 

ranging from 2.09 to 2.88).  

Regarding firm and business unit-level characteristics, the clusters are similar in 

firm age and size. On average, the business models of the business units possess a rather 

weak relation with OSS (means ranging from 2.26 to 2.58). Yet, the units appear to be 

quite intense OSS users (means ranging from 3.94 to 4.24). Across clusters, the business 
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units have a similar OSS compliance maturity. There is a large agreement that not 

complying with OSS licenses leads to a significant reputational damage (means ranging 

from 3.56 to 3.77). 

Apart from these similarities, the analyses further discover several factors which 

serve as predictors for cluster affiliation. The first relevant group of such factors are 

drivers for OSS compliance. The relevance of internal policies, top management, 

customers, and industry requirements as certification drivers significantly differs across 

several clusters. In addition, the perceived risk of OSS procurement in general and two 

specific risks associated with OSS have also been revealed as predicting factors for the 

clusters: The risk that OSS does not perform to the desired quality and scope and the risk 

that business units lose their ability to react flexibly to changes in the market through OSS 

adoption. Finally, the decision makers’ experience with software procurement appears to 

have a prediction value as well.  

Based on these findings, it becomes apparent that the four decision maker groups 

fall into two different categories regarding the aforementioned predictors. Decision 

makers in clusters 1 and 4 form the category with a high perceived risk of OSS 

procurement and large relevance of OSS compliance certification drivers. In contrast, 

decision makers in clusters 2 and 3 belong to the category with a low perceived risk of 

OSS procurement and low relevance of OSS compliance certification drivers. 

5.2 Method 

Cluster analysis is an explorative multivariate method suitable to determine groups of 

decision makers with similar preferences when it comes to decision criteria. The aim is 

to divide observations into objectively comparable segments based on several active 

clustering factors in a way that within-cluster homogeneity and between-cluster 

heterogeneity are maximized (Everitt et al., 2011; Hair et al., 2010; Moyses-

Scheingruber, 2020). In this study, the active clustering variables are the average utilities 

at the individual level of the supplier-related decision criteria used in the previous conjoint 

experiment (chapter 4): A software supplier's relevant experience, previous collaboration 

with a software supplier, recommendations from a software supplier's prior customers, 

and a software supplier’s ISO certification for OSS compliance. We left out the total cost 

of ownership of the offered software, as this is a product-related criterion and we decided 

to focus on supplier characteristics. To ensure external validity of the clustering result, 

selecting the active clustering variables needs to be theory driven. Further prerequisites 

are a sufficiently large sample and no multicollinearity for the active clustering variables 
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(Hair et al., 2010). As described in the chapters 4.3.1 and 4.3.2, the selected active 

clustering variables were derived from previous literature and their importance has been 

confirmed through expert interviews conducted prior to the conjoint study in chapter 4. 

The correlation matrix in Table 5-1 shows that the clustering variables are not affected 

by multicollinearity.  

Table 5-1: Correlation matrix of active clustering variables 

  Clustering Variables       (1)   (2)  (3)    (4) 

 (1) Collaboration 1.000 

 (2) Experience 

 

-0.321***   1.000 

 (3) Recommendations 0.188   0.052 1.000 

 (4) OSS Compliance Certification -0.571*** -0.435*** -0.514*** 1.000 

N = 104; Pearson correlation coefficients; *** p<0.001, ** p<0.01, * p<0.05 

In sum, cluster analysis constitutes a suitable approach to tackle the first research 

question and to create an empirical taxonomy of decision-making patterns in the selection 

of software suppliers (Sabherwal & King, 1995). More specifically, a two-stage clustering 

approach, including hierarchical and non-hierarchical clustering methods, is applied to 

generate a reliable cluster structure. This approach is also commonly suggested by prior 

literature (Hair et al., 2010; Ketchen & Shook, 1996; Milligan & Cooper, 1985; Moyses-

Scheingruber, 2020). Concretely, this study first uses the single-linkage approach (to 

identify and eliminate outliers) and the Ward’s minimum variance approach (to define 

the final number of clusters) as hierarchical clustering methods. Hierarchical clustering 

represents a bottom-up iterative algorithmic process to create clusters by first regarding 

each observation as individual cluster. In every following step, two existing clusters with 

the lowest distance from each other are united until all observations are combined into a 

single cluster (so-called “chaining”) (Everitt et al., 2011; Hair et al., 2010; Moyses-

Scheingruber, 2020). The single-linkage approach is also called “nearest neighbor 

method” and uses the minimum distance from any object in one cluster to any object in 

another cluster to define the similarity between clusters (Everitt et al., 2011; Rajalahti & 

Kvalheim, 2011). This method is highly suitable for the detection of outliers, but usually 

gravitates towards unbalanced, loose cluster solutions due to “chaining” (Everitt et al., 

2011; Milligan, 1980). As the following Ward’s minimum variance approach is highly 

sensitive to outliers, prior detection and elimination is crucial (Milligan, 1980).  
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 In the second stage, K-means clustering was performed, which belongs to the non-

hierarchical clustering methods. These approaches split the observations into a predefined 

number of clusters. Observations are iteratively repartitioned into clusters with the closest 

centroids based on a specific similarity measure, until all observations are optimally 

assigned (Hair et al., 2010; Ketchen & Shook, 1996). For all methods, the squared 

Euclidean distance served as similarity measure. It is highly suitable for metric active 

clustering factors. Moreover, it is the most recommended similarity measure for the 

Ward’s minimum variance and the K-means clustering method (Rajalahti & Kvalheim, 

2011). 

The core benefit of this two-stage approach is the increase in validity of the final 

cluster solution, as it balances the downsides and biases of each single method (Everitt et 

al., 2011; Moyses-Scheingruber, 2020). The Ward’s minimum variance clustering 

approach is usually highly sensitive to outliers (i.e., observations that demonstrate 

extreme values) (Milligan, 1980). The K-means clustering approach can offset this 

downside, because it is less sensitive to outliers and to the potential integration of 

inadequate active clustering factors (Rajalahti & Kvalheim, 2011). Moreover, the Ward’s 

minimum variance clustering approach aims at identifying clusters of similar sizes. This 

leads to the risk of clusters representing smaller portions of the sample not being detected 

(Everitt et al., 2011; Rajalahti & Kvalheim, 2011). This downside results from the 

characteristic of hierarchical clustering methods to not reassign already grouped 

observations to other clusters. Undesired early cluster creation and seemingly forced 

results may be the consequence (Rajalahti & Kvalheim, 2011). Additionally applying a 

non-hierarchical method like K-means clustering to define the final cluster solution helps 

to balance this limitation. In non-hierarchical approaches, observations can move between 

clusters until the optimal within-cluster homogeneity and between-cluster heterogeneity 

are reached (Everitt et al., 2011; Ketchen & Shook, 1996; Moyses-Scheingruber, 2020). 

Figure 5-1 illustrates the chosen two-stage clustering process.  

 

Figure 5-1: Two-stage clustering process (based on Moyses-Scheingruber (2020)) 
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5.3 Results 

5.3.1 Identification of preliminary cluster solution 

First, the single-linkage clustering approach was applied to identify potential outliers for 

the dataset (n=107). The one participant who displayed “clicking-through” behavior was 

also excluded prior to this analysis (see chapter 4.4.4.1). Since the analyses in chapter 4, 

two more participants took part in the study. These additional participants were included 

here. Based on the resulting dendrogram, a two-dimensional diagram that graphically 

depicts the clustering outcome, three outliers were identified (G1 to G3; see Figure 5-2). 

The nodes in the dendrogram represent the clusters. The longer the vertical lines, the more 

distinct are the respective clusters (Everitt et al., 2011). G1 to G3 appear to be quite 

different compared to the rest of the observations. This is the reason why they were 

eliminated from the dataset. Thus, the final dataset consisted of 104 observations.  

 

Figure 5-2: Dendrogram for single-linkage clustering approach 

The following Ward’s minimum variance approach was used to define the final 

number of clusters which was needed as input for the final K-means clustering. A first 

look at the respective dendrogram hinted at a three to four cluster solution (see Figure 5-

3). To supplement this purely visual interpretation, two stopping rules were applied. 

Stopping rules are a more formal way to find out the optimal number of clusters (Everitt 

et al., 2011; Hair et al., 2010). More concretely, the Calinski and Harabasz pseudo-F index 

and the Duda and Hart index were calculated. According to prior literature, these two 

indices are among the stopping rules with very good performance (Everitt et al., 2011; 

Moyses-Scheingruber, 2020). 



82 
 

 

 

Figure 5-3: Dendrogram for Ward's minimum variance clustering approach 

For the Calinski and Harabasz pseudo-F index, the cluster solution with the 

highest value is perceived optimal. For the Duda and Hart index, one is looking for a high 

Je(2)/Je(1) value with a low respective pseudo T-squared (Everitt et al., 2011). Looking 

at the values for the clustering result produced by the Ward’s minimum variance 

approach, the four-cluster option appears to deliver the most distinct clustering solution. 

It produces a Calinski and Harabasz pseudo-F value of 64.34. For the Duda and Hart 

index, the Je(2)/Je(1) value of this solution is 0.6468 with a corresponding pseudo T-

squared of 19.11 (see Figure 5-4). For both indices individually, there exist options with 

better values than the four-cluster solution (e.g., three-cluster solution with a Calinski and 

Harabasz pseudo-F value of 66.27). Yet, when considering both indices simultaneously, 

the four-cluster solution appears to be the most suitable option.  

 

Figure 5-4: Calinski/Harabasz and Duda/Hart indices 
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5.3.2 Final cluster solution 

Based on the insights from chapter 5.3.1, non-hierarchical clustering was performed using 

the K-means approach (similarity measure: squared Euclidean distance). This analysis 

resulted in the final cluster solution revealing four distinct groups of decision makers 

related to the selection of software suppliers. To test whether the four clusters demonstrate 

statistically significant differences between the means, a one-way ANOVA was 

conducted for the product-related attribute “total cost of ownership of the software” which 

has been left out of the clustering process deliberately. It is important that the respective 

variable was not part of the clustering process itself, as this would result in a circular and 

invalid ANOVA (Rabe-Hesketh & Everitt, 2003). As the standard deviations apparently 

increase with the mean (see Table 5-2), the variable “total cost of ownership of the 

software” was log-transformed before the ANOVA F-test (Rabe-Hesketh & Everitt, 

2003). The ANOVA F-statistics show that the clusters depict statistically significant 

differences in the average importance of the attribute “total cost of ownership of the 

software” when selecting a software supplier (F3,100 = 18.52, p < 0.001). 

Table 5-2: Means and standard deviations of the importance of the attribute "total cost of ownership of 

the software" per cluster 

Cluster 
Mean 

(TCO) 

Standard dev. 

(TCO) 

(1) 7.97 3.48 

(2) 15.13 5.30 

(3) 8.57 4.08 

(4) 17.61 6.73 

TCO: total cost of ownership  

The cluster analysis result is summarized in Table 5-3. It depicts the average 

relative importance values of the attributes per cluster. Figure 5-5 provides a graphical 

representation of the cluster solution. To examine the relationship between the cluster 

solution and several individual, firm, and business unit-level variables (passive variables), 

one-way ANOVA was performed. For those variables for which the ANOVA F-test 

revealed significant differences between the means across clusters (p < 0.05), a Tukey-

Kramer test was conducted subsequently. The Tukey-Kramer test is a modification of 

Tukey’s Honest Significant Difference (HSD) range test that is more suitable for unequal 

cluster sizes (Tukey, 1949). With cluster sizes ranging from N = 17 to N = 33, the Tukey-

Kramer test appears to be the more adequate method. It represents a post-hoc pairwise 

comparison and thus can tell which specific clusters demonstrate statistically significant 
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differences between variable means. This conclusion cannot be drawn when only 

applying ANOVA. The outcome of the ANOVA F-tests is summarized in Table 5-4 

(individual-level variables) and Table 5-5 (firm and business unit-level variables). The 

results of the Tukey-Kramer tests are documented in Table A-1 (individual-level 

variables) and Table A-2 (business unit-level variables) in the appendix (pp. 103ff.). 

Table 5-3: Result of the K-means clustering analysis with squared Euclidean distance 

 

 

Figure 5-5: Average relative attribute importance for final cluster solution 

The identified clusters demonstrate similarities in several individual, firm, and 

business unit-level characteristics. In all clusters, the decision makers’ main tasks 

primarily involve legal issues (means ranging from 3.39 to 4.00) and procurement 

Attributes Cluster (1) Cluster (2) Cluster (3) Cluster (4) 

Collaboration 8.83 24.06 16.52 18.27 

Experience 37.40 30.67 46.94 18.40 

Recommendations 12.03 17.43 17.37 12.95 

OSS Compliance 

Certification 

33.77 12.71 10.59 32.77 

N = 104 22 33 32 17 

% of sample 21.15 31.73 30.77 16.35 

Notes: The numbers in the table reflect the relative importance values of the attributes. They stem 

from the average utility estimates derived from a Hierarchical Bayes model. They do not sum up to 

100 for each cluster, as the conjoint attribute “total cost of ownership of the software” was not part of 

the clustering process. 
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activities (means ranging from 3.36 to 3.94). They possess experience with OSS (means 

ranging from 3.45 to 4.00) and OSS compliance (means ranging from 3.41 to 3.59). In 

contrast, on average, they demonstrate less experience with OSS compliance certification 

(means ranging from 2.09 to 2.88). 

 Regarding firm and business unit-level characteristics, the clusters are similar in 

firm age and size. In all clusters, firms demonstrate on average over 30 years of 

experience. The average number of employees does not demonstrate a statistically 

significant difference either (between 1,001 and 3,000 employees for cluster 2; between 

10,001 and 50,000 employees for cluster 4). On average, the business models of the 

business units possess a rather weak relation with OSS (means ranging from 2.26 to 2.58). 

Yet, the units appear to be quite intense OSS users (means ranging from 3.94 to 4.24).  

Across clusters, the business units have implemented between four to five OSS 

compliance measures (maximum possible: 9 measures), hinting at a similar OSS 

compliance maturity. There is a large agreement that not complying with OSS licenses 

leads to a significant reputational damage (means ranging from 3.56 to 3.77). The average 

percentage of business units being OSS compliance certified is not significantly different 

across clusters. 3 to 12% of the units are self-certified; zero to 5% are certified by a third 

party. In the following, each of the four clusters is described in detail. 

Cluster 1: Experience and OSS compliance certification-focused decision makers 

This cluster contains 22 decision makers who base their decision for a software supplier 

primarily on the supplier’s relevant experience (37.4%) and OSS compliance certification 

(33.77%). Members of this cluster react least sensitively to changes in the attribute 

“collaboration” (see Figure A-3 in the appendix, p. 105). In contrast, they are very 

sensitive to changes in the attribute “OSS compliance certification”, valuing third-party 

certification significantly higher than self-certification (see Figure A-6 in the appendix, 

p. 106). 

 Cluster 1 demonstrates the largest share of female decision makers (37%). The 

average age lies between 41 and 50 years. The most represented industry is the ICT sector 

(50%), followed by manufacturing, transport, and logistics (18%). 41% of the business 

units are located in Germany. With a mean of 2.98, the decision makers depict the largest 

value of perceived risk of OSS procurement compared to the other clusters, especially 

compared to clusters 2 and 3. Their means are statistically significantly different from the 

one in cluster 1 (see Table A-2 in the appendix, p. 104). In the first cluster, the most 
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important risks associated with OSS are significant reputational and financial losses due 

to non-compliance with OSS licenses (M = 3.77 and M = 3.68).  

Looking at OSS involvement, business units in cluster 1 rank first when it comes 

to their employees’ participation in OSS projects and employees with leading roles in 

OSS communities (M = 3.32 and M = 3.18). With 64% being familiar with the ISO 5230 

standard and 68% with the OpenChain Project, the decision makers depict the largest 

share of awareness for these topics. 9% are active members of the OpenChain Project, 

representing the lowest share among all clusters. Regarding the attitude towards OSS 

compliance certification, members of cluster 1 demonstrate the largest mean value for 

several factors. Such a certification signals trustworthiness (M = 4.18), organizational 

quality (M = 4.05), competence (M = 4.00), and a good reputation (M = 4.00). It stands 

out that several drivers for OSS compliance certification support the significant 

differentiation of cluster 1 from other clusters, especially from clusters 2 and 3 (see Table 

A-1 in the appendix, p. 103). Decision makers in cluster 1 on average perceive internal 

policies (M = 3.50), requirements in the industry sector (M = 3.45), customers (M = 3.45), 

and the top management (M = 3.32) as most decisive drivers for OSS compliance 

certification.  

Cluster 2: Experience and collaboration-focused decision makers 

Cluster 2 represents the largest group. The 33 decision makers mainly focus on a 

supplier’s experience (30.67%) and previous collaboration (24.06%) when selecting 

software suppliers. In contrast to cluster 1, members of this cluster react most sensitively 

to changes in the attribute “collaboration” (see Figure A-3 in the appendix, p. 105). 

Further, compared to cluster 1 and 4, they are very sensitive to changes in the attribute 

“recommendations” (see Figure A-5 in the appendix, p. 106). When it comes to OSS 

compliance certification, they perceive self- and third-party certification almost equally 

(see Figure A-6 in the appendix, p. 106).  

 85% of the cluster members are male. On average, they are between 41 and 50 

years old. With a mean of 2.09, the decision makers have the lowest degree of experience 

with OSS compliance certification. The same is valid for experience with software 

procurement (M = 3.39). This factor significantly differentiates cluster 2 from cluster 1 

and 4 (see Table A-1 in the appendix, p. 103). 39% of the business units are active in the 

ICT industry, followed by 15% being active in engineering. Most business units are 

located in Germany (73%). With a mean of 2.32, the cluster possesses a rather low 

perceived risk of OSS procurement. Just like in cluster 1, the most relevant risks 



87 
 

 

associated with OSS are significant reputational and financial losses due to non-

compliance with OSS licenses (M = 3.76 and M = 3.30). 

 Regarding OSS involvement, business units in cluster 2 depict the largest means 

for applying OSS principles internally (M = 3.88), adopting OSS as end users (M = 4.24), 

and creating and leading own OSS projects (M = 3.61). 55% of the decision makers in 

cluster 2 are aware of the OpenChain Project, but only 39% know the ISO 5230 standard. 

12% are active members of the OpenChain Project. Looking at the attitude towards OSS 

compliance certification, it stands out that cluster 2 offers the lowest mean value for the 

statement that such a certification signals a good reputation (M = 3.33). The mean is 

statistically significantly different from the one of cluster 1 (see Table A-1 in the 

appendix, p. 103). 

Cluster 3: Experience-focused decision makers 

The second-largest cluster comprises 32 decision makers. When choosing software 

suppliers, they base their decision mainly on a supplier’s relevant experience (46.94%). 

This is also reflected in the highest sensitivity towards changes in the attribute 

“experience” compared to the other clusters (see Figure A-4 in the appendix, p. 105). 

Moreover, the decision makers are very sensitive to changes in the attribute 

“recommendations” (see Figure A-5 in the appendix, p. 106). Regarding OSS compliance 

certification, they possess a similar sensitivity as cluster 2. Yet, there is a larger difference 

in the perception of self- and third-party certification (see Figure A-6 in the appendix, p. 

106).  

 84% of the decision makers in cluster 3 are male. The average age is 41 to 50 

years. They possess the largest experience with OSS (M = 4.00). The primary industries 

in cluster 3 are the ICT sector (34%), engineering (19%), and manufacturing, transport, 

and logistics (16%). 84% of the business units are located in Germany, representing the 

biggest share among all clusters. With a mean of 2.26, the cluster portrays the lowest 

perceived risk of OSS procurement. It is worth highlighting that the mean of 1.91 for the 

risk that OSS does not perform to the desired quality and scope is significantly different 

from the one of cluster 1 (M = 2.59). Thus, this risk supports the significant differentiation 

of the two clusters.  

 Regarding OSS involvement, cluster 3 shows the largest mean when it comes to 

business units combining proprietary software with OSS (M = 4.09). The shares of 

decision makers who are aware of the ISO 5230 standard and the OpenChain Project are 

similar (50% and 56%). With 19%, cluster 3 possesses the largest proportion of active 
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members of the OpenChain Project. Moving to the attitude towards OSS compliance 

certification, the statements that OSS compliance certification signals trustworthiness and 

organizational quality have the lowest mean in cluster 3 (M = 3.56). Again, several drivers 

for OSS compliance certification support the cluster differentiation. With the lowest 

means for internal policies (M = 2.22), top management (M = 2.25), and industry sector 

(M = 2.25) being relevant drivers, cluster 3 is significantly different to clusters 1 and 4 

(see Table A-1 in the appendix, p. 103).  

Cluster 4: OSS compliance certification-focused decision makers 

With 17 decision makers, cluster 4 represents the smallest group. The main decision 

criterion when selecting software suppliers is whether the supplier is certified for OSS 

compliance (32.77%). Members of this cluster are least sensitive to changes in the 

attribute “experience” (see Figure A-4 in the appendix, p. 105). Just like cluster 1, cluster 

4 portrays a high sensitivity towards changes in the attribute “OSS compliance 

certification”. Yet, the difference in the perception of self- and third-party certification is 

substantially smaller (see Figure A-6 in the appendix, p. 106). 

 The share of male decision makers in cluster 4 is 82%. On average, they are 41 to 

50 years old. They depict the lowest experience with OSS compliance (M = 3.41), but the 

largest with software procurement (M = 4.18). The latter is significantly different to the 

mean of cluster 2, supporting cluster differentiation (see Table A-1 in the appendix, p. 

103). With 47%, the dominating industry in cluster 4 is manufacturing, transport, and 

logistics. 65% of the business units are located in Germany and 12% in the USA. Looking 

at risks associated with OSS, cluster 4 shows the largest mean for substantial financial 

losses in case of non-compliance with OSS licenses (M = 4.00). This is also valid for the 

risk of business units losing their ability to react flexibly to changes in the market through 

OSS adoption (M = 2.82). This mean is significantly different from the ones in cluster 2 

and 3 (see Table A-2 in the appendix, p. 104f.).  

 Cluster 4 appears to be the one with the members engaging the least with OSS 

communities. It shows the smallest means when it comes to employees with a leading 

role in OSS projects (M = 2.59), employees’ participation in OSS projects led by a 

community (M = 2.65), and business units creating and leading own OSS projects (M = 

2.88). Like in cluster 3, the shares of those members being aware of the ISO 5230 standard 

and the OpenChain Project are quite similar (59% and 53%). With 18%, cluster 4 also 

possesses a comparable share of active members of the OpenChain Project. Regarding 

the attitude towards OSS compliance certification, the drivers internal policies, top 
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management, and industry requirements support the differentiation of cluster 4 and 3. 

Further, compared to cluster 2, decision makers in cluster 4 perceive the certification as 

moral obligation (M = 2.55 vs M = 3.35) (see Table A-1 in the appendix, p. 103).  

Table 5-4: Cluster comparison regarding passive variables (individual level) 

Variable 

Mean (M) One-way 

ANOVA 

F-test 
Cluster 

(1) 

Cluster 

(2) 

Cluster 

(3) 

Cluster 

(4) 

Demographics      

Male (in %) 0.63 0.85 0.84 0.82 1.53 

Age (in 7 categories) 4.45 4.30 4.00 3.71 2.13 

Personal willingness to take risks1 3.03 3.04 3.03 3.29 0.93 

Job-related variables      

Position (in 13 categories) 7.14 7.58 7.91 8.35 0.48 

Degree of job formalization1 3.67 3.25 3.30 3.56 2.41 

Main tasks      

legal issues1 3.68 3.39 3.84 4.00 1.51 

programming1 2.36 2.94 2.72 2.24 1.47 

product development1 2.82 3.30 3.13 2.94 0.59 

marketing1 2.36 2.70 2.28 2.47 0.62 

sales1 2.32 2.55 2.03 2.12 1.00 

procurement1 3.59 3.36 3.41 3.94 0.81 

Experience with…      

OSS1 3.45 3.91 4.00 3.53 2.07 

OSS compliance1 3.59 3.45 3.56 3.41 0.14 

OSS compliance certification1 2.86 2.09 2.34 2.88 2.63 

software procurement1 4.09 3.39 3.78 4.18 4.28** 

Awareness of…      

ISO 5230 (in %) 0.64 0.39 0.50 0.59 1.20 

OpenChain Project (in %) 0.68 0.55 0.56 0.53 0.43 

Active member of OpenChain Project 

(in %) 

 

0.09 0.12 0.19 0.18 0.41 

Attitude towards OSS compliance 

certification 

     

It signals trustworthiness1 4.18 3.67 3.56 3.76 2.41 
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Table 5-5: Cluster comparison regarding passive variables (firm and business unit level) 

Variable 

Mean (M) One-way 

ANOVA 

F-test 
Cluster 

(1) 

Cluster 

(2) 

Cluster 

(3) 

Cluster 

(4) 

It signals organizational quality1 4.05 3.79 3.56 3.76 1.43 

It signals competence1 4.00 3.45 3.47 3.59 2.03 

It signals a good reputation1 4.00 3.33 3.38 3.65 3.02* 

It signals a lack of flexibility1 2.45 2.18 2.28 2.47 0.65 

It signals a lack of creativity1 2.32 1.97 2.34 2.41 1.39 

It signals a lack of innovativeness1 2.18 2.03 2.28 2.18 0.40 

It helps to justify actions towards 

superiors1 

 

3.27 3.12 3.13 3.59 1.28 

It legitimizes an organization's 

operations1 

 

3.59 3.15 3.28 3.35 1.12 

It is demanded by internal policies1 3.50 2.70 2.22 3.41 8.38*** 

It is demanded by top management1 3.32 2.55 2.25 3.12 5.14** 

It is demanded by customers1 3.45 2.91 2.44 2.88 3.83* 

It helps organizations to differentiate 

themselves from competitors1 

 

3.77 3.24 2.94 3.59 3.47* 

It is required in the industry sector1 3.45 2.64 2.25 3.12 7.29*** 

It is a moral obligation1 3.23 2.55 2.75 3.35 3.36* 

It is a legal obligation1 3.45 2.64 2.66 3.35 3.51* 

Notes: N = 104; ANOVA F-tests were conducted to analyze whether statistically significant 

differences exist between the means of the four clusters; *** p<0.001, ** p<0.01, * p<0.05; 
1Measured on a 5-point Likert scale 

Variable 

Mean One-way 

ANOVA 

F-test 
Cluster 

(1) 

Cluster 

(2) 

Cluster 

(3) 

Cluster 

(4) 

Firm-level characteristics      

Age (in 4 categories) 3.55 3.30 3.56 3.59 0.95 

Number of employees (in 12 

categories) 

 

9.18 7.33 8.00 9.76 2.61 

Annual gross revenues (in 10 

categories) 

8.05 7.42 8.16 8.59 0.80 
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Variable 

Mean One-way 

ANOVA 

F-test 
Cluster 

(1) 

Cluster 

(2) 

Cluster 

(3) 

Cluster 

(4) 

 

BU-level characteristics      

Number of employees (in 9 categories) 6.05 4.94 5.38 6.47 1.75 

Industry      

Banking & Financial Services (in %) 0.09 0.09 0.03 0.18 0.99 

Consulting & Strategy (in %) 0.05 0.03 0.06 0.06 0.13 

Engineering (in %) 0.05 0.15 0.19 0.06 1.10 

Healthcare & Medical (in %) 0.05 0.09 0.03 0.00 0.78 

ICT (in %)  0.50 0.39 0.34 0.12 2.20 

Manufacturing, Transport & Logistics 

(in %) 

 

0.18 0.06 0.16 0.47 4.71** 

Mining, Resources & Energy (in %) 0.00 0.06 0.03 0.06 0.51 

Location      

Germany (in %) 0.41 0.73 0.84 0.65 4.28** 

Switzerland (in %) 0.00 0.06 0.09 0.00 1.18 

United Kingdom (in %) 0.14 0.00 0.00 0.06 2.96* 

USA (in %) 0.14 0.06 0.03 0.12 0.84 

India (in %) 0.18 0.03 0.00 0.06 3.02* 

Attitude towards OSS      

Relation of business model with OSS1 2.58 2.56 2.52 2.26 0.39 

# of areas of OSS implementation into 

products/services (from 0 to 4) 

 

1.77 1.64 1.91 1.71 0.51 

# of areas of OSS usage (from 0 to 7) 2.86 3.55 3.81 3.71 1.36 

Number of implemented OSS 

compliance measures (from 0 to 9) 

 

5.41 4.3 4.75 4.47 0.76 

Perceived risk of OSS procurement1 2.98 2.32 2.26 2.82 4.12** 

Risks associated with OSS      

OSS does not perform to the desired 

quality and scope1 

 

2.59 2.27 1.91 2.47 2.75* 

OSS is not interoperable with existing 

applications1 

 

2.86 2.45 2.5 2.71 0.97 

OSS adoption causes unanticipated 

costs1 

 

3.09 2.85 2.56 3.00 1.37 

Not complying with OSS licenses leads 3.68 3.30 3.16 4.00 2.33 
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5.4 Discussion 

This chapter has the goal to reveal potential decision-making patterns for the selection of 

software suppliers and to identify certain individual, firm, and business unit-level factors 

Variable 

Mean One-way 

ANOVA 

F-test 
Cluster 

(1) 

Cluster 

(2) 

Cluster 

(3) 

Cluster 

(4) 

to a significant financial loss1 

 

Through OSS adoption, the BU loses 

its ability to react flexibly to changes in 

the market1 

 

2.18 1.85 1.84 2.82 4.66** 

Through OSS adoption, the BU highly 

depends on the OSS community or the 

vendor of the software1 

 

3.32 2.91 3.09 3.24 0.77 

Through OSS adoption, the BU loses 

know-how required to remain 

competitive1 

2.36 1.97 1.75 2.18 2.50 

Not complying with OSS licenses leads 

to a significant reputational 

damage1 

 

3.77 3.76 3.56 3.59 0.28 

The confidentiality and security of 

business data are not guaranteed when 

adopting OSS1 

 

3.00 2.36 2.22 2.53 2.37 

OSS involvement      

The BU applies OSS principles 

internally (e.g., inner source)1 

 

3.55 3.88 3.81 3.59 0.66 

The BU uses OSS in its operational 

environment as end user1 

 

4.00 4.24 4.19 3.94 0.60 

The BU combines proprietary software 

with OSS1 

 

3.86 3.76 4.09 3.88 0.67 

The BU creates and leads own OSS 

projects1 

 

3.32 3.61 3.25 2.88 1.37 

Many BU employees participate in 

OSS projects led by a community1 

 

3.32 3.27 3.13 2.65 1.18 

Many BU employees are leading 

members of OSS communities1 

 

3.18 2.67 2.59 2.59 1.28 

OSS compliance certification of BU      

Self-certified (in %) 0.09 0.09 0.03 0.12 0.48 

Third-party certified (in %) 0.05 0.03 0.00 0.00 0.65 

Notes: N = 104; ANOVA F-tests were performed to analyze whether statistically significant 

differences exist between the means of the four clusters; *** p<0.001, ** p<0.01, * p<0.05; 
1Measured on a 5-point Likert scale 
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that can predict cluster affiliation. The two-stage cluster analysis shows that the decision 

makers can be grouped into four distinct clusters with differing decision-making behavior 

when selecting software suppliers (RQ1): Experience and OSS compliance certification-

focused decision makers, experience and collaboration-focused decision makers, 

experience-focused decision makers, and OSS compliance certification-focused decision 

makers. The four groups differ regarding the relevance of certain supplier-related 

characteristics in the software supplier selection process.  

 Subsequent one-way ANOVA and Tukey-Kramer tests identify certain factors as 

predictors for cluster structure (RQ2). Among them were certain drivers for OSS 

compliance. The relevance of internal policies, top management, customers, and industry 

requirements as certification drivers significantly differs across several clusters. In 

addition, the perceived risk of OSS procurement in general and two specific risks 

associated with OSS have also been revealed as predicting factors for cluster affiliation: 

The risk that OSS does not perform to the desired quality and scope and the risk that 

business units lose their ability to react flexibly to changes in the market through OSS 

adoption. Finally, the decision makers’ experience with software procurement appears to 

have a prediction value as well. 

With this said, it becomes apparent that the four decision maker groups fall into 

two different categories regarding the aforementioned predictors. Decision makers in 

clusters 1 and 4 demonstrate rather large values for experience with software procurement 

compared to clusters 2 and 3. Further, they attribute greater importance to the certification 

drivers internal policies, top management, and industry requirements (customers: only 

cluster 1). Finally, decision makers in clusters 1 and 4 on average depict higher levels of 

perceived risk of OSS procurement in general. Looking at the two specific risks identified 

as predictors, cluster 1 assigns significantly higher relevance to the risk that OSS does not 

perform to the desired quality and scope than cluster 3. Similarly, cluster 4 assigns 

significantly higher relevance to the risk that business units lose their ability to react 

flexibly to changes in the market through OSS adoption compared to clusters 2 and 3. 

Hence, clusters 1 and 4 fall into the category of decision makers with a high perceived 

risk of OSS procurement and large relevance of OSS compliance certification drivers. In 

contrast, clusters 2 and 3 form the category of decision makers with a low perceived risk 

of OSS procurement and low relevance of OSS compliance certification drivers. Figure 

5-6 illustrates the cluster structure.  
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Figure 5-6: Summary of identified clusters 
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6 Summary and outlook 

6.1 Findings and theoretical contributions 

The aim of this dissertation was twofold. First, it aimed at shedding light on how 

companies handle the topic OSS contribution governance when actively engaging with 

OSS communities. The second goal was to investigate how companies cope with the topic 

OSS compliance when using OSS internally, implementing OSS into own products and 

services, and when acquiring software containing OSS components from suppliers. In this 

context, the recent phenomenon of OSS compliance certification was exploited.  

OSS is gaining relevance for companies of all sizes and industries. Active collaboration 

with OSS communities comes along with certain challenges for companies. Both parties 

show diverging interests and ideologies that somehow need to be balanced to enable 

successful interaction (O'Mahony & Bechky, 2008). OSS communities need to guarantee 

that all participating parties comply with their requirements and are aligned with the 

community objectives, whereas companies aim at minimizing the risk of inappropriate 

knowledge spillovers, protecting company reputation, which may be hurt by low-quality 

contributions, and avoiding violation of IP rights. Thus, the collaboration requires 

governance of community as well as company activities (Dahlander & Magnusson, 

2008). 

For companies, it is essential to set up appropriate governance mechanisms and 

incentives that manage their employees’ interaction with OSS communities (S. Daniel, 

Maruping, et al., 2018; Mehra et al., 2011). Yet, when introducing certain internal 

governance processes, companies face a significant trade-off. They need to ensure a 

compliant behavior towards the OSS communities, while enabling their organizational 

units to manage the specific contributions to OSS communities with a certain degree of 

flexibility. We lacked insights into how companies design mechanisms to govern 

contributions to OSS communities, while taking this trade-off into account. Chapter 2 

picked up this issue and posed the following research question: How do companies 

negotiate the trade-off between control and flexibility regarding their employees’ OSS 

community interaction? 

I approached this research question in a multiple case study (Yin, 2009) at 

Siemens AG with different organizational units as units of analysis. Siemens has recently 

set up a template OSS contribution process which the organizational units can adapt to 

their specific needs. Analyzing how the units adopt the template process and thereby 

define the flexibility for the developers offers the opportunity to find out how companies 
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negotiate the tensions between control and flexibility by means of governance 

mechanisms. 

Based on twelve interviews with employees who work on OSS-related topics (e.g. 

software developers, experts for third party software, and managers) and archival data, I 

found that the extent to which the template process is implemented depends on the 

following characteristics of the organizational units: the level of closeness to core IP of 

the unit and the intensity of the involvement in OSS communities (i.e. number and type 

of contributions, number of OSS communities the unit is involved in). Further, I could 

show that trust in the employees’ technical skills and their OSS experience is essential 

for granting a certain flexibility for their engagement in OSS communities. Finally, in 

isolated cases where contributions happen very rarely and the closeness to core IP is low, 

developers set up a workaround instead of establishing a formal process. 

This research contributes to the literature on company-involved OSS development 

(Ågerfalk & Fitzgerald, 2008; S. Y. Ho & Rai, 2017; Rolandsson et al., 2011), to the IT 

governance literature (Eaton et al., 2015; Ghazawneh & Henfridsson, 2013; Svahn et al., 

2017; Wareham et al., 2014), and more concretely to the OSS contribution governance 

literature (Germonprez et al., 2017; Germonprez et al., 2012; O'Mahony & Ferraro, 2007) 

by showing how companies manage their employees’ community interaction by means 

of governance mechanisms.  

Governance is not only required when companies interact actively with OSS 

communities, but also when they use OSS internally or implement it into own products 

and services. When doing so, companies especially need to ensure that they comply with 

the obligations that come along with the different OSS licenses (Morgan et al., 2013). 

Inadequately managed OSS compliance can result in litigations, leading to significant 

financial and reputational losses for companies (Harutyunyan, 2020). To avoid such 

conflicts, companies increasingly realize the importance of the topic OSS compliance. 

Yet, managing compliance is complex, especially when companies acquire software that 

contains OSS components from external software suppliers. The ISO 5230 standard for 

OSS compliance and the related self- and third-party certification approaches were 

specifically developed to help software suppliers in credibly demonstrating their OSS 

compliance to their customers and other stakeholders. Chapters 3, 4, and 5 were dedicated 

to the recent phenomenon of OSS compliance certification in the software supply chain.  

The study in chapter 3 aimed at answering the following research questions: 

Which drivers for OSS compliance certification exist? What motivates or prevents 
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companies from attaining OSS compliance certification (self-certification or third-party 

certification)? 

I performed a multiple case study based on the thematic coding procedure 

introduced by Flick (2022). In total, 17 semi-structured interviews were conducted with 

representatives from companies that were either self-certified or certified by a third party 

and with representatives from third-party certification bodies that offer OSS compliance 

certification.  

Results revealed customers as the largest external driver for self-certified and 

third-party certified companies. Certification bodies regard regulation as most relevant 

external driver. From an internal perspective, the increasing relevance of OSS for 

companies is the most decisive driver for all three groups. Regarding general motives for 

OSS compliance certification, all three groups name the ability to use it as evidence for 

OSS compliance in negotiations as most crucial factor. Self- and third-party certified 

companies thereby mostly refer to negotiations with customers, whereas certification 

bodies focus on acquisition scenarios. When it comes to specific motives for self-

certification, using the ISO standard as benchmark was mentioned most frequently, 

mostly to cross-check existing OSS compliance processes, but also to design processes 

from scratch. The most relevant motive for third-party certification across all three groups 

is the unbiased assessment of OSS compliance by an independent third party. Finally, the 

generic nature of the ISO standard is not only perceived as advantage, but also as 

downside. Due to the general formulation, firms sometimes struggle to translate the 

standard into working processes and certifiers lack guidance regarding which processes 

to consider as certifiable. 

 With this study, I contribute to the literature on ISO certification (Anderson et al., 

1999; T. Y. Lee, 1998; Quirós & Justino, 2013) by adding significant insights on internal 

certification drivers. In the case of ISO 5230 certification, committed employees and the 

increasing relevance of the topic OSS compliance for companies make companies seek 

certification. Moreover, I add the new perspective of distinguishing between self-

certification and third-party certification. Using the ISO standard as benchmark, the equal 

perception of self- and third-party certification, as well as the availability of the necessary 

competencies inside the company stand out as relevant motives for self-certification. In 

contrast, the assessment of OSS compliance measures by an independent third party is 

the most important factor speaking for third-party certification.  

Chapter 4 dealt with the question of how this certification is perceived by firms 

when selecting software suppliers. I investigated the importance of certification as a 
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criterion in the decision to select a software supplier and distinguish between no 

certification, self-certification, and third-party certification. I built on signaling theory to 

theorize how OSS compliance certification can help to overcome information 

asymmetries between the supplier and acquirer of software. Taking on the signal 

receiver’s perspective, I formulated hypotheses on the role of a software supplier’s OSS 

compliance certification relative to other selection criteria known to be effective signals 

for supplier quality. I also hypothesized different perceptions of self-certification vs third-

party certification as well as moderating factors that might explain potential differences 

in perception. 

Empirically, this study built on a discrete choice-based conjoint experiment 

(Louviere & Woodworth, 1983), in which real-world software purchasing experts were 

asked to choose between offers from different software suppliers that all contain OSS 

components. The design of the conjoint experiment, specifically the selection of the 

decision criteria, was based on interviews with experts regularly involved in the selection 

of software suppliers.  

The analyses revealed that OSS compliance certification is a decision-relevant 

criterion for selecting a software supplier. Its relative importance in the sourcing decision 

is comparable to first-hand experience with suppliers through previous collaboration. A 

comparison of self- with third-party certification showed that software suppliers with 

third-party certification are chosen about 2.5 times more likely than self-certified 

suppliers. Awareness of the regulatory standard ISO 5230 and the perceived risk of OSS 

procurement are critical moderating factors. Being aware of the ISO 5230 standard 

significantly increased the positive effect of self-certification, resulting in a reduced gap 

between the two forms of certification. The perceived risk of OSS procurement increased 

the positive effect of third-party certification. It had, however, no influence on the effect 

of self-certification.  

Chapter 5 used the sample from the previous conjoint experiment to discover 

potential decision-making patterns in the selection of software suppliers and to gain a 

more differentiated picture about the relevance of the different supplier-related decision 

criteria, including OSS compliance certification. The corresponding exploratory research 

questions were: Which distinct groups of decision makers in the selection of software 

suppliers can be identified and how can they be characterized? Which individual, firm, 

and business unit-level factors can predict cluster affiliation? 

 To address the first research question, I conducted a cluster analysis including 

hierarchical and non-hierarchical methods. Subsequently, the relationship between the 
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detected clusters and several individual, firm, and business until-level variables (passive 

variables) were analyzed in detail to answer the second research question. The cluster 

analysis revealed four distinct decision maker groups: Experience and OSS compliance 

certification-focused decision makers, experience and collaboration-focused decision 

makers, experience-focused decision makers, and OSS compliance certification-focused 

decision makers.  

One-way ANOVA and post-hoc Tukey-Kramer tests were applied to examine 

whether the clusters depict statistically significant differences in the means of the passive 

variables of interest. The analyses showed that the identified clusters exhibit similarities 

in several individual-level characteristics. For all clusters, the decision makers’ main 

tasks include legal issues (means ranging from 3.39 to 4.00) and procurement activities 

(means ranging from 3.36 to 3.94). They demonstrate experience with OSS (means 

ranging from 3.45 to 4.00) and OSS compliance (means ranging from 3.41 to 3.59). In 

contrast, on average, they appear to be less experienced with OSS compliance 

certification (means ranging from 2.09 to 2.88). Regarding firm and business unit-level 

characteristics, the clusters are similar in firm age and size. On average, the business 

models of the business units possess a rather weak relation with OSS (means ranging 

from 2.26 to 2.58). Yet, the units appear to be quite intense OSS users (means ranging 

from 3.94 to 4.24). Across clusters, the business units have a similar OSS compliance 

maturity. There is a large agreement that not complying with OSS licenses leads to a 

significant reputational damage (means ranging from 3.56 to 3.77). 

Apart from these similarities, the analyses further discovered several factors 

which serve as predictors for cluster affiliation. The first relevant group of such factors 

are drivers for OSS compliance. The relevance of internal policies, top management, 

customers, and industry requirements as certification drivers significantly differs across 

several clusters. In addition, the perceived risk of OSS procurement in general and two 

specific risks associated with OSS have also been revealed as predicting factors for the 

clusters: The risk that OSS does not perform to the desired quality and scope and the risk 

that business units lose their ability to react flexibly to changes in the market through OSS 

adoption. Finally, the decision makers’ experience with software procurement appears to 

have a prediction value as well.  

The findings from both chapters offer relevant implications for theory. First, the 

literature on OSS certification is so far focused on certifying OSS itself, reflecting a strong 

product-orientation (Feuser & Peleska, 2010; Kakarontzas et al., 2010). The approach 

examined in chapters 4 and 5 aims at certifying underlying OSS compliance processes 
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instead. Hence, I add a new perspective to this literature stream. In IS research, the effect 

of software certifications has been primarily investigated in the B2C sector (Kaplan & 

Nieschwietz, 2003; Nöteberg et al., 2003). My two studies examine the concept of OSS 

compliance certification in the software supply chain and thus transfer the issue of 

certification to the B2B sector. Second, beyond my main contribution to the literature on 

company-involved OSS development, I also contribute to the signaling and certification 

literature (Connelly et al., 2011; Kalliamvakou et al., 2016; Lins & Sunyaev, 2017). I add 

ISO 5230 awareness and perceived risk of OSS procurement as boundary conditions of 

signal receivers that influence how receivers interpret certain signals. Further, to the best 

of my knowledge, I am the first to distinguish between self-certification and third-party 

certification in this literature stream. 

6.2 Practical implications 

The four research projects in this dissertation offer several implications for practitioners. 

Starting with the study in chapter 2, findings indicate that providing flexibility to 

organizational units in adopting contribution processes to accommodate their specifics is 

essential for companies. Simply dictating a process might decrease the employees’ 

willingness and ability to engage with OSS communities. Hence, companies might profit 

less from the involvement, as they are not able to keep up with the fast OSS environment 

anymore. Second, granting developers particular facilitations based on technical skills 

and the experience in interacting with OSS communities is a suitable way to provide each 

of them individually with a certain degree of flexibility in their community engagement. 

For companies that think about seeking certification according to the ISO 5230 

standard, chapter 3 provides insights into potential advantages and downsides. The study 

might support companies in their decision whether to strive for self- or third-party 

certification or to not seek certification at all. Through this study, organizations 

maintaining ISO standards gain knowledge about what motivates companies to achieve 

ISO certification and what hinders them. Moreover, they should take into account the 

ambiguous perception of the generic nature of most ISO standards and provide companies 

with further material to enable them to translate the standards into processes that fulfill 

the standard requirements and fit to the company environment. 

Chapters 4 and 5 also result in several implications for practitioners. First, 

software suppliers should not underestimate the signaling potential of an OSS compliance 

certification in the software supply chain. Self-certification appears to be a legitimate 

alternative to a third-party certification with substantial signaling value. If performed 
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thoroughly, it is still associated with a substantial investment, as usually several 

employees from different departments are involved in the process. Yet, the overall costs 

lie below those for a third-party certification, offering a significant saving potential. The 

risk of losing customers and future profits when it is uncovered that despite self-

certification, key requirements of a sound OSS compliance program are in fact not met, 

should prevent software suppliers from cheating in the self-certification process.  

For organizations maintaining ISO standards, one interesting insight is that the 

awareness of a standard can increase signal effectiveness also for rather uncommon 

certification approaches (e.g., self-certification). Thus, these organizations should put 

large efforts into spreading knowledge about standards, especially new unestablished 

ones. The results encourage the development of self-certification approaches for 

standards in other areas of software development and procurement, as my research shows 

that they indeed have a value (albeit lower than the one associated with traditional third-

party certification). 

6.3 Limitations and avenues for future research 

The research projects in this dissertation are not without limitations and thus provide 

several opportunities for future research. Regarding chapter 2, I have specifically chosen 

various organizational units at Siemens for my multiple case study, as OSS plays a 

significant role for the company as a whole, whereas each unit deals with it differently. 

However, the fact that I focused on units in one single company challenges the validity 

of the findings. Therefore, the topic should be investigated in further companies with 

differing characteristics (e.g., size, industry, location). This would also help to strengthen 

the finding of this study that the two key dimensions are really the most important factors 

when companies decide about the governance processes related to their employees’ OSS 

community engagement. Although one could think of further aspects influencing a 

company’s decision between control and flexibility with regard to the OSS contribution 

process design (e.g., business model, maturity of the software), they did not become 

apparent in my multiple case study at Siemens. 

Moreover, the insights from this study are highly context-specific, meaning that 

they apply for companies that interact with OSS communities. Hence, it would be worth 

looking at contexts which involve other co-creation ecosystems (e.g., platform 

ecosystems) to find out if the findings match. Finally, investigating further organizational 

units at Siemens, especially those with a high level of closeness to core IP and high 

intensity of involvement in OSS communities, would help to get an even broader view on 
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the process adoption approaches. I am lacking observations for this specific 

configuration. One reason could be that only few (or even no) organizational units exist 

that have a strong closeness to core IP and are still highly involved with OSS 

communities, as the fear of unintendedly disclosing core IP prevails.  

Looking at chapter 3, the unbalanced sample regarding self- and third-party 

certified companies is an issue. While I could reach twelve companies that are self-

certified or are currently in the self-certification process, I was only able to speak to one 

representative from a single third-party certified company, which makes it difficult to 

gain comprehensive insights for this group. Hence, gathering additional data from third-

party certified firms would lead to a more balanced picture of the results and increase 

their generalizability. 

 Moreover, when interpreting the results, it should be taken into account that the 

majority of the interviewees in the group of self-certified companies were highly involved 

in the OpenChain Project and thus very committed to the topic OSS compliance. 

Therefore, it is very likely that these interviewees per se have a more positive attitude 

towards OSS compliance certification in general and more specifically, towards self-

certification. Finally, as the ISO 5230 standard has only been introduced by the end of 

2020 and is not yet well-established, future research should examine the drivers and 

motives for certification several years later to find out whether they change over time. 

Especially when it comes to the perception of self- and third-party certification, a 

significant difference is expected in the future. With the standard becoming more popular 

across different industries, the demand for third-party certification from stakeholders 

(e.g., customers) will probably increase, especially in highly regulated industries.  

 The conjoint experiment in chapter 4 comes along with method-related 

limitations. The results can be affected by the selection of decision makers, the choice of 

decision-making factors, and construct validity, potentially ignoring other relevant 

criteria beyond those chosen (Shepherd & Zacharakis, 2018). I tackled this issue by 

thoroughly reviewing the literature on supplier selection as well as the signaling theory 

literature and validating the chosen criteria in expert interviews. Further, external validity 

can be an issue in conjoint experiments, as participants face hypothetical decision 

scenarios. Yet, prior studies have shown that under certain conditions external validity is 

given for conjoint studies (Shepherd & Zacharakis, 2018). One prerequisite are tasks that 

reflect real-life decision scenarios as authentically as possible. To ensure this, I performed 

a pre-test with a software sourcing expert and several colleagues. 
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One limitation that is also valid for chapter 5 is that the insights are limited to 

those participants who took part. The majority came from Germany. As the handling of 

OSS and the perception of OSS compliance potentially may differ between countries, the 

importance of certain selection criteria, including an OSS compliance certification, might 

also be subject to geographical differences. Hence, future research should be conducted 

that replicate my study in other geographical contexts.  

Another area for future research lies in the differentiation of early and later phases 

of the supplier selection process. As previous research has shown, the importance of 

specific decision criteria depends on the respective decision stage (i.e., consideration 

stage versus final choice stage) (Blombäck & Axelsson, 2007; Plank & Ferrin, 2002; 

Wuyts et al., 2009). My conjoint study focused on the final decision stage of the software 

supplier selection process. Thus, future research should replicate the study focusing on 

the initial consideration phase to uncover potential differences especially in the 

perception of an OSS compliance certification.  

Overall, this dissertation delivers first valuable insights on how companies handle 

the topic OSS contribution governance when actively collaborating with OSS 

communities. In addition, it sheds light on how companies deal with OSS compliance by 

exploiting the recent phenomenon of OSS compliance certification in the software supply 

chain. Yet, in the realm of OSS contribution governance, OSS compliance, and OSS 

compliance certification, there remain many opportunities for future research. I am 

confident that this dissertation can serve as starting point and encourages future 

investigations in this area.  
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Appendix 

A-1: Tukey-Kramer post-hoc test (individual-level variables)  

Variable 
Cluster comparison 

(cluster i vs cluster j) 

Mean difference 

(i - j) 

Tukey-

Kramer t 

Experience with software 

procurement1 

1 vs 2 

1 vs 3 

1 vs 4 

2 vs 3 

2 vs 4 

3 vs 4 

0.70 

0.31 

-0.09 

-0.39 

-0.79 

-0.40 

4.12* 

1.82 

0.43 

2.54 

4.26* 

2.14 

Attitude towards OSS 

compliance certification 

   

It signals a good reputation1 1 vs 2 

1 vs 3 

1 vs 4 

2 vs 3 

2 vs 4 

3 vs 4 

0.67 

0.62 

0.35 

-0.05 

-0.32 

-0.27 

3.86* 

3.60 

1.74 

0.27 

1.68 

1.44 

It is demanded by internal 

policies1 

1 vs 2 

1 vs 3 

1 vs 4 

2 vs 3 

2 vs 4 

3 vs 4 

0.80 

1.28 

0.09 

0.48 

-0.71 

-1.19 

3.90* 

6.18*** 

0.37 

2.58 

3.20 

5.31** 

It is demanded by top 

management1 

1 vs 2 

1 vs 3 

1 vs 4 

2 vs 3 

2 vs 4 

3 vs 4 

0.77 

1.07 

0.20 

0.30 

-0.57 

-0.87 

3.61 

4.97** 

0.80 

1.53 

2.47 

3.72* 

It is demanded by customers1 1 vs 2 

1 vs 3 

1 vs 4 

2 vs 3 

2 vs 4 

3 vs 4 

0.54 

1.01 

0.57 

0.47 

0.03 

-0.44 

2.58 

4.78** 

2.31 

2.48 

0.12 

1.93 

It helps organizations to 

differentiate themselves from 

competitors1 

1 vs 2 

1 vs 3 

1 vs 4 

2 vs 3 

2 vs 4 

3 vs 4 

0.53 

0.83 

0.18 

0.30 

-0.35 

-0.65 

2.70 

4.22* 

0.80 

1.72 

1.62 

3.04 

It is required in the industry 

sector1 

1 vs 2 

1 vs 3 

1 vs 4 

2 vs 3 

2 vs 4 

3 vs 4 

0.81 

1.20 

0.33 

0.39 

-0.48 

-0.87 

4.23* 

6.19*** 

1.48 

2.22 

2.29 

4.11* 

It is a moral obligation1 1 vs 2 

1 vs 3 

1 vs 4 

2 vs 3 

2 vs 4 

3 vs 4 

0.68 

0.48 

-0.12 

-0.20 

-0.80 

-0.60 

3.40 

2.37 

0.53 

1.13 

3.72* 

2.76 

It is a legal obligation1 1 vs 2 

1 vs 3 

1 vs 4 

2 vs 3 

0.81 

0.79 

0.10 

-0.02 

3.60 

3.49 

0.38 

0.10 
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A-2: Tukey-Kramer post-hoc test (business unit-level variables) 

Variable 
Cluster comparison 

(cluster i vs cluster j) 

Mean difference 

(i - j) 

Tukey-

Kramer t 

2 vs 4 

3 vs 4 

-0.71 

-0.69 

2.91 

2.81 

Notes: N = 104; Tukey-Kramer post-hoc tests were conducted to reveal statistically significant 

differences in the variable means of specific clusters; *** p<0.001, ** p<0.01, * p<0.05; 1Measured 

on a 5-point Likert scale 

Variable 
Cluster comparison  

(cluster i vs cluster j) 

Mean difference  

(i - j) 

Tukey-

Kramer t 

BU-level characteristics      

Industry      

Manufacturing, Transport & 

Logistics (in %) 

1 vs 2 

1 vs 3 

1 vs 4 

2 vs 3 

2 vs 4 

3 vs 4 

0.12 

0.02 

-0.29 

-0.10 

-0.41 

-0.31 

1.69 

0.35 

3.43 

1.48 

5.27** 

4.02* 

Location      

Germany (in %) 1 vs 2 

1 vs 3 

1 vs 4 

2 vs 3 

2 vs 4 

3 vs 4 

-0.32 

-0.43 

-0.24 

-0.11 

0.08 

0.19 

3.66 

4.97** 

2.33 

1.49 

0.85 

2.07 

United Kingdom (in %) 1 vs 2 

1 vs 3 

1 vs 4 

2 vs 3 

2 vs 4 

3 vs 4 

0.14 

0.14 

0.08 

0.00 

-0.06 

-0.06 

3.73* 

3.71* 

1.81 

0.00 

1.48 

1.47 

India (in %) 1 vs 2 

1 vs 3 

1 vs 4 

2 vs 3 

2 vs 4 

3 vs 4 

0.15 

0.18 

0.12 

0.03 

-0.03 

-0.06 

3.42 

4.08* 

2.37 

0.76 

0.59 

1.22 

Attitude towards OSS      

Perceived risk of OSS 

procurement1 

1 vs 2 

1 vs 3 

1 vs 4 

2 vs 3 

2 vs 4 

3 vs 4 

0.66 

0.72 

0.16 

0.06 

-0.50 

-0.56 

3.82* 

4.17* 

0.80 

0.40 

2.67 

3.00 

Risks associated with OSS      

OSS does not perform to the 

desired quality and scope1 

1 vs 2 

1 vs 3 

1 vs 4 

2 vs 3 

2 vs 4 

3 vs 4 

0.32 

0.68 

0.12 

0.36 

-0.20 

-0.56 

1.75 

3.75* 

0.57 

2.24 

1.01 

2.85 

Through OSS adoption, the BU 

loses its ability to react flexibly 

to changes in the market1 

1 vs 2 

1 vs 3 

1 vs 4 

2 vs 3 

0.33 

0.34 

-0.64 

0.01 

1.76 

1.78 

2.90 

0.03 
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A-3: Average utilities for the levels of the attribute “collaboration” per cluster 

 
Notes: The figures displayed in the graphs are the utility estimates derived from an HB regression model. 

 

A-4: Average utilities for the levels of the attribute “experience” per cluster 

 
Notes: The figures displayed in the graphs are the utility estimates derived from an HB regression model. 

 

Variable 
Cluster comparison  

(cluster i vs cluster j) 

Mean difference  

(i - j) 

Tukey-

Kramer t 

2 vs 4 

3 vs 4 

-0.97 

-0.98 

4.76** 

4.76** 

Notes: N = 104; Tukey-Kramer post-hoc tests were conducted to reveal statistically significant 

differences in the variable means of specific clusters; *** p<0.001, ** p<0.01, * p<0.05; 1Measured 

on a 5-point Likert scale 
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A-5: Average utilities for the levels of the attribute “recommendations” per cluster 

 
Notes: The figures displayed in the graphs are the utility estimates derived from an HB regression model. 

 

A-6: Average utilities for the levels of the attribute “OSS compliance certification” 

per cluster 

 
Notes: The figures displayed in the graphs are the utility estimates derived from an HB regression model. 
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