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This paper provides the first comprehensive evaluation and analysis of modern (deep-learning-based) unsupervised anom-

aly detection methods for chemical process data. We focus on the Tennessee Eastman process dataset, a standard litmus

test to benchmark anomaly detection methods for nearly three decades. Our extensive study will facilitate choosing appro-

priate anomaly detection methods in industrial applications. From the benchmark, we conclude that reconstruction-based

methods are the methods of choice, followed by generative and forecasting-based methods.
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1 Introduction

Anomaly detection, i.e., detecting data that deviates from
normality, is a fundamental method in machine learning
and artificial intelligence. It is significant in many applica-
tion domains, from detecting fake reviews in online
shopping portals and bots in social networks to tumor
detection and industrial fault detection. Anomaly detection
is especially significant in safety-critical applications. While
an undetected fake review in an online shopping portal may
be harmless, failing to recognize anomalies in a chemical
plant or a self-driving car may put lives at stake.

In chemical plants, most data is recorded during regular
or problem-free operation – the normal data. Anomalies, in

contrast, occur very rarely, and they can appear to the pro-
cess or control engineers to be nominal behavior. Here,
computing methodology naturally comes into play. Ma-
chine learning enables searching massive datasets and accu-
rately detects anomalies, even when they are rare [1].

There is a large body of literature on detecting anomalies
in chemical processes using machine learning [2–4]. Over
the past three decades, the Tennessee Eastman process
(TEP) has arisen as a litmus test for learning-based anomaly
detection on chemical process data. Virtually any newly
proposed method is benchmarked by default on the TEP
dataset, originally recorded by Downs and Vogel in 1993 [5]
using a model-based TEP simulator for data generation and
modified by Rieth [6].
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However, except for [7–12], all papers evaluate shallow
unsupervised anomaly detection methods (not including
neural networks) on the TEP dataset. But shallow machine
learning is not adequate for complex, structured data, such
as the time series occurring in chemical plants and the TEP.
On such data, most of the many seminal advances in artifi-
cial intelligence during the last decade have been enabled by
deep neural networks.

In 2018, Ruff et al. [13] provided one of the earliest gener-
al-purpose deep learning-based approaches to anomaly
detection. The paper triggered a wave of follow-up work,
resulting in the new field of ‘deep anomaly detection’ [14].
Over the past four years, the detection error of unsupervised
anomaly detection methods has been reduced drastically,
from 35 % (best shallow method, 2017) to 1 % (best deep
method, 2021) on CIFAR-10-AD, a standard anomaly
detection benchmark dataset [13, 15]. Since then, deep
anomaly detection approaches have been widely adopted in
industrial practice.

Most recent breakthroughs in modern anomaly detection
have been achieved on image data. However, the data in
chemical plants – and particularly the TEP – are time series.
Time series exhibit intriguing temporal interdependencies,
well-suited for deep learning. Very recently, the first deep
anomaly detection methods on time-series data were intro-
duced, and their high potential tested on various bench-
marks [16]. To date, there exist some 30 methods based on
neural networks for anomaly detection on time series.

However, the research on the TEP has not caught up yet
with these highly significant advances in unsupervised deep
anomaly detection on time series. There exists no compel-
ling up-to-date comparison of modern methods, most of
which have been developed within the last two years. Thus,
it is unclear which methods should ideally be used on such
data to achieve maximal detection performance. Using infe-
rior detection methods may lead to unnecessary errors or
even put lives at risk when using them for real operation in
plants.

With the present work, we intend to change this. This
paper evaluates and compares all 27 unsupervised deep
anomaly detection methods for time series existing to date,
regarding their detection accuracy on the TEP data.1) The
analysis represents the first – and by far the most compre-
hensive – comparison of modern unsupervised anomaly
detection methods on chemical process data.

Our analysis also yields insights into which anomaly
detection methods might be most suitable for application to
real chemical process data. Establishing deep anomaly
detection in real chemical processes would open the route
for new, yet unexplored, ways to control these processes –
with a perspective to advance autonomously running chem-
ical processes.

2 Related Work

Early papers on deep anomaly detection (AD) on times
series were based on either reconstruction or forecasting
objectives. Reconstruction-based approaches train an
autoencoder (AE) on mostly normal training data so that
the AE learns to compress and reconstruct normal data
well. Samples not reconstructed well are considered anoma-
lous. The deviation from the reconstruction to the input is
the anomaly score [17–26]. In recent work, Rewicki et al.
showed the advantage of AEs over other deep learning
methods by comparing three classic machine learning
methods and three deep learning-based methods for AD on
time series. They concluded that, depending on the type of
anomaly and computing time, classical approaches could
outperform [54]. Forecasting-based models extrapolate a
series’ current and past data to predict future time steps.
The anomaly score is the difference between the predicted
and the actual future data [27–31]. Typically, both recon-
struction and forecasting-based methods reconstruct each
time step and aggregate their anomaly scores for an anom-
aly score of the entire time series.

Another branch of AD methods is based on generative
models such as variational autoencoders (VAEs) [32–37]
and generative adversarial neural networks (GANs)
[38–43]. GANs jointly train two networks: a discriminator
network to distinguish between accurate and generated data
and a generator network to create samples that fool the dis-
criminator. Anomaly scores are either based on the discrim-
inator or are the deviation between the test sample and the
best-fitting generated data sample. Some methods combine
the above-mentioned methods to get the best parts from all
worlds [44, 45].

Inspired by the success of supervised classifiers, there is
also a paradigm called ‘‘one-class classification’’ [13]. This
work trains a network to map normal samples to a hyper-
sphere [13] or hyperplane [46] and anomalous data away
from them. This paradigm has recently been used for AD
on time series [44, 47]. A more direct application of classi-
fiers for AD requires anomalous training samples. Since AD
is typically unsupervised, these samples are not available.
One approach to solve this issue is using random internet
data as auxiliary anomalies during training. This approach
is termed outlier exposure and is successful on images
[15, 48]. However, pertinent data is unavailable for time
series, so Goyal et al. proposed to train a network to distin-
guish between normal training data and synthetically gener-
ated anomalies [49]. The classifier’s certainty for the anom-
alous class defines the anomaly score for test samples. The
most recent approach to time series AD uses self-supervised
learning [16]. This method designs an auxiliary training ob-
jective. Normal data samples are transformed, and the net-
work has to predict which type of transformation has been
applied. Since, for anomalous data, a correct prediction will
be difficult, the value of the method’s decision certainty is
the anomaly score for test samples.
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3 Benchmarking Deep Time Series Anomaly
Detection on the TEP

In this section, a more detailed explanation of the evalua-
tion follows. First, we present the TEP data and explain the
metrics used for the review. Finally, the implementation and
evaluation protocol are presented.

3.1 TEP Dataset

TEP was based on an existing plant and the processes run-
ning in it. The data itself is synthetic, i.e., a simulation of
the plant. It consists of five main modules, each a two-stage
reactor, a condenser, a vapor-liquid separator, a stripper,
and a reboiler, as well as 11 pneumatic valves, two pumps,
and a compressor [50].

The version of the TEP data used here is available online
[6] and is referenced in [51]. In addition to error-free data
on which the algorithms are to be trained, it contains 20 dif-
ferent types of erroneous data sets and their complete simu-
lation. Of these 21 data sets, there are 500 other runs, each
of which is initialized with a different random value. The
time points in each sample are generated every three
minutes for 25 h for the training data and 48 h for the test
data with 53 parameters.

3.2 Metrics

To compare and evaluate the examined algorithms with
each other, a metric is necessary that measures the quality
of the methods. Work on AD uses different evaluation met-
rics depending on the data. Some metrics, like the F1-score,
require a binary decision, i.e., model outputs in {0, 1} where
0 denotes normal and 1 anomalous. Others, like the receiver
operator characteristic or precision-recall curve, work with
continuous anomaly scores. For AD on time series, the
F1-score and area under the precision-recall curve are the
most commonly used metrics, which is why we evaluate the
methods in this paper using both.

An anomaly detector generates an anomaly score for each
point in time of a time series. If this value exceeds a certain
threshold, the respective method determines this point in
time as an anomaly. The F1-score considers four options of
evaluation for each time point: true positive (TP – a cor-
rectly detected anomaly), false negative (FN – an anomaly
that was not detected), true negative (TN – a correctly iden-
tified normal point), and false positive (FP – a normal point
mistakenly detected as an anomaly). With these four classes,
two metrics can be calculated. One is precision, the propor-
tion of TP among all detected anomalies (TP+FP), and the
other is recall, the balance of TP anomalies among all true
anomalies (TP+FN). Intuitively, precision describes the
accuracy with which a detected anomaly is anomalous, and
recall describes the accuracy with which the model detects

true anomalies. The F1-score combines precision and recall
in one metric, which can be calculated at every point of the
time series. These F1-scores are averaged over the whole
time series to receive the total F1-score.

The area under the precision-recall curve (AUPRC) can
be used as a second metric for comparing methods. For
every threshold, its respective recall and precision are calcu-
lated. As the threshold decreases, the recall increases to 1,
which is plotted on the x-axis. The precision is plotted on
the y-axis and can be arbitrary but generally decreases as
the recall increases. The AUPRC measures the model’s
overall performance for any threshold. In essence, the high-
er the AUPRC, the higher the precision for any recall. In
practice, there is a real-world cost associated with both FN
and FP. Generally, the cost for undetected anomalies (FN) is
higher than the cost of falsely detecting an anomaly (FP).
However, the specific costs need to be defined case-by-case;
therefore, the optimal threshold depends on the particular
use case. The AUPRC is a good metric in case the specific
costs are unknown since the higher the AUPRC, the lower
these associated costs are expected to be.

3.3 Evaluation and Implementation

For an equal and fair evaluation of the considered methods,
all methods were implemented in the same Python environ-
ment and were trained and evaluated using PyTorch [52].
Since some methods require an unlabeled validation set to
adjust the parameters of the anomaly detector, a quarter of
the training dataset was separated for this purpose. The test
dataset was divided into five folds of equal size to adjust the
hyperparameters of each method by optimizing them on
each fold and evaluating the performance of the best model
with the remaining folds. To avoid time dependencies,
directly neighboring folds were excluded. Finally, all folds
were averaged, the methods were compared using the best
F1-score, and AUPRC received the best grid parameters.
For better comparability, the size of the parameter grid of
each method was chosen so that each one had a training
and evaluation time of 24 h. In total, the evaluation contains
27 methods listed in Tab. 1. As proposed in [24], we added
an Untrained-LSTM-AE as a baseline.

3.4 Results

Tab. 1 shows the experiments’ results, implemented meth-
ods, and a reference to their original publications. The
methods are ranked according to performance, and the
results are rounded to four decimal places. The rankings are
computed with the exact results. With few exceptions, both
metrics and their associated rankings show similar results.
It can only be observed for GMM-GRU-VAE, LSTM-AE-
OC-SVM, and TCN-S2S-P differences of more than ten
places in their order. The BeatGAN, TCN-S2S-AE, and
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Dense-AE methods score best. The weakest performers are
GDN, LSTM-2S2-P, and THOC. It should be noted that
Untrained-LSTM-AE, proposed above as a baseline, ends
up in the upper midfield.

4 Discussion and Conclusion

Even though a generative model was ranked first in these
experiments, it can be concluded that the reconstruction-
based methods performed best on average, followed by the
generative and, finally, the forecasting-based models. Even

the proposed baseline, which belongs to the reconstruction-
based methods, achieved an above-average ranking.

For future work, a few more things need to be investi-
gated. On the one hand, it has to be considered that the
TEP data are synthetic. Despite the simulation’s quality,
chemical processes are multifaceted, and, especially with
real data, other parameters may play a role that cannot be
simulated this way. All methods have yielded high scores.
That could be related to the studied synthetic data with
defined synthetic faults introduced in a fault-free run. The
task will be considerably more challenging for actual chemi-
cal process data, but the present study is a starting point to
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Table 1. All results of the experiments run for this evaluation. In the first column all methods are listed with their respective source (pa-
pers they were initially published). The second column groups them into reconstruction-based, forecasting-based, generative-VAE/GAN-
based, and hybrid methods. The following columns list the F1-score, the AUPRC, rankings for both, and a mean ranking of these two.
That ranking gives the order of the table to find the best results at the top.

Method Method type F1-score F1-score ranking AUPRC AUPRC ranking Total ranking

BeatGAN [38] Generative-GAN-based 0.9699 1 0.9896 2 1

TCN-S2S-AE [23] Reconstruction-based 0.9632 3 0.9914 1 2

Dense-AE [22] Reconstruction-based 0.9631 4 0.9880 3 3

LSTM-AE [25] Reconstruction-based 0.9506 5 0.9861 4 4

LSTM-P [27] Forecasting-based 0.9693 2 0.9824 8 5

MSCRED [21] Reconstruction-based 0.9353 7 0.9842 5 6

Donut [33] Generative-VAE-based 0.9450 6 0.9829 7 7

LSTM-VAE [32] Generative-VAE-based 0.9334 11 0.9831 6 8

OmniAnomaly [36] Generative-VAE-based 0.9336 9 0.9808 12 9

SIS-VAE [37] Generative-VAE-based 0.9335 10 0.9790 14 10

Untrained-LSTM-AE [24] Reconstruction-based 0.9333 13 0.9792 13 11

LSTM-DVAE [34] Generative-VAE-based 0.9333 16 0.9811 11 12

USAD [22] Reconstruction-based 0.9333 12 0.9779 16 13

GMM-GRU-VAE [35] Generative-VAE-based 0.9291 21 0.9815 10 14

TCN-S2S-P [30] Forecasting-based 0.9172 23 0.9821 9 15

LSTM-MAX-AE [20] Reconstruction-based 0.9333 18 0.9786 15 16

LSTM-AE-OC-SVM [44] Hybrid 0.9337 8 0.9511 26 17

LSTM-VAE-GAN [40] Generative-GAN-based 0.9333 14 0.9735 20 17

GenAD [25] Reconstruction-based 0.9333 19 0.9755 19 19

TadGAN [41] Generative-GAN-based 0.9333 15 0.9690 23 19

STGAT-MAD [26] Reconstruction-based 0.9267 22 0.9767 17 21

Mad-GAN [39] Generative-GAN-based 0.9333 17 0.9621 24 22

MTAD-GAT [45] Hybrid 0.9097 25 0.9758 18 23

DeepANT/TCN-P [29] Forecasting-based 0.9114 24 0.9712 22 24

GDN [31] Forecasting-based 0.9078 26 0.9722 21 25

LSTM-2S2-P [28] Forecasting-based 0.9327 20 0.9171 27 25

THOC [47] Hybrid 0.9074 27 0.9618 25 27
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tackle this problem. The challenge here will be in uncover-
ing the data and correctly labeling the anomalies in that
data. On the other hand, additional metrics should be taken
into account. The F1-score and AUPRC are a reasonable
basis for comparison but cannot assess longer periods and
interdependent points, as with time series [24, 53].

The benchmarking in this paper can guide further
research and practitioners in selecting a suitable method for
anomaly detection on chemical time series.

Supporting Information

Supporting Information for this article can be found under
https://doi.org/10.1002/cite.202200238. There is an over-
view and explanation of all methods evaluated in this paper.
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Abbreviations

AD anomaly detection
AE autoencoder
AUPRC area under the precision-recall curve
ELBO evidence lower bound
FN false negative
FP false positive
GAN generative adversarial neural networks
GRU gated recurrent units
LSTM long short-term memory
MAE mean absolute error
MLP multilayer perceptron
MSE mean squared error
NN neural network
TCN temporal convolutional network
TEP Tennessee Eastman process
TN true negative
TP true positive
VAE variational autoencoder
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A. Köpf, E. Yang, Z. DeVito, M. Raison, A. Tejani, S. Chilamkur-
thy, B. Steiner, L. Fang, J. Bai, S. Chintala, PyTorch: An Impera-
tive Style, High-Performance Deep Learning Library, in Advances
in Neural Information Processing Systems 32 (NeurIPS 2019),
2019, 32.

[53] K. Doshi, S. Abudalou, Y. Yilmaz, Tisat: Time series anomaly
transformer, arXiv:2203.05167, 2022. DOI: https://doi.org/
10.48550/arXiv.2203.05167

[54] F. Rewicki, J. Denzler, J. Niebling, Appl. Sci. 2023, 13 (3), 1778.
DOI: https://doi.org/10.3390/app13031778

www.cit-journal.com ª 2023 The Authors. Chemie Ingenieur Technik published by Wiley-VCH GmbH Chem. Ing. Tech. 2023, 95, No. 7, 1077–1082

1082 Research Article
Chemie
Ingenieur
Technik



<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /None
  /Binding /Left
  /CalGrayProfile (Dot Gain 20%)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (ISO Coated v2 \050ECI\051)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Warning
  /CompatibilityLevel 1.5
  /CompressObjects /Tags
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages false
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.1000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 524288
  /LockDistillerParams false
  /MaxSubsetPct 99
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness false
  /PreserveHalftoneInfo false
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Preserve
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages false
  /ColorImageMinResolution 150
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Average
  /ColorImageResolution 300
  /ColorImageDepth 8
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /FlateEncode
  /AutoFilterColorImages false
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /ColorImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasGrayImages false
  /CropGrayImages false
  /GrayImageMinResolution 150
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages false
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth 8
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /FlateEncode
  /AutoFilterGrayImages false
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /GrayImageDict <<
    /QFactor 0.76
    /HSamples [2 1 1 2] /VSamples [2 1 1 2]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 15
  >>
  /AntiAliasMonoImages false
  /CropMonoImages false
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1200
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects true
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile ()
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
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
  >>
  /Namespace [
    (Adobe)
    (Common)
    (1.0)
  ]
  /OtherNamespaces [
    <<
      /AsReaderSpreads false
      /CropImagesToFrames true
      /ErrorControl /WarnAndContinue
      /FlattenerIgnoreSpreadOverrides false
      /IncludeGuidesGrids false
      /IncludeNonPrinting false
      /IncludeSlug false
      /Namespace [
        (Adobe)
        (InDesign)
        (4.0)
      ]
      /OmitPlacedBitmaps false
      /OmitPlacedEPS false
      /OmitPlacedPDF false
      /SimulateOverprint /Legacy
    >>
    <<
      /AllowImageBreaks true
      /AllowTableBreaks true
      /ExpandPage false
      /HonorBaseURL true
      /HonorRolloverEffect false
      /IgnoreHTMLPageBreaks false
      /IncludeHeaderFooter false
      /MarginOffset [
        0
        0
        0
        0
      ]
      /MetadataAuthor ()
      /MetadataKeywords ()
      /MetadataSubject ()
      /MetadataTitle ()
      /MetricPageSize [
        0
        0
      ]
      /MetricUnit /inch
      /MobileCompatible 0
      /Namespace [
        (Adobe)
        (GoLive)
        (8.0)
      ]
      /OpenZoomToHTMLFontSize false
      /PageOrientation /Portrait
      /RemoveBackground false
      /ShrinkContent true
      /TreatColorsAs /MainMonitorColors
      /UseEmbeddedProfiles false
      /UseHTMLTitleAsMetadata true
    >>
    <<
      /AddBleedMarks false
      /AddColorBars false
      /AddCropMarks false
      /AddPageInfo false
      /AddRegMarks false
      /BleedOffset [
        0
        0
        0
        0
      ]
      /ConvertColors /NoConversion
      /DestinationProfileName (sRGB IEC61966-2.1)
      /DestinationProfileSelector /NA
      /Downsample16BitImages true
      /FlattenerPreset <<
        /PresetSelector /MediumResolution
      >>
      /FormElements true
      /GenerateStructure false
      /IncludeBookmarks false
      /IncludeHyperlinks false
      /IncludeInteractive false
      /IncludeLayers false
      /IncludeProfiles true
      /MarksOffset 6
      /MarksWeight 0.250000
      /MultimediaHandling /UseObjectSettings
      /Namespace [
        (Adobe)
        (CreativeSuite)
        (2.0)
      ]
      /PDFXOutputIntentProfileSelector /DocumentCMYK
      /PageMarksFile /RomanDefault
      /PreserveEditing true
      /UntaggedCMYKHandling /LeaveUntagged
      /UntaggedRGBHandling /LeaveUntagged
      /UseDocumentBleed false
    >>
  ]
>> setdistillerparams
<<
  /HWResolution [2400 2400]
  /PageSize [612.252 858.853]
>> setpagedevice


